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WIRETAPPING FOR NATIONAL SECURITY

MONDAY, MAY 4, 1933

Housk oF REPRESENTATIVES,
SoecommMiTrEE No. 3 OF TUE
- COMMITTEE ON THE J UDICIARY,
' Washington, D. C.

The subcommittee met, pursuant to notice, in room 346, Old House

Office Building, at 10 a. m., Hon. Kenneth B. Keating, chairman,
i presiding. .

Present : Messrs. Keating, Crumpacker, Taylor, and Willis.

Also present : Mr. William R. Foley, committee counsel.

Mr. Kearing. The committee will come to order. ,

‘We have before us three bills, H. R. 408, H. R. 477, and H. R. 3552, .
all relating to the same general subject.

(H. R. 408, H. R. 477, and H. R. 8552 are as follows; also H. R.
5149.)

' [H. R. 408, 83d Cong., 1st sess.]

A BILL To regulate the interception of communications in the interest of national security
and the safety of human life

Be it enacted by the Senate and House of Representatives of the United States
of America in Congress assembled, That the Director of the Federal Bureau of
Investigation of the Department of Justice, the Director of the Military Intelli-
gence Division of the Department of the Army, the Director of Office of Special
Investigations, Inspector General, United States Air Force, and the Chief of
the Office of Naval Intelligence of the Navy Department under rules and regula-
tions as preseribed by the Attorney General, are authorized in the conduct of
investigations involving the safety of human life or to ascertain, prevent, or
frustrate any interference or any attempts or plans for interference with the
national security and defense by treason, sabotage, espionage, sedition, seditious
conspiracy, violations of neutrality laws, vielations of the Act requiring the
registration of agents of foreign principals (Act of June 8, 1938, as amended),
violations of the Act requiring the registration of organizations currying on
certain activities within the United States (Act of October 17, 1940 (54 Stat.

hi 1201) ), violations of the Atomic Energy Act of 1946 (60 Stat. 755), or in any
other manner, to require that telegrams, cablegrams, radiograms, or other wire
or radio communications and copies or records thereof be disclosed and delivered
to any authorized agent of any one of said investigative agencies, or, upon the
express approval of the Attorney General, to authorize their respective agents
to obtain information by means of intercepting, listening in on, or recording
telephone, telegraph, cable, radio, or any other similar messages or communica-
tions, without regard to the limitations contained in section 603 of the Communi-
cations Act of 1934 (48 Stat. 1103).

Sgc. 2. Information acquired or obtained pursuant to section 1 of this Act
shall be admissible in evidence, but only when offered in criminal proceedings in
United States courts arising out of any of the foregoing investigations.

The existence or contents of such application or order shall not be disclosed
except in connection with a criminal prosecution in which information obtained
;)y intﬁrcepting communications pursuant to such order ig sought to be introduced
n evidence.

1
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Seo. 3. Notwithstanding the limitations contained in section 605 of the Com-
munications Act of 1934 (48 Stat. 1103) and without regard to any other pro-
visions of this Act, information heretofore obtained, upon the express approval
of the Attorney General, by means of intercepting, listening in on, or recording
telephone, telegraph, cable, radio, or any other similar messages or communica-
tions, shall be admissible in evidence in United States courts in any criminal
prosecution ariging out of investigations of any of the vialations enumerated in
section 1 of this Act.

Sec. 4. No person shall fail to comply forthwith with the request of any duly
authorized person, pursuant to section L of this Act, for the disclosure and
surrender of any telegram, cablegram, radiogram, or other wire or radio com-
munication, or copies or records thereof in his possession or under his contol.

SEec. 5. No peson shall divulge, publish, ot use the existence, contents, substance,
purport, or meaning of any information obtained pursuant. to the provisions of
this Act otherwise than for the purposes hereinbefore enumerated.

SEc. 6. No person, other than those authorized pursuant to this Act, shall
intercept. listen in on, or record teleplione, telegraph, cable, radio, or any
other similar message or communication, unless transmitted for the use of the
general public or authorized by one of the parties to such ‘message or communi-
cation, or his employment as a part of the message or:communication system
requires such action. )

SEc. 7. Any person who willfully and knowingly violates any provision of this P "
Act shall be fined not more than $10,000 or imprisoned not more than two years,
or both.

Sec. 8. If any provision of this Act or the application df such provision to any
Person or circumstance shall be held invalid, the validity of the remainder of this
Act and the applicability of such provision to other persons or circamstances shall
not be affected thereby.

SEc. 9. For purposes of this Act the term “person” shall include any individual,
partnership, association, business trust, corporation, or any organized group of
persons, whether incorporated or not.

Sgc. 10. The Attorney General is hereby authorized to prescribe such rules and
regulations as he may deem necessary to carry out the provisiong of this Aet.

&

[H. R. 477, 83d Cong., 1st scss.]

A BILL To authorize acquisition and interception of communieations in interest of national
security and defense .

¢ it enacted by the Senate and House of Representatives of tlhe United States
of America in Congress assembled, That (a) the Director of the Federal Bureau
of Investigation of the Department of Justice; the Director of the Military Intel-
ligence Division of the Department of the Army; the Director of Intelligence,
United States Air Force; and the Chief of the Office of Naval Invelligence of the
Navy Department are authorized under rules and regulations as prescribed by
the Attorney General, in the conduct of investigations, to ascertain, prevent, or
frustrate any interference or any attempts or plans for interference with the
natiornal security and defense by treason, sabotage, espionage. seditious con-
spiracy, violations of neutrality laws, violations of the Act requiring the regls-
tration of agents of foreign principals (.Act of June 8, 1938, as amended (52 -
Stat. 631)), violations of the Act requiring the registration of organizations ’
carrying on certain activities within the United States (Act of October 17, 1940
(54 Stat. 1201)), cr in any other manner, to require that felegrams, cablegrams,
radiograms, or other wire or radio communications and copies or records thereof,
or, upon the express written approval of the Attordey General, that any informa- o
tion obtained by means of intercepting, listening in on, or recording telephone,
telegraph, cable, radio, or any other similar messages or comraunications, be
disclosed and delivered to any authorized cgent of any one of saicl investigatorial
agencies, without regard to the limitations contained in section G05 of the Com-
muniecations Act of 1934 (48 Stat. 1103). The information thus obtained shall
be admissible in evidence, but only when such evidenece is offered in a criminal
or civil proceeding involving any of the foregoing violations in which the United
States Government is a party: Provided, That prior to acquiring or intercepting
the communications from which the information is obtained, an authorized agent
of ‘any one of said investigatorial agencies shall have been issued a permit by a
judge of any United States court, authorizing the agent to acquire or intercept
such communications.
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(b) Upon application by any authorized agent of any one of said investigatorial
agencles to acquire or intercept communieations in the conduct of investigations
pursuant to this section, a judge of any United States court shall issue a permit,
signed by the judge with his title of office, authorizing the applicant to acquire
or intercept such communications, if the judge is satisfied that there is reason-
able cause to believe that the communications may contain information which
would assist in the eonduct of such investigations.

(¢) No person shall fail to comply forthwith with the request of any duly
guthorized person, pursuant to this section, for the disclosure and surrender of
any telegram, cablegram, radiogram, or other wire or radio communieation, or
«copies or records thereof in his possession or under his control.

(d) No person shall divulge, publish, or use the existence, contents, substance,
purport, or meaning of any information obtained pursuant to the provisions of
this section otherwise than for the purposes hereinbefore enumerated.

(e) Any person who willfully and knowingly violates any provision of this
gection shall be guilty of a felony and upon conviction thereof shall be fined not
more than $10,000 or imprisoned not more than two years, or both.

v (f) If any provision of this section or the application of such provisibn to any
eircumstance shall he held invalid, the validity of the remainder of this section
and the applicahility of such provision to other circumstances shall not be affected
thereby.

- (g) For purposes of this section, the term “person” shall include any indi-

vidual, partnership, association, business trust, corporation, or any organized
group of persons, whether incorporated or not. ‘

(h) The Attorney General is hercby authorized to presecribe such rules and
regulations as he may deem hecessary to carry out the provisions of this section.

[H. B. 3552, 83d Cong., 1st sess.]

A BILI, Authorizing acquisition and interceptifp of communications in intercst of national
security

Be it enacted by the Senate and House of Representatives of the United States
of America in Congress assembled, That (a) the Director of the Federal Burean
of Investigation of the Department of Justice; the Director of the Military Intel-
ligence Division of the Department of the Army ; the Director of Office of Special
Investigations, Inspector General, United States Air Force; and the Chief of
the Office of Naval Intelligence of the Navy Department are authorized under
rules and regnlations as prescribed by the Attorney General, in the conduct of
investigations, to ascertain, prevent, or frustrate any interference or any at-
_tempts or plans for interference with the national security and défense by
treason, sabotage, espionage, seditious conspiracy, violations of neutrality laws,
violations of the Act requiring the registration of agents of foreign principals
(Act of June 8, 1938, as amended (52 Stat. 631)), violations of the Act requir-
ing the registration of organizations carrying on certain activities wilthin the
United States (Act of October 17, 1940 (54 Stat. 1201)), or any other manner,
to require that telegrams, cahlegrams, radiograms, or other wire cr radio com-
muniecations and copies or records thereof, or, upon the express written approval
of the Attorney General, that any information obtained by means of intercepting,

™ listening in on, or recording telephone, telegraph, cable, radio, or any other simi-

: lar messages or communications, be disclosed and delivered to any quthorized
agent of any one of said investigatorial agencies, without regard to the limita-
tions contained in section 605 of the Communications Act of 1934 (48 Sgat, 1103).
Such information shall be admissible in evidence, but only when offered in a

- eriminal or civil proceeding involving any of the foregoing violations in which
the United States Governmeht is a party: Provided, That prior to acquiring or
intercepting the communications from which the information is_obtained, an
authorized agent of any one of said investigatorial agencies shall have been
igsued a permit by a judge of any United States court, authorizing the agent to
acquire or intercept such communications.

(b) Upon application by any authorized agent of any one of said :investiga-
torial agencies to acquire or intercept communications in the conduct of investiga-
tions pursuant to this section, a judge of any United States court shall issue a
permit, signed by the judge with his title of office, authorizing the applieant to
acquire or intercept such communications, if the judge is satisfied that there is
reasonable cause to believe that the communications may contain information
which would assist in the conduct of such investigations.
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(c) No person shall fail to comply forthwith with the request of any duly
anthorized person, pursuant to this section, for rhe disclosure and surrender of
any telegram, cablegram, radiogram, or other wire or radio communication, or
copies or records thereof in his possession or under his control.

(d) Xo person shall divulge, publish, or use the existence, contents, sub-
stance, purport, or meaning of any information obtained pursuant to the pro-
visions of this section otherwise than for the burposes hereinbelfore enumerated.

() Any person who willfully and knowingly violates any gprovision of this
section shall be guilty of a felony and upon conviction thereof shall be fined not
more than $10,000 or imprisoned not more than two years, or both.

(f) If any provision of this section or the application of snch provision to
any circumstances shall he held invalid, the validity of the remainder of this
section and the applicability of such provision to other circumstances shall not
be aifected thereby.

(g) For purposes of this section the tern “person” shall include any individual,
partuership, association, business trust, corporation, or any organized group of
persons, whether incorporated or not. -

(h) The Attorney General is hereby authorized to preseribe such rules and
regulations as he may deem necessary to carry out the provisions of this section.

[H. R. 5149, 83d Cong., 1st sess.]

A BILIL To anthorize the use in eriminal proceedings in any court established by Aect of
Congress of information intercepted in national security investigations

Be it enacted by the Senate and House of Representatives of the United States
of Americe in Congress assembled, That, notwithstanding the provisions of sec-
tion 605 of the Communications Act of 1934 (48 Stat. 1103), information hereto-
fore or hereafter obtained by the Federal Bureau of Investigation through the
inferception of any communication by wire or radio upon the express approval
of the Attorney General of the United Siates and in the course of any investi-
gation to detect or prevent any interference with or endangering of, or any
vlans or attempts to interfere wiih or endanger, the nationsl security or defense,
shall be admissible in evidence in criminal proceedings in any court established
by Act of Congress.

STATEMENT OF HON. KENNETH B. KEATING, A EEPRESENTATIVE
IN CONGRESS FROM THE STATE OF NEW YORK

Mr. Kearivg. Since I am the anthor of H. R. 477 which has been
introduced in this and two preceding Congresses, I ask leave of the
committee to make a short statement regarding the problem before us.

We are here today to study the entire problem of wiretapping.
Several bills on the subject are before us. I desire to say a few words
in support of H. R. 477, a bill to authorize certain Fecleral agencies
directly concerned with national security to acquire, intercept, and
divulge telephone, telegraph, and radio messages under certain cir- -
cumstances.

I introduced bills similar to H. R. 477 in the 81st and 82d Congresses.
While T have no pride of authorship in this particular bill, and no
doubt it should be open to amendments, as this is a complicated mat- u
ter, I think the importance of a good, clear Federal law on the subject
of wiretapping cannot be overemphasized. I have been concerned
with this matter ever since I came to Congress. In the hearings this
morning and those which will follow I hope we can work out a meas-
ure that will end present confusion and unshackle our law-enforce-
ment agencies, once and for all, to use this technique, with proper
safeguards, in performing their duties.

The Jaws and court decisions affecting wiretapping have left the
whole situation in a hopeless muddle. The Communications Act of
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WIRETAPPING FOR NATIONAL SECURITY 5

1934 provides that “no person not being authorized by the sender
shall intercept any communication and ivulge or publish” its con-
tents. This language has been held by the Supreme Court to apply
to law-enforcement officers as well as private citizens. Some of the
agencies that need to use wiretapping in their activities go right ahead
and use it under this provision, in the belief that they can intercept
messages so long as they do not divulge or publish them. The lan-
guage 1s “intercept * * * and divulge.” The Federal Communica-
tions Commission does not agree with this interpretation. And the
courts have had a very diflicult time deciding whether messages so
intercepted can be used—even indirectly—as evidence in criminal
prosecutions.
i This problem was brought out dramatically in the trial of Judith
Coplon. Her attorneys turned the trial into a fiasco, and won out
for her on appeal, to a Iarge extent because this law is so vague and
unsatisfactory. The predecessor bill to H. R. 477 was introduced by
me just a short time after the court of appeals reversed the conviction
of Judith Coplon. ,

On the other hand, there is little or no protection for the privacy
and sanctity of individual rights, as things now stand. Since wire-
tapping is more or less illegal, no matter who does it, the agencies—
and even private investigators and plain snoopers—are tempted to
use it more freely than they should. Tf they are caught, they always
have the argument that they did not intend to divunlge what they
were listening to.

My bill, H. R. 477, is aimed at correcting this situation in both
directions. On the one hand, it gives specific authority to all the
Federal agencies that are responsible for national security to use wire-
tapping and similar techniques when they are investigating uny ae-
tivity that touches on treason, sabotage, espionage, or similar offenses;
and it makes information they get in this fashion admissible in crimi-
nal prosecutions for such offenses. On the other, it requires approval
of the Attorney General before information obtained in this fashion
can be disclosed, and it requires an order, issued by a Federal judge
on a showing that there is reasonable cause for the order, before
any wires can be tapped or any messages can be intercepted in the
first place.

This last provision is based on a law which has been in force in
my own State of New York for a number of years. It has worked
very well for us. Before any of our law-cenforéement officers can put
a tap on a telephone, they have to apply to one of our judges and
show him why the tap is necessary and what they hope to discover
- by it. In this way, the public is protected against mere spying and

“fishing expeditiong.” T think that is very important; none of us
want a situation in which the police or anybody else can listen in
on our private conversations unless there is a very good reason.

Our New York law works well in the other aspect, too. Once the
judge has been shown that there is a reasonable cause for issuing
the order, the officers have full authority to demand cooperation from
the communications companies, the taps can be most effectively used,
and there is no question that the evidence which is obtained in this
matter will be properly admissible in court,

I don’t think we should be the least bit soft or sentimental in con-
sidering this bill. A lot of people have raised a fuss about the dangers
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6 WIRETAPPING FOR NATIONAL SECURITY

of o police state, and invasions of rights, which tend to cloud our
thirking and obscure the issues. I believe it was Judge Learned Hand
who once pointed out something we tend to lose sight of : Law-enforce-
ment agencies, and the Nation itself, have important rights which
must be protected, too, if our laws are to be properly enforced and
our Nation is to be fairly safeguarded against the designs of its
avowed enemies.

We do not want to trifle with the great principle that every man’s
home is his castle. But we cannot apply it blindly. It is one thing
to restrain interferences with what a man may do within his own
four walls; it is quite another to let him use our modern network
of communications media to plot the commission of crimes all over
the country, or even all over the world, from behind the same
protection.

H. R. 477 is limited to the detection of crimes which affect our na-
tional defense and security. That is the most important point of
all to reach. Recent revelations concerning Communists and fellow
iravelers of American citizenship in the United Nations have fur-
nished additional evidence of the imperative necessity that we pro-
tect our Nation from these enemies within, This danger is a con-
tinuing threat to our free institutions. Proper surveillance of ene-
mies like Klaus Fuchs and the Rosenbergs would have made us much
stronger in the face of threatened aggressions than we are at this
moment. :

We are faced each day with a sinister threat to the security of our
Nation from traitors, spies, and saboteurs. It is both foolhardy and
inexcusable to give them the protective privileges afforded by our
present laws. If we are to cope successfully with the menace they
present, we must untie the hands of those charged with the responsi-
bility of apprehending these vicious characters who infest our precious
land.

We have been spending billions of dollars in an effort to contain
communism in Europe, the Middle East, and the Far Fast. Today we
are still spilling the precious blood of our sons in actively fighting
Comraunist aggression in Asia. At such a time it seems negligent
and foolhardy in the extreme to delay placing this additional weapon
in the arsenal of our Federal investigating bodies right here at home.

The use of the telephone is vital to the work of potential and actual
saboteurs and enemy agents. At the present time there is 1o question
that wiretapping is being carried on by both private and Govern-
ment investigators—but they are compelled to go about it almost as
furtively as the criminals they ure watching. The passage of this
proposed measure would not mean that we condone its unlimited or 2
indiscriminate use. It would be limited to erimes involving the secu-
rity of our country.

Tnvasion of privacy is repugnant to all Americans. And it should
be. Nevertheless, the safety of our Nation and its people must be
paramount. o .

Some of the Federal agencies which are concerned with this prob-
lem are present here today, and will be called upon. to express their
views and make whatever suggestions they may wish to offer. Others
will be heard at a subsequent mecting. . R. 477 has been submitted
to all other interested agencies, and all will be given an opportunity
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WIRETAPPING FOR NATIONAL SECURITY i

to be heard. I am aware that we must proceed carefully, and not
lose sight of the ultimate rcqﬁirement that this must be a fair law,
and workable—the very best that we can produce.

At the same time, we must not neglect the urgency of the matter.
This situation must be righted quickly. Every day we lose is so much
‘additional comfort to our hidden enemies, who are working tire-
lessly among us.

I intend to do everything in my power to impress upon the Congress
the desirability of early action in this field. I have already talked
with a good many Members about this subject and it i3 my hope that
this committee can report favorably legislation dealing with it as
quickly as possible. We have delayed too long already in coming to

v grips with this problem. ]

Now, we have here today as a witness representing the Department
of Defense, Mr. Charles R. Wilson, of the Office of Naval Operations.
With him is Mr. Gilbert R. Levy, Directorate of Special Investigations,

* United States Air Force.

Mr. Wilson, we would be very glad to hear from you if you will

come forward, please.

STATEMENTS OF CHARLES R. WILSON, OFFICE OF CHIEF OF NAVAL
OPERATIONS, DEPARTMENT OF THE NAVY; AND GILBERT R.
LEVY, DIRECTORATE OF SPECIAL INVESTIGATIONS, UNITED
STATES AIR FORCE

Mr. WiLson. Mr. Chairman, I was informed that this would be a.
hearing with reference to S. 832. Actually, we have reviewed several
bills: S. 832, H. IR, 3552
Mr. Kearive. What is S, 832°% .
Mr. WiLson. Senate bill 832. T was told that this statement would
be a commentary on that particular piece of legislation.
Mr. Kearing. Told by whom? .
N Mr. Wicson. By our Office of the Judge Advocate General of the
avy.
Mr. Kearina. Who is the author of S. 8321
Mr. Forry. 1 believe that is Senator Wiley’s bill.
Mr. Wirson. I think it is Senator Langer, Mr. Chairman.
Mr. Forey. Senator Wiley and others.
» Mr. Kearing. I imagine that that is a duplicate of H. R. 477.
Mr. Wison. It isquite similar, yes, sir; but our statement is slanted
along the lines of supporting S. 832,
Mr. Keatine. Have you compared it with H. R. 477
~ Mr. Wirson. It has been compared. It compares quite similarly
' to H.R. 477. T havenot compared it identically but it is quite similar.
Mr. Kearing. I am reading from the Congressional Record of Feb-
ruary 6, 1953—and I know it followed a conversation which Senator
Wiley had with me back in the previous Congress. In this statément
at the time he introduced the bill :
Mr. Wirson. These are Scnator Wiley’s words?
Mr. KraTing. Yes, sir.
Therefore introducing a companion bill to H. R. 477 introduced by
Congressman Keating of New Y ork—and he goes on.
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So I think it is identical, or substantially identical, with H. R. 477.

Mr. Wissow. I believe that is right, Mr. Chairman. I just wanted
to make the point that our comment had been basically on S. 832.

Mr. Kearing. Thank you.

Mr. Wirson. Mr. Chairman, T am Mr. C. R. Wilson of the Office of
Naval Intelligence. The opportunity to testify on behalf of the
Department of Defense before this subcommittes is very much
appreciated.

Our position is that the enactment of legislation designed to author-
ize the interception of communications in certain cases will serve to
enhance the internal security of the United States. To this practice,

- there must and should be certain safeguards. Such Jegislation should
apply only to cases in which the United States will be a party in -
criminal action and should be authorized only when certain categories
or suspected categories of offenses are under investigation.

The need for legislation of this type as a protection for the mass of
Americans is_obvious. It seems contradictory that we would jeop- o
ardize the welfare of our citizens for the benefit of any individual or
group by refusing to provide for measures to counter such efforts.

S. 832 is a constructive step in 1he bolstering of our laws relating to
internal security. The Department of Defense recommends several
changes in S. 832 as presently written. Very briefly, these changes are:

Amend the bill to vest in the Attorney General authority to author-
ize the rules and regulations governing the acquisition or interception
of communications where such pertain to investigations within the
investigative jurisdiction of the Department of Justice.

Amend the bill to authorize the Secretary of eacl of the military
departments similar authority for investigations within the jurisdic-
tion of his department.

Araend the bill to extend its coverage to cases involving the safety
of human life.

Araend the bill by strengthening the authority for the actual inter-
ception of communiecations withcut regard for the provisions of see-
tion 605 of the Communications Act of 1934. This appears in line
with the intent of S. 832,

This is a statement of general support in behalf of S. 832, subject
to the amendments enumerated above. Operationsl matters under
such legislation will, T am sure, be discussed as required by qualified
representatives of the affected agencies. I request very respectfully
that such discussion be held in executive session. v

This statement has been coordinated within the Department of De-
fense; lack of time has precluded coordination with the Budget
Bureau. .

Notice has been taken of the provisions of I1. R. 3552, H. R. 408, and A
H. R. 477 which are similar in soine respects to 8. 832. The comments
included herein regarding S. 832 are applicable to those bills as ap-
propriate to each. o

I am grateful for the committee’s thoughtfulness in permitting
testimony in behalf of S. 832.

M. Keativg. Let me ask you, Mr. Wilson, regarding the proposals
for amendment to invest in the Attorney General authority to issue
rulesand regulations governing those investigations in the jurisdiction
of the Department of Justice and similar authority to the Secretary of
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the military departments. You did not mean that they should be
given any authority which might be in derogation of or to overrule
the court authorization for the mterception, did you?

Mr. WiLsox. Mr. Chairman, our thought was that it would be
preferable to have the authority governing this centralized in the -
Attorney General with authority for the Defense Department agencies
to operate within their own services in those type cases.

Mr. Kratine. And not have the application made to the court?

Mr. WiLson. Not have the application made before a Federal judge.
The reasoning on that——

Mr. Kearina. I think perhaps the Attorney General may also favor
that, but I have serious doubt——

Mr. Winson. The reason for that was one of security in having to
disclose certain facts relating to a case of that nature before it might
become expedient to do so. That was the thought.

Mr. Kearine. They can always seal the papers in a court proceed-
ing where this question arises, and one of the protections afforded by
H. R. 477, and I believe the others, is to have the court pass on the
question because there might be efforts being made to intercept com-
munications which are improper and where a court should have that
authority to stop one of the agencies of the Government which was
acting improperly. :

1 see your point that you feel the Attorney General or the Secretary
of one of the services should have the discretion in the matter rather
than to have final discretion rest with the court.

Mr. WiLson. That was our point.

We had also made a suggestion there that this authority be vested
with the Secretaries of the respective services rather than with the
Director of Naval Intelligence or the Directorate of Special Investi-
gations of the Air Force, feeling, perhaps, that to vest it in a lower
echelon would tend to create a statutory office and that it would be
better within the Department for it to stem from the highest authority
within the Department.

Mr. Kgaring. ‘On your proposed amendment to extend the bill to
other than cases involving national security, I would think that might
give us some pause because it is something of a departure and it might
be the feeling of many that it should be limited to national security.

Mr. Wison. I think that was put in, Mr. Chairman, in line with
the provisions of a clause in 408 which contains that particular
. phraseology.

Mr. Keatina. In the present Communications Act?

Mr. Wiso~. In line with 408, I think the intent of that is prob-
ably slanted toward kidnaping cases or things of that nature where

“ human life would be endangered by not being able to take full ad-

vantage of means to effect the recoveries which might be necessary.

Mr. Kearine. We probably will find it necessary to have an execu-
tive session; at least, the committee will take under consideration
your request for that because we appreciate the fact that it may be
necessary to discuss some of these matters in such a session.

Mr, Wirson. We will be very happy to assist.

Mr. Kratine. Mr. Crumpacker, did you have any questions?

Mr. Crumracker. This amendment which you have referred to
which would extend it to cases involving human life, do you have any
other eases than kidnaping in mind? :
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Mr. Witson. I have nothing in mind. Actually, that would be
more within the supporting purview of the Department of Justice.
We put it in there as being desirable from our standpoint because it
had appeared in one of the bills which were under scrutiny. It is
quite possible that extortion or blackmail could be included with kid-
naping as the type of investigation which could conceivably involve
human jeopardy.

Mr. Crumeacker. Do you have in mind any particular cases that
would be peculiar to the Department of Defense in that respect ?

Mr. Wison. Noj; I do not.

Mr. Tavror. This one suggestion, to give the Attorney General
authority to authorize rules and regulations-—what would you think
of a possible compromise on that? No greater invasion of privacy
takes place than to go into a man’s house and search it and examing
his papers, his bed clothing, if necessary, and a warrant could be pro-
cured to do such a thing by appearing before a commissioner. Would
you suggest that perhaps commissioners be authorized to issue war-
rants or authorizations to wiretap under circumstances where probable
cause existed to believe that a crime was being committed ?

Mr. Wison. I would respectfully ask that I be not requested to
comment specifically on that because I have not given it any consid-
eration. Asyou say, it is a point which might bear some examination.

Mr. Krating. Mr. Foley, do you have any questions to ask?

Mr. Foury. Yes, sir.

Could you possibly elucidate a little bit more on your proposed
amendment No. 4 there, the strengthening of authority for actual in-
terception of communication with regard to 605?

Mr. WiLson. Yes. The legislation as written seems to contain the
implication that you would be authorized to intercept but it does not
contain the express authority to intercept. Now, the purpose of that
was simply to amend that wording slightly to allow the s gencies con-
cerned under the conditions which are prescribed, to actually intercept
the communications. It is 2 very minor operational detail, I realize,
but we felt that it would perhaps be well to commient on it.

I think you will find—it appears on about line 8 to 14 in S. 832, and
the change in the wording would be relatively minor, Mr. Foley.

Mr. Forry. Let me call your attention to this: Take H. R. 477, on
page 3, subsection (b). If you will notice there the application is
made to a Federal judge.

Mr. WiLson. Yes, sir. ‘ -

Mr. Forry. On line 7, I read: ’
a judge of any United States court shall issue a permit, signed by the judge
with his title of office, authorizing the applicant to aequire or Intercept such
cominunications, if rthe judge is satisfied that there is reasonable cause to believe o
that the communications may contain information which would assist in the
conduct; of such investigations.

Mr. Wirson. Yes, sir.

Mr. Forey. That is the actual authority to intercept under 477.
That is very definite and clear.

Mr. Wirson. All right. :

Mr. Forey. Just one more question, Mr. Keating, : o

. In your testimony you have properly pointed out the possible rami-

ficgtions arising from an appearance before a Federal judge to obtain
a court order to intercept. I would like to point out to you along the
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lines of the chairman what has been a practice in New York in which
1 have been involved, namely this, that we draw our affidavits of rea-
sonable cause. They are drawn in the district attorney’s office. They
are taken by the assistant who draws them to a judge of the Supreme
Court, or a county judge, and in most instances you will find that a
single judge is the one that is always approached. It is an ex parte
proceeding. You submit it to him in his chambers. There is nobody
else present but the judge and the maker of the aflidavit. He reads
it. If he is satisfied that those are the grounds, he signs the order right
there. He takes the affidavit and the order, seals it in an envelope,
writes his name across the back, and places it in his own safe in his
office. The other copy is retained, of course, by the party making out
the afidavit. That is the procedure in New York.
v 1 just point that out as a possibility from a practical standpoint.

Mr. Winson. I am very grateful for that information. [ am sure
we would have to arrive at some such way to safeguard the existence
of a pending investigation. , o '

. Mr. Keatine. I agree entirely with that; it must be carefully han-
dled. But I happen to believe at the moment that there would be a
greater public acceptance of the bill and what it is seeking to accom-
plish if the additional safeguard of having the matter passed on by
a Federal judge were in the bill.

However, we will be glad to hear any witnesses on that subject.

Mr. WiLson. Yes, sir.

Are there any other questions?

Mr. Wiriis. So we can get the benefits of what you have in mind,
have you tried to work out some language at the appropriate points
in the bill that would be appropriate to carry out the four proposed
amendments you suggest?

Mr. Wimson. I think that the Defense Department has some lan-
guage proposed; yes, sir. I have not done any composing on that
myself, but I believe the Department would take a stand on that.

Mr. Wriuis. What you ask us to do is, you suggest that we
1 Mr. Wirson. We will be glad to submit anything the committee

esires.

Mr. Wiutts. To carry out what you generally have in mind so we
can pinpoint it down. = If you could submit some language at a line
or point in the bill, what language would carry out what you have
in mind.

Mr. Witsox. If the committee desires, we will be glad to study the

v proposition.

Mr. Keatine. Are there any other questions?

If not, thank you very much, Mr. Wilson.

Mr. Levy, would you also like to be heard ?

Mr. Levy. Mr. Chairman, I concur with what Mr. Wilsen has said.
There is just one minor point that we may take into consideration.
On line 6 of H. R. 477, there is a reference to the Director of Intelli-
gence, United States Air Force, because of a change within the Depart-
ment of the Air Force, the investigative arm of the Air Force is now
the Directorate of Special Investigations, United States Air Force.

Mr. Kearing. The Directorate?

Mr. Levy. Yes, sir.

Mr, Keatine. Would you make a note of that?

Mr. Levy. That is all I have, Mr. Chairman,
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Mr. Kearine, Thank you, Mr. Levy,

Now, Mr. Foley, what day do you think the other witnesses would
be prepared to appear before this committee? We have got to get
these hearings out of the way as early as possible.

Mr. Forry. As I have already mentioned to you, Mr. Keating, the
Department of Justice has requested a minimum of 10 clays to 2 weeks
when they will have a report and be prepared to testify.,

The Federal Communications Corimission has requested a minimum
of 2 weeks,

Mr. Keatine. Is there anyone here today from the Federal Com-
munications Commission ¢

Mr. Foury. No, sir.

Mr. Krarina. Is 2 weeks from today all right with the other mem-
bers ¢

(Discussion off the record.)

Mr, Kearrna. Then the committee will stand adjourned until
Wednesday, May 20, at 10 a. m., when we will complete our hearings
on this matter.

I hope the counsel for the committee will notify all of the Govern-
ment agencies concerned and also any other organizations or groups
who may have expressed interest in this legislation either for it or
against it. ' We want to give full opportunity to everyone who wishes
to be heird on the 20th.

The committee will stand adjourned.

(Whereupon, at 10: 45 a. m., the meeting was adjourned.)
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WEDNESDAY, MAY 20, 1953

House or REPRESENTATIVES,
Suncommirrir No. 3 oF THE
CoMMITTEE ON THE J UDICIARY,
’ Washington, D. C.

The subcommittee met, pursuant to call, at 10:10 a. m., in room

346, Old House Office Building, Hon. Kenneth B. Keating, chairman
. of the subcommittee, presiding. i

Present: Representatives Kenneth B. Xeating ]gchalrman of sub-
committee), Shepard J. Crumpacker, Jr., Edwin 1. Willis, and Sid-
ney A. Fine.

Also present : William R. Foley, counsel.

Mr. Keating (presiding). The committee will come to order.

At this point we will have inserted in the record H. R. 403, H. R.
477, IL R. 3552, and H. R. 5149. A

(The bills referred to are printed at beginning of this document.)

We are happy to have this morning with us the chairman of the
Judiciary Committee who has, on May 12, and since these hearings
started, introduced H. R. 5149.

Mr. Reed, we will be happy to hear you first.

STATEMENT OF HON. CHAUNCEY W. REED, A REPRESENTATIVE
IN CONGRESS FROM THE 14TH DISTRICT OF ILLINOIS

Mr. Reep. Mr. Chairman, as you have stated, H. R. 5149,
which I introduced, is, I believe, the fourth bill that is now before
this subcommittee on consideration on this subject matter.

On May 7, or shortly thereafter, I received an executive com-
munication which, in its regular order of business, was sent from the
Office of the Attorney (feneral to the Speaker of the House of Repre-

) sentatives and by him transmitted to our committee. This executive
communication reads as follows:

DeAr Mr. SpEAKER: It is recommended that legislation be enacted to authorize

the use in criminal procecdings in Federal courts of information obtained by

[ intercepting of communications in the course of investigations relating to the
protection of the national security or defense. Such legislation is vital for the
adequate safeguarding of-our country and its way of life.

It is quite unrealistic and thoroughly unreasonable that, though evidence is
obtained showing clear violations of the laws against subversions, the hands of
the prosecuting officers are.tied and their efforts to maintain the security of
the Nation are thwarted.

As the law now stands, the Government of the United States is under a serious
handicap in protecting itself against spies, saboteurs, and others who are
intent on interfering with or endangering national security..

13
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I believe that legislation should be enacted which would, under proper safe-
guards, permit the use in evidence in Federal courts of information obtained by
wiretapping.

The attached proposal which I commend to your consideration is limited in
several respects:

In the first place, its application would be restricted to investigations relating
to the national security or defense.

Secondly, wiretap evidence would be admissible only when obtained by the
Federal Bureau of Investigation.

Thirdly, wiretapping within the contemplation of the bill would require the
oxpress approval of the Attorney General.

Finally, wiretap evidence would be admissible only in criminal procecdings
in Kederal courts.

jonvineed of the need for such legislation and satisfied that the attached bill
aontaing the necessary safeguards and limitations to warrant its favorable
vonsideration, I invite your cooperation in bringing it before the Congress.

The Bureau of the Budget has advised there is no objection to the submission -
nf this recommendation. ’

Bincerely,
HERBERT BEOWNELL, Jr.
Aitorney General.

As a result of this executive communication, I introduced 5149,
which is one of the four bills now before the subcommittee for con-
sideration, and Mr. Rogers of the Attorney General’s office is here
toclay to express the views of the Attorney General in particular with
regards to this legislation.

Mr, Xrarive. I imagine, Mr. Keed, you would prefer to have the
committee question Mr. Rogers regarding details.

Mr. Reep. I think so.

Mr. Kearmneg. I think before hearing Mr. Rogers we should hear
our colleague, Mr. Celler, of New York, who is the author of H. R.
108, and we are happy to have him here to express his views with
regard to his bill or this general subject.

STATEMENT OF HON. EMANUEL CELLER, A REPRESENTATIVE IN
CONGRESS FROM THE 11TH DISTRICT OF NEW YORK

Mr. CeLLer. Mr. Chairiman, members of the committee, as you indi-
cated, I have offered H. R. 408 to permit use of evidence and informa-
tion obtained from that evidence by way of wiretapping.

I want to say, Mr. Chairman, I offered a bill of this charactér 13
years ago, way back in 1940, and have offered bills permitting wire-
tapping ever since; and, incidentally, I was one of the first to offer
that type of bill. I did it when it wasn’t very popular to offer or
have considered such a bill. It was at the time just before World War
II when the Nazis and IFascists were afoot and endeavoring to obtain
various secrets of our Government.

I have worked diligently all through those years to pass a bill of
this character, and have had many brickbats thrown at me because I
was attacking or endeavoring to corrade our civil liberties by the intro-
duction and the attempt to have passed such a bill; but a climate has
been developed which is entirely changed since then, and I think a fair
opportunity now is presented to have passed a bill of this character.

Now, if you don’t mind, I would like to go over some of the provi-
sions of my bill and then point out differences between my bill and one
or two of the others that have been offered. '

Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0



Approved For Release 2000/09/11., QIARRP §2:00224A0001005 30001-0

In a word, the bill provides: .

That the Director of the Federal Bureau of Investigation of the Department
of Justice, the Director of the Military Intelligence Division of the Department
of the Army, the Director of Office of Special Investigations, Inspector General,
United States Air Force, and the Chief of the Office of Naval Intelligence of the
Navy Department, under rules and regulations as prescribed by the Attorney
General, are authorized in the conduct of investigations involving the safety of
human life or to ascertain, prevent, or frustrate any interference or any attempts
or plans for interference with the national security and defense by treason, sabo-

tage, espionage, sedition, seditious conspiracy, violations of neutrality laws, vio-
lations of the act requiring the registration of agents of foreign principals (act
of June 8, 1938, as amended), violations of the act requiring the registration
of organizations carrying on certain activities within the United States (act of
October 17, 1940)—

that is the Smith Act—

violations of the Atomic Fnergy Act of 1946, or in any other manner, to require
that telegrams, cablegrams, radiograms, or other wire or radio communications
and copies or records thereof be disclosed and delivered to any authorized agent
of any one of said investigative agencies, or, upon the express approval of the
Attorney General, to authorize their respective agents to obtain information by
means of intercepting, listening in om, or recording telephone, telegraph, cable,
radio, or any other similar messages or communications, without regard to the
limitations contained in section 605 of the Communications Act of 1934.

You may remember that section 605 proscribed and prevented the
use of information obtained by so-called wiretaps.

Now, it would be naive to suppose there is no wiretapping now.
T am almost of the belief that it is o most widespread practice, and
it is probably most widespread right here in the District of Colurabia.
It is a practice indulged in by Government officials. It is a practice
indulged in by private individuals, and private individuals do it all
over the country.

Sometimes one is very fearful whether one should ever use the tele-
phone when he wishes to impart something of importance or gravity.
I am sure that feeling has come to every Member of Congress, every
Member of the Senate, right here in the District of Columbia, and
I think the time has come when we must have this two-edged sword :

One, to help the Government agencies having jurisdictions over
these matters to ferret out the crimes of espionage and treason and
sabotage, and so forth, and thereby try to prevent the carrying out
of nefarious purposes along those lines; and

Secondly, as this bill would provide and other bills would provide,
to make it a criminal offense to indulge in unauthorized tapping or-
¥ intercepting of wire communications,. .

So efforts should be made at all times to acquaint the public with
the fact that this is also a protection for the public itself against
unwarranted interference with private communications. That 1s not

- expressed enough, and I hope the press here this morning will stress
that phase of it because I have received communications upon the
introcluction of the bill claiming that T am trying to hurt and harm
our civil liberties by allowing these interferences by way of taps, and
they never say a word about the protection a bill ‘of this sort would
afford the public—and it. is in that sense a safeguarding of our civil
liberties.

Now, section 2 of my particular bill says:

Information acquired or obtained pursuant to section 1 of this act shall be
admigsible in evidence, but only when offered in:criminal proceedings in United
States courts arising out of any of the foregoing investigations.
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Now, I think the Association of the Bar of the City of New York
has eriticized that limitation, wherein I say that the evidence can be
used only in criminal proceedings, and they ask the query: “Why

shouldn’t it be

the buasis for tb

used 1n c1vil proceedings ?”

Now, 1, personally, at this juncture don’t know why. T don’t know

reir statement that the evidence obtained should be used

in civil proceedings.

The crimes

that we are endeavoring to frustrate, which are men-

tioned in section 1, are on the criminal side, They are not on the

civil side.

So, T think

think 1t is best,

in the interests of endeavoring to limit: this power, I
to limit the use of wiretaps with reference to evidence

in eriminal proceedings and not bring in civil proceed:ngs. -

Now, I may

be wrong on that. At this moment I con’t conjure up

any reasons why we should include civil proceedings. Perhaps the
chair or members may think otherwise, in which event it would be
perfectly proper to add the words “civil proceedings,” but at this .
time I can’t conceive why we should expand it to civil proceedings.

Now, the balance of section 2 I suggest be stricken, and T make
that statement because of a communication our distinguished chair-
man has received from the Deputy Attorney General under date of

February 10, a

nd he states as follows:

OEaR Mg, CHAIRMAN. Your attention is invited to an error in H. R, 408—
That is the bill T am discussing—

a bill to regulate

security and the
the Judiciary.

the interception of comimunications in the interest of national
safety of human life—now pending before the Committee on

The second paragraph of section 2 of the bill reads as follows—and this is
the language I suggest be excised :

“The existence or contents of such application or order shall not be disclosed
except in connection with a eriminal prosecution in which information obtained
by intercepting commmunications pursuant to such order is sought to be introduced

in evidence.”

Hince the bill
order, it is clear
be deleted.

containg no reference to or provisions for any application or
that the quoted language was erroneously included and should

I agree with that.

Section 3 of

my bill states:

Notwithstanding the limitations contained in section 605 of the Communi-
cations Act of 1934 and without regard to any other provisicns of this act,
information heretofore obtained, upon the express-approvil of the Attorney w
General, by means of intercepting, listening in on, or recording telephone, tele-
graph, cable, radio, or any other similar messages or communications, shall be.
admissible in evidence in United States courts in any criminal prosecution
arising out of investigations of any of the violations enurzerated in section 1

of this act.

Section 44—

Mr. Wias,
anyway?

Mr. CrLiER.

Mr. WirLis.

Is that an admiission that this sort of thing has gone on,

I beg your pardon.
Is that an admission now on your part that this thing

has gone on, anyway?

Mr. CrriER.

I think it is a fair inference. T think, as I said before,

we would be naive if we wonld say there is no such th ing as wire-
tapping. I know in my own city of New York it is widespread, and I
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am sure the distinguished chairman, who comes from my State, knows
that it is widespread in New York State; and we have had many dis-
closures of such activities, However, this is not an investigation of
wiretapping.

Section 4:
No person shall fail to comply forthwith with the request of any duly author-
ized person, pursuant to sectlon 1 of this act, for the disclosure and surrender

of any telegram, cablegram, radiogram, or other wire or radio communication,
or copies or records thereof, in his possession or under his control.

That is obvious. The Western Union or the commercial cable
corporation might have records and they should be disclosed when
there is an authorized, authorized under this act, wiretap.

Section §:

No person shall divulge, publish, or use the existence, contents, substance, pur-

port, or meaning of any information obtained pursuant to the provisions of this
act otherwise than for the purposes herelnbefore enumerated.

hd Section 6:

No person, other than those authorized pursuant to this act shall intercept,
listen in on, or record telephone, telegraph, cable, radio, or any other- similar
message or communieation, unless transmitted for the use of the general public
or authorized by one of the parties to such message or communication, or his
employment as a part of the message or communication system requires such
action,

Section 7:

Any person who willfully and knowingly violates any provision of this act
shall be fined not more thaun $10,000 or imprisened not more than 2 years, or
both.

That is obvious.

Section 8:

If any provision of this act * * *,

That is a separate bill at this point.
Section 9:
Tor purposes of this act the term “person’” shall include any individual, part-

nership, association, business trust, corporation, or any organized group of per-
sons, whether incorporated or not.

Section 10:

The Attorney General is hereby authorized to prescribe such rules and regula-
tions as he may deem necessary to carry out the provisions of this act.

i Now, there are some who want to spell out in the bill—I think some
may want to testify along those lines, and they did in previous hear-
ings—that the record should be kept secret; that the recordings of
communications, whether it is on wire or wax, shall be kept in a central
place, and that irrelevant material should be excised or the recordings
at some stated time, under certain circumstances, might well be de-
stroyed; that there might be some limitation on the duration of the
authority to tap wires, and many other such provisions. .

Now, I don’t think they should be set forth in a bill. T think those
provisions should remain fluid, depending upon changing conditions;
and T think we should have faith and confidence in the Department
of Justice and its head, and wherein T said he shall have the power
to make and promulgate regulations, and he can, therefore, envisage
the need to regulate those items and many more that I have set forth.
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So, when I say that the Attorney General is authorized to prescribe
rules and regulations, I think this should be sufficient.

Now, I should like to go back just a minute and read from some of
the testimony that was given way back in 1940 on this same bill.

It s interesting to note that every Attorney General from Attorney
General Mitchell on to the present Attorney General has approved
wiretapping under the safeguards similar to the ones I have
anrounced.

For example, here is a part of the communication from Attorney
(teneral Jackson, which was addressed to me way back in 1940—May
81, 1940. I will not read the entire letter, just the pertinent para-
graphs:

In a Hmited class or case, such as kidnaping, extortion, racketeering, where

the telephone is the usual means of conveying threats or info rmation, it is the
opinion of the present Attorney General—

that was Jackson—

as it was of Attorney General Mitchell, that wiretapping should be authorized
under some appropriate safeguard. Under the existing state of the law and
decisions, this cannot be done unless Congress sees fit to modify the existing
statutes.

The philosophy underlying the foregoing remarks, which were di-
rected to the activities of the underworld, would seem applicable with
even greater force to the activities of persons engaged in espionage,
sabotage, and other activities interfering with the national defense.

Way back in those days I called attention to the fact that T had
gone on radio, setting forth the provisions of the bill I had offered,
and I said, as a result of the one broadcast, I had received in 1 day
almost 3,000 letters approving the provisions of the bill, and only 20
letters indicated opposition, and that there had been something like
5.000 more communications, roughly, received by the radio stations
approving the bill.

Now, that was rather startling to me at that time, and that seemed
to me an overwhelming sense of approval of the bill.

Then the question arose, even back there in those days, whether or
not the authority to allow the wiretaps should be lodged with the
Attorney General or with a judge of the United States district court—
and I will read a bit of my testimory:

I cannot see how it could be carried on-—

carried on if the justice of the district court was to authorize the "
wiretap-—

because scerecy is ahsolutely the essence. Someone has said three men can
keep a secret if two men die. If they are compelled to go into the court, you
have the clerk, the person seeking the order, the stenograpter, some ofiicer,
and the judge bearing evidence in support of the petition upon which the order
is to be granted. That would utterly destroy the necessary secrecy that must
surround applications of this sort.

I am still of the opinion, since secrecy, uttermost, secrecy, is essential
for the success of any kind of an intarception of wire communications,
that by making an application to the court, ex parte, which would
probably have to be in writing, where the contents could be observed
by more than the judge, where records must be kept, you destroy that
possibility of secrecy and to that degree you make the wiretap useless.

I believe that is the opinion of the Attorney General, and has been
the opinion of the Attorneys General from Mitchell on.
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Beyond that, you have to have some degree of uniformity here. If
you are going to allow a district judge to give permission to wiretap,
you are going to have every judge devising his own plan, a method
whereby this shall be done, and you would, therefore, have a failure
of uniformity and grave difficulties emitting from that lack of
uniformity.

What precautions would the judge use?

Every judge would have his own method of proportions. You
would have considerable confusion.

Beyond that, you take in o case of the State of Montana, which is
600 miles in length—I think that is the area. I would have to
correct the record if it isn’t 600—1I think there is 1 Federal judge in

. the State of Montana. Well, he may be on vacation. It may be neces-
sary to get action quickly. He may be 300, 400, 500 miles away. How
are you going to get him¢

That situation might well also develop in Texas. When you con-
sider the vast expanse of Texas, a district judge may be hundreds of
miles away.

Speed is essential in these matters. If you have to go to n Federal
judge who may be sick or disabled, who may be on vacation, who may
be fishing, then you leave the officials who want to get the authority
stranded ; and I believe, therefore, it would be far better to have this
authority centralized in the Attorney (Yeneral, when members of the
Judiciary Committee counld watch this situation.

I have every confidence in the present Attorney General, and I
happen to know him personally, and I would implicitly give this
authority to the Attorney General without the slightest equivocation,
without the slightest hesitation.

If at some future time we feel the Attorney General isn’t of that
high stamp, we can withdraw the privilege; we can watch it; we can
investigate; we can do all sorts of things to protect the citizens’® rights.

But, after a great deal of thought on this matter, I think it would
be better to have the matter lodged, the power lodged, in the Attorney
General.

There may be some abuses. You always have to envisage abuses.
You can’t help it. 'That is the price we have to pay for betterments,
although T can’t conceive how the Attorney General would he gnilty
of any abuses, except that he might in turn delegate the power to
someone. I have confidence in him that he would only delegate it to
someone who in turn was responsible,

Lastly, we have a provision in our New York Code of Criminal
Procedure permitting ex parte order interception of telephone or
- wire or radio communications. In New York we provide that it can

only be done upon an ex parte order of a judge.

This is no reflection on any of the judges in New York.

But T fear there are some abuses which defeat the very purposes
of a court order. ‘

Now, I happen to know that there is no secrecy on occasions in the-
granting of these ex parte orders in New York, and I think we ought
to take a leaf from that New York book and be mighty careful.

For that reason, T am of the opinion that only the Attorney General
should have the right and there shonld be no need to go to a United
States district court for this order.
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I have also, which I will put in the record, a communication from
then Attorney General J. Howard McGrath, under date of February
2, 1951, also asking for this authority and approving the bill which I
had offered during his administration.

Mr. Kearivg. That will be received.

(The letter referred to is as follows:)

OFFICE OF THE ATTORN:Y GENERAL,
Washington, D. C., February 2, 1951.
Hon. EMANUEL CELIER,
Chairman, Committee on the Judiciary,
House of Representatives, Washington, D, C.

My Dear Mi, CHAIRMAN @ In my letter of January 17, 1951, I enclosed for the
consideration of the Congress a proposed bill to regulate the interception of
communications in the interest of national security and the safety of human life. hd
As you know, the measure was introduced on January 23, 1951, as H. R. 1947.

The early enactment of this bill, in my opinion, is highly desirable. The De-
parvtment of Justice has heen seriously Lampered in fulfilling its statutory duty
of prosecuting those who violate the Federal Jaws relating to the national defense ‘
and security because of the failure of Congress to enact legislation of this type.
It wounld seem that in view of the present national emergency even more serious
harm fo the Government may result in the absence of appropriate remedial
legislation.

The Department. has in the past been adversely affected in its ability to prose-
cute tour tnajor types of national-security cases by reason of the fact that evidence
ohtained by wiretapping is inadmissible in the Kederal courts. Tirst, there are
cases where all the evidence was obtained by wiretapping ard, second, there
are others where some admissible evidence exists but the vital evidence, without
which the admissible information is insufficient, was obtained by wiretapping.
Under present law the Government is completely forestalled from prosecuting,
even thongh guilt may be clear, in these two categories of cases. Third, there
are cases where telephone taps provided no evidence but did provide leads or
clues from which evidence was obtalned itnd, fourth, thére are vases where the
wiretapping activities not only produced 1o evidence whatever but did not even
produce any leads. Present law: does not prevent. prosecution in: these. types
of cases, but nevertheless prosecution may well be blocked because the fact that
wiretapping was practiced vequires a pretrial inquiry inte the nature of the
information acquired thereby to show that independent evidenve was used or
that nothing material was obtained by the taps. Iowever, even though this
conld be established, the Government for security reasons might not be willing
to identify the felephones which were tapped or to disclose the information so
obtained in order to establish that it was not germane to the case.

While the number of telephone surveillances in use at any given time is rela-
tively small and each one is instituted only at the express direction of the Attor-
ney General, there have been a number of cases in past years which could not
be prosecuted under existing law. It is impossible, ag you will appreciate, to
identify any of them by name. However, an illustration of the manner in which
law enforcement by the Department i unwarrantedly obstructed in cases where ¥
wires were tapped may be found in the recent prosecution of Jucith Coplon for
espionage. It was first necessary to hold an extensive prellminary hearing at
which every investigative report and other document relating to the case in
the possession of the Iederal Bureau of [nvestigation were submitted to the .
trial judge. Then, although that jurist was completely satisfied that no evidence, -
leads, or clues were obtained by wiretapping and that some of the material—
obviously having no bearing on the case because of such finding—shonld not be
disclosed to the defense for security reasons, and altbough the conrt of appeals
expressly stated that Miss Coplon’s guilt was plain, the latter court held it
reversible orror not to have made full disclosure of all such muterial to the
defendant.

In addition to the vital need for the bill in future security investigations, I
may say that sectiorn 3 would go far to remedy the defect in existing law in the
cases involved in categories 1 and 2. Information in the Department’s possession,
which cannot be used at present, would become available for use i proper cases
where the statute of limitations has not yet run. As to the cases in categorieg
3 and 4, the section would also be of material assistance because, if wiretapping
evidence is admissible, there would be no need to have a hearing to establish
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whether or not there is evidence independent of leads or clues obtained by that
procedure. ) ]

The burden which the failure to enact remedial legislation has imyposed upon
this Department is clearly apparent, I believe, from the foregoing. I edrnestly
hope that H. R. 1947 may be enacted as expeditiously as possible.

Sincerely,
J. Howarp McGRrATH,
Attorney General.

Mr. Cerier. I think that is all, Mr. Chairman.

Mr. Knarrve. Thank you very much, Congressman Celler.  You
have been very helpful to the committee.

T don’t want to have anything that I may say or any questions I
may ask of you construed as indicating that the chairman has a closed
mind on this subject at all, because we are trying to devise and report

« out a bill which will work best and will accomplish what we are
trying to do.

T am inclined to agree with your statement that the bill should have
a twofold purpose:

- (1) To attempt to meet the problem arising from violations of
statutes affecting our national security; and

(2) To make it clear that we frown upon illegal wiretapping and
to provide stiff penalties for such illegal wiretapping.

fn that respect, I, at the moment, am entirely in accord with the
provisions of your bill. In fact, as I read them, they are, excepting
two particulars, substantially the same, perhaps with a change in
phraseology, with the bill which I introduced; IL. R. 477, and those
two respects are, as 1 see it:

(1) That yours provides for use of this evidence and the authoriza-
tion of intercepting communications in the case of violation of statutes
involving the safety of human life, whereas my bill is restricted to
offenses involving national security and defense.

Mr. Cerier. Does your bill include kidnaping ?

Mr. Kzating. No; it does not.

Mr. Cerier. That is the reason why I use that phrase.

Mr. Kearing. I wanted to discuss that with you for a moment.

If we should decide to go beyond espionage, treason, and other
offenses involving the national security, I wonder if that language
isn’t rather broad—the language involving the safety of human life.
I suppose that might invelve armed robbery, or assault, or~——

Mr. Cerier. It might.

Mr., KeaTine. I am not

« Mr. Cerier. Yes,

Mr. Kearine. Asking. T am thinking out loud.

Mr. Crrrer. Well, I used

Mr. Keatine, You had kidnaping in mind ?

Mr. Cerrer. I used that language because it was in the bills that
had been recommended by Mitchell and Jackson and Biddle and the
other Attorneys General in the old days, and T just kept it in there
because of kidnaping. '

You see, the FBI has great difficulty in running down these kid-
napers.

Of course, kidnaping is not necessarily related to nationnl defense.
It would be an expansion of it. I would have no objection if yon
would strike that out and leave it out. I am not jealous of that at
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all; but if we are going to cover it, we might also cover that very foul
crime of kidnapping.

I can conceive of no more herinous crime than kidnaping. Tt is
horrible.

Mr. Kearing, Of course, I share your views. I don’t know that it
Is much more heinous, however, than selling narcoties to minors.

There are crimes that particularly affect our consciences.

It was my thought in drawing H. R. 477 that we should confine
it to those offenses which involve the national security, but that is
something the committee will have to discuss.

Mr. Crrrer. There is merit in that contention.

Mr. Krarine. The other and more fundamental difference is the
one you have mentioned. My bill does provide for application to the
court, for an order, and the bill which has been sent up by the Attorney *
General, as well as your bill, provides that the Attorney General alone
would have the authority to authorize this action.

Mr. Cerrer., Off the record.

(.Discussion off the record.)

Mr. Krarine. That is a troublesome problem.

It has been ry feeling that it would give a greater measure of pro-
tection if that application to the court had to be made.

We are legislating here in a delicate field, as you recognize, and——-

Mr. Crrrer. How many district judges are thero? About 2252

Mr. Yorey. About that. Probably 315 in all.

Mr. Keatine. Yes. -

Mr. Cerrer. I think there are 225 judges, and with the circuit
judges-—your bill, I think, says a judge of any United States court.

Mr. Kearine. Yes.

Mr. Cerrer. That would mean probably another 75.

Now, my ojection to that would be, as I indicated before, you would
probably have about a hundred or so methods of doing this.

Mr. Keativa. Well, now, the informal inquiry I made about how
it works in New York differs considerably from what you have told
us. I had understood in New York these applications were largely
made to particular judges, and I was told that when the application
was made it was taken in by the district attorney, or someone in au-
thority ; it isin writing ; the order explained to the court it was based
-on a short aflicavit, and that then the judge signed it and locked it
right up in his safe,

Mr. Cerrer. That is what he should do.

Mr. Kuating, That, of course, is what should be done; and T would
think the objection which you have raised regarding application of the
New York statute arose rather from what would be pretty close to
abuses on the part of the State courts rather than to the law itself.

Section 813 (a) of the New York Code of Criminal Procedure is
very explicit in providing that such an order for the interception of
communications may be issued by justices of the Supreme Court-—o

Mr. Cerner. Judge of the county court.

Mr. Keating. Or the court of genreral sessions.

Mr. Cerrer. And then go on. Go on further and see what it-says.

Mr. Kratina (reading) :

-on the proof of an afidavit showing there 13 reasonable ground. * * *

Mr. CeLrEr. May T interrupt ?
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Mr. Krarineg. Yes.

Mr. Cerrer. “Upon oath or aflirmation of”—whom?

‘g district attorney, or the attorney general, or of an officer above the rank of
sergeant of any police department of the State, or any political subdbrision
thereof.

You see the many persons who can make the application.

Mr. Krating. Well, that is true, and perhaps we should cover that
in the wording of our bill, if we should decide to provide for the
.application. ) ) .

I don’t say this wording is necessarily right, but certainly courts
‘should not, as you say, sign these orders m blank or in advance. It
may be a convenience to someone who is in the district attorney’s oflice,
but it certainly is not weighing the validity of the application to
handle it that way ; and I think we would have to assume if we s}xon_ld
provide for a presentation to the court that the judges of the district
courts would do their duty, and T have felt that it was a rather wide
.authority to vest in the Attorney General.

T am very happy to have your views, but I would want to have strong
evidence to disabuse my mind of the thought that we should give such
wide authority to the Attorney General—not the present Attorney
-General, in whom I have the highest confidence, but in legislating, as
-everyone knows, we must try to meet a general situation, It does seem
to me a wide authority to give him without any curb or check on that
whatever.

Mr. Crrner. Even at the present time he can willy-nilly tap wires.

Mr. Kraring. Well—

Mr. Cerrer, The FBI, T mean.

Off the record.

(Discussion off the record.)

Mr. Kearine. We can’t know that.

Mr. Crurer. We can’t.

Mr. Kuatrne. We can’t take judicial or congressional notice of the
fact that this thing goes on.

Mr. Crrier. Off the record.

(Discussion off the record.)

Mr. Kearrva. I think at this point it might be well to insert in the
record section 813 (a) of the New York Code of Criminal Procedure.

(Section 813 (a) of the New York Code of Criminal Procedure is
as follows:)

kil Ske. §13-a. FEX PARTE ORDER FOR INTERCERTION. An ex parte order for the inter-
ception of telegraphic ov telephonic communications may be issued by any
justice of the supreme conrt or judge of a county court or of the court of general
sessions of the county of New York upon oath or affirmation of a district attorney,
or of the attorney general or of un officer above the rank of sergeant of any police
. department of the State or of any political subdivision thereof, thut there is
reasonable ground to beliéve that evidence of crime may be thus obiained and
identifying the particular telephone line or means of communication and particu-
Iarly describing thé person ot persons whose communications are to he intercepted
and the purpose thereof. In connection with the issuance of such an order the
justtce or judge may examine on oath the applicant and any other wilness he
may produce for the purpose of satisfying himself of the existence of reasonable
grounds for the granting of such application. Any such order shall he effective
for the time specified therein but not for a period of more than six months unless
extended or renewed by the justice or judge who signed and issued the original
order upon satisfying himself that such extension or renewal is in the public
interest. Any such order together with the papers upon which the application
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was based shall be delivered to and retained by the applicant as authority for
intercepting or directing the interception of the telegraphic or telephonic eom-
munications transmitted over the instrument or instruments described, A true
copy of such order shall at all times be retained in hig possession by the judge
or justice issuing the same.

Mr. Kratrng. There is one other thing T would like to ask you
about. The hill submitted by the Attorney General gives this power
only to the FFBI and eliminates all the other investigative agencies.
Have you any views on that subject?

Mr. Cevrer. T think it would be unwise to just limit it to the FBI.
Sinee it is narional defense, I think these other agencies might well
participate in that right—the Director of Military Intelligence, Chief
of Naval Intelligence, and so forth. After all, they are also vitally
concerned with our national defense and endeavor to run down crimes
involving espionage, sabotage, probably even more so in a certain
sense than the FBI, although T don’t want to diminish the importance
of the FBI, which indeed is highly important in our system; but I
think we should give that right to these other agencies.

Mr. Keatine. Mr. Crumpacker.

Mr. CeLLEr. Of course, there you would have the Attorney General
only with the power to authorize.

I just want, if T may, to put in the record, just to get the record
prelty well rounded out, two opinions—they were minority opinions
of Justice Holmes and Justice Brandeis—wherein there is a claim
that wiretapping is a violation of the Constitution. I don’t agree
with it, but I think it would be well to have that in the record.

Mr. Keating. Well, should we——

Mr. Cerrrr. You want me to read it ?

Myr. Kratina. For the record, also have the majority opinion ?

Mr. CeLier. It might be well to put the Nardone opinion in.

What is the other opinion, Mr. Foley?

Mr. Forex. Nardone.

Mr. Cuerer. Nardone, and what is the other case?

Mr. Forey. Weiss—W-e-i-s-s-.

Mr. CeLeer. T think it might be well to put those two cases in.

Do you think so, Mr. Chairman?

Mr. Forey. They are quite lengthy opinions.

Mr. KuariNg. Are they Jong opinions?

Mr. Cerier. Well, then, leave it out.

Mr. Kearine. We probably will print the proceedings, and I don’t
think we want them in the record.

Mr. Cerier. All right.

Mr. Forey. Perhaps, Mr. Chairman, we could just give the citations
of those cases.

Mr. Cecrrr. Yes.

Mr. Kearine. Yes; I think we might give the citations.

Mr. Forey. The Nardone cases were 302 U. S, 879; 308 U. S. 338;
the Weiss case was 308 U. S. 321.

Mr. KeaTine. We appreciate your appearing here, Mr. Celler.

Mr. Cerrer. Thank you.

Mr. Kuarine, Mr. Willis has questions.

Mr. Wirrts. May I ask you a couple of questions?

Mr. Cerrer. Yes,
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Mr. Witnis. Do you think—is it your idea—under your bill, the
first part of which is quite similar to the Keating bill and then winds
up -differently, in that in the Keating bill a Federal judge must be
consulted—Dby taking similar parts of the bill, is it your idea that the
directors of the several agencies enumerated on page 1 would have to
authorize the tapping in each instance in advance or that they, the
agencies, would proceed under the rules prescribed by the Attorney
General ? '

Mr. Crrier. You see, setting forth in the bill that there should
be a specific tap, with reference to a specific person—if there is some
general investigation they want to conduct, it would be idle to just
limit it to one person through wires to be tapped; therefore, rather

- than to set forth all of those details in the bill, I think it is better
to let the Attorney Gemneral promulgate his regulations to cover all
those factors. ’

Mr. Wirezs. Well, now, in reading your bill and comparing it very

. hurriedly with the Keating bill, I notice that the first part of your
bill, as does the Keating bill, provides that the different directors
of the FBI, Military Intelligence, and so on, are authorized; then
jumping to——— '

r. éELLER. They are authorized with the express approval of the
Attorney General.

Mr. Winis. I understand. 'With the approval of the Attorney
General—

Mr. Crrrer. Yes.

Mr. WirLss. To do what?

Mr. Crrrer. To require—-—

Mr. Wicwss. That is on——

Mr. Cerrer. Page 2, line 15,

Mr. Wiris. Line 10.

Mr. CeLuer. Yes; line 10—to require—— :

Mr. Wiuss. T'o require telegrams, cablegrams, and so on, to be dis-
closed and delivered.

Mr. Cerrer. That is, to go to the Western Union and get those
wires.

Mr. Wiess. Right.
b_l'{‘hen, starting on line 13, you have this language, not in the Keating

ill:

* % * or, upon the express approval of the Attorney General, to authorize their

respective agents to obtain information by means of tapping—

And so on.

Mr. Cereer. That is the very nub of the bill.

Mr. Winpts., And that is the very important difference, to my mind.
There not only would the several directors have control, but then they
n‘llﬁht subdelegate that function to their agents,

r. Cerrgr. That is right. '

Mr. WirLis. Now, that is broadening it considerably.

Mr. Cerier. It is, and X thought about that. I didn’t know how
we could get around it. '

I would prefer to have the authority limited to the heads of those
bureans, but how can you do that ? ' ‘

Mr, Wirrs, Well

"
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Mr. Cerzzr. I mean, you can’t expect, in the conditions under which
we live——

Mr. Winpis. I was coming to the point of uniformity. Under those
circumstances, wouldn’t you have a greater disuniformity——

Mr. Crrirr. No.

Mr. Wivwis. In the matter——

Mr. CeLrer. The Attorney General

Mr. WiLLis. In the promulgation of it by the various agents of the-
directors than you would by the hundred-and-some-odd Federal
judges?

) T%lat is the point I wanted to ask you about.

Mr. Crrrer. Yes. Tt is possible that interpretation is possible, but-

I hope there also that the regulations of the Attorney General would .
cover that,

I will say to the gentleman from Louisiana, I think there again 1
would hope that the regulations promulgated by the Attorney General
would cover that. We have to rely a great deal on that; otherwise, you
would have to pinpoint so many factors in the bill that vou would have
a bill 20 pages long probably.” You couldn’t cover everything. You
have got to lodge power somewhere.

Mr. Wirrs. I know, but what is in my mind—--

Mr. CeLier. Yes.

Mr. Wiriis. And I have an open mind on it—-

Mr. CeLier. Yes.

Mr. Wirps. Is that your point, to delegate authority in a Federal
judge, in each instance ,

Mr. Cerier. Well, you could '

Mr. Wirrts. Would make for nonuniformity. On the other hand,
without that, it seems to me all these agents would have the bare
pamphlets containing regulations and they, themselves, may be inter-
preting those regulations,

Mr. Crrrzer. 'ﬁ’el], if you wish, you could tighten that language up-
and say “authorize them”—just the word “them™ would mean the heads,

I have no pride of authorship there, and T only put “respective
agents” in there because that is the way the bill came to me originally.

I thought about those words. T tried to weigh every word here, be-
cause 1t would have great meaning. ,

[f you feel that is too broad, just substitute the word “them” for
“respective agents” and then you would limit it to the heads. :

Mr. Wirris. Yes. I have no particular feeling about it right now.

Mr. Cerrer. 1 understand.

Mr. Wirrzs. T am inelined—-—

'b?h-i) _]CIELLER. We want to give and take here so we get the best pos-
sible bill. : ' =

Mr. Wiris. T am inclined to agree we should: perhaps limit our-.
selves to criminal law and not open up wiretapping in civil litigation,.
unless there are some strong reasons advancéé). -

Mr. Cerrer. I didn’t hear that. ,

Mr. Wirrzs. T say I am inclined to agree with you, at least to begin
with, we should limit wiretapping evidence to be admissible in erim-.
inal law-—— .

Mr. Cruirr. Yes. , ;

Mr. Wirrss. Rather than the broad field of civil litigation.
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Mr. CeLrer. Sure.

Mr. Wirnis. Now, there may be reasons for that.

Mr. CeLrer. Yes.

Mr. Wiiizs. There may be reasons that I don’t know about now.

Mr. Fine. T might point out to the chairman I don’t quite agree
with the second part of the language—that is, the language beginning
on page 15 gives the agents the power to make up their own minds;
but if you go back to the language, it authorizes the directors to au-
thorize their agents to do a certain thing. It is the directors who
have to authorize their agents, not that their agents have any power
given unto themselves.

Mr. WiLris. My point was, Would you not be giving these agents

- the choice? ‘

Mr. Fine. The language doesn’t do that; that is the point. I think
the language only gives the power to the director to authorize his
agents because you can’t expect the director to go out and wiretap.

. Mr, Cerrer. Thank you very much. .

Mr. Kearing, Anything further?

Thank you very much, Mr. Celler.

We are happy to have here this morning Mr. William Rogers from
the Office of the Attorney General, representing the Attorney Gen-
eral, of the Department of Justice.

Mr. Rogers, we would be very happy to hear you.

STATEMENT OF WILLIAM P. ROGERS, DEPUTY ATTORNEY
GENERAL, DEPARTMENT OF JUSTICE

Mr. Roeers. Mr. Chairmnan, members of the committee, I appreci-
ate this opportunity to appear before your committee.
You have a number of bills dealing with the subject of wiretap-
ping—H. R. 408, 477, 8552, and 5149, I appear in support of H. R.
5149, introduced by the chairman of the committee at the request of
the Attorney General.
The bill provides that information obtained by the Federal Bureau
of Investigation, through the interception of any communication by
- wire or radio, upon the express approval of the Attorney General,
and in the course ol any investigation to detect or prevent interfer-
ence with or endangering of the national security or defense——
Mr. Krarine. May I interrupt, Mr. Rogers?
“ Mr. Rocers. Yes, sir. o
Mz, Kearinag, Do you have a prepared statement?
Mzr. Rocers. Yes, sir. ‘ ] ’
Mr, Krarrng. We haven’t received that, '
You probably prefer to complete your statement before being in-
terrupted with questions. ‘ :
Mr. Rocers. Any way the committee prefers, Mr. Chairman.
Mr, Kearing., Proceed. . . o
Mr. Roerxs. Very well.  And in the course of any investigation to
detect or prevent interference with or endangering of the national
security or defense shall be admissible in evidence in criminal pro-
ceedings in the Federal courts. The bill thus deals only with a mat-
ter of procedure in that it relates merely to the admission in evidence
of information obtained by wiretapping. As pointed out by the At-
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torney (Yeneral in his letter to the Speaker dated May 7, 1953, this
proposal contains essential safeguards. He said:

In the first place, its application would be restricted to investigations relating
to the national security or defense. Secondly, wiretap evidence would be ad-
wissible only when obtained by the Federal Bureaun of Investigation,

Thirdly, wiretapping within the contemplation of the hill would require the
express approval of the Attorney General

Finally, wiretap evidence would be admissible only in criminal proceedings
in Federal courts. :

I wish to emphasize the third safeguard mentioned by the Attorney
(zeneral: that is, the requirement that before the evidence can be used
in a case it must have been obtained by the Federal Bureau of Inves-
tigation upon the express approval of the Attorney General. The
Attorney General is the Cabinet officer primarily respcusible for the
protection of the national security.

This duty, of course, extends throughout the entire United States,
and is not limited to any particular district or area of the country.
He is the officer of the Government in the best position to determine
the necessity for wiretapping in the enforcement of the security laws.

Because the Attorney General is charged with the responsibility
of law enforcement, it is our opinion he shounld be given the authority
to use his judgment and discretion within constitutional limits to
obtain evidence necessary to protect our national security.

J note that two of the bills before your committee, 477 and 3552,
which, I believe, Mr. Chairman, are identical, provide that prior to
acquiring or intercepting communications investigatory agents must
be issued a permit by a judge of a United States court authorizing
such acquisition or interception.

I might say there, Mr. Chairman and members of the committee,
that T feel Congressman Celler expressed very clearly the views of
the Department and all the previous Attorneys General by saying
that he felt that this authorization should be given to the Attorney
General and not to the court.

While such a provision on its face appears to offer safeguards, it
contains flaws which become apparent on closer analysis. In the first
place, as a practical matter, the courts would necessarily rely upon the
Attorney General’s recommendation in a particular case that the na-
tional security or defense required the permission to use the investiga-
tive technique of wiretapping.

In the second place, applications by the Attorney General to dif- »
ferent district courts for permission would result not onlv in a diffu-
sion of responsibility but would increase the likelihood of leaks.

I think Mr. Celler made the point very clearly—the possibility of
leaks. .

Moreover, security cases do not lend themselves to investigations
ona limited area basis. They often extend through numerous judicial
districts. »

In that connection, it should be recalled that the Gold espionage
network extended from New York to New Mexico, covering many
points in between. The Attorney General and the FBI have respon-
sibility for nationwide investigations and, in our opinion, should have
the responsibility for making the decision about wiretapping in the
national interest.

You will note that H. R. 5149, unlike the other bills before the com-
mittee, provides for wiretapping evidence to be admissible in Federal
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courts only when obtained by the Federal Bureau of Investigation.
Since the FBI is the only agency of Government charged with inves-
tigating offenses against the national security and defense for the
purpose of prosecution, and since that a%ency is an arm of the Depart-
ment of Justice, and therefore responsible and responsive to the Attor-
ney General, H. R. 5149 has been limited to the FBI.

It 1s to be observed that H. R. 5149, in common with H. R. 408, per-
mits the use of wiretap evidence obtained in the past provided such
evidence was obta:ine(lI upon the express approval of the Attorney
General. This may make prosecution possig e in certain cases where
indictment has not been undertaken because evidence was obtained by
wiretapping. This does not offend the prohibition against ex post
facto laws, for the test as to whether a statute is ex post facto is not

- whether it changes the rules of evidence, but whether it authorizes a
conviction upon less proof in amount or degree than was required
when the crime was committed—and the leading case on that is
Thompson against Missouri.

It should be emphasized that such a provision is not suggested with
any particular prosecution in mind. Rather, such a provision would
result in a reexamination of a number of matters which are or have
been under consideration within the Department of Justice.

Since 1928, when the Supreme Court decided the case of Qlmstead
against the United States, 1t has been clear that wiretapping does not
violate rights guaranteed by the Constitution.

Mr. Kearina. Say that again.

Mr. Rocirs. Since 1928, when the Supreme Court decided the case
of Olmstead against the United States, it has been clear that wire-
tapping does not violate rights guaranteed by the Constitution.

The Communications Act of 1934 in section 605 provides in per-
tinent part that—
no person not being authorized by the sender shall intercept any commmunication
and divulge or publish the essence, contents, substance, purport, effect or mean-
ing of such intercepted cominunication to any person * * *,

Beginning in 1987 there have been a series of cases in the Supreme
Court relating to wiretapping, the result of which is that because of
the provisions of section 605, wiretapping evidence is inadmissible in
court, proceedings. Evidence obtained as the result of leads secured
by wiretapping 1s likewise inadmissible.

The Nardone case and the Weiss case Congressman Celler referred
to are in point.

In other words, Mr. Congressman

Mr. Wirris. That is the common-law rule now.

Mr. Rogrrs. That’s right.

R The right of privacy should not be perverted into a license for

) unhampered conspiracy to overthrow the Government or to steal its
secrets without possibility of punishment. The activities of espion-
age agents here, as well as in Canada and Great Britain, have done
much to eliminate the technological lag of Soviet nuclear weapons
production. The Attorney General in his letter to the Speaker
pointed out that—

It is quite unrealistic and thoroughly unreasonable that, though evidence is

obtained showing clear violations of the laws against subversion, the hands of
the prosecuting officers are tied and their efforts to maintain the security of the
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Nation are thwarted. As the law now stands, the Government of the United
States is under a serious handicap in protecting itself against spies, saboteurs,
and others who are intent on interfering with or endangering national security.

Of the bills under consideration, F{. R. 5149 is, in our opinion, best
calculated to eliminate the serious handicap to which the Attorney
General referred, and to afford to the people of the United States the
assurance that every proper and constitutional step is being taken
to protect the security of their country.

Mr. Keatine. Mr. Rogers, the bells have rung for a quorum call.

Some of the members should respond to that. I have questions—-1
presume others have—regarding which we would like to get the benefit
of your views. 1 suggest that we recess now for 30 mir.utes.

Mr. Wirnis. Mr. Chairman, I won’t be able to come back. Could 1
ask one question that bothers me? -

Mr. Kearing. Yes.

Mr. Wirneis. The bill provides that the evidence obtained as therein
outlined-—
shall be admissible in evidence in criminal proceedings in any court established * ER
by act of Congress.

Now, do I understand correctly that the criminal proceedings may
be much broader than national defense ?

In other words, the first part of the bill speaks of wiretapping
information gathered in connection with detecting violation of na-
tional security, but it would appear from this bill that if, in the course
of that tapping, some information is had in connection with any crime,
collaterally to the primary purpose of the tapping, all that evidence .
may be used in any criminal prosecution. :

Mr. Roeers. Noj; that is not the purpose of the bill—and I see the
point you have in mind. We thought

Mr. Keating. Shouldn’t that be worded the way my bill is, “any
criminal proceeding involving any of the foregoing violations in which
the United States Government is a party”? .

Mr, Rocers. Well, I don’t object to any language the committee :
wants to add.

1 afihilouLd say we don’t object to any language the commnittee desires
to add.

We do not think it advisable to specify the crime becnuse you will
find that there will be lots of cases in investigations involving national
security or defense that may not fit a particular crime. It may turn
out. when you go to trial it won’t be a trial for espionage; it will be »
a trial for arson. It will be clear that it involves the national security
or defense, but it may be, in case of legal technicalities, your proof
doesn’t measure up to that.

You likewise may find you will have a crime of inciting to riot, J
which certainly was perpetrated by people trying to subvert the -
national security and defense.

Mr. Winnis. On the other hand, suppose that the tapped informa-
tion leads to the fact that the man conveying the information is in-
volved in hootlegging:

Mr. Rogers. AsT say, in that case, if it has no relation——

Mr, Wieis. Or kidnaping—-

Mr, Rogers. If it has no relation——

Iixcuse me.
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Mr. WitLts. Or extortion, or anything else, as a sideline, so to s eak,
then that information could be used in all criminal procce ings,
as the bill reads, I am afraid. o

Mr. Rogrrs. Well, we didi’t intend it that way, but I hate to limit
it to any particular crime.

Mr. Wiwuis. T see.

Mr. KraTing. The committee will recess for 30 minutes.

(Whereupon, at 11: 15 a. m., the hearing was recessed, to reconvene
at 11:45 a. m.)

(The hearing reconvened at 11:48 a. m.)

Mr. Kzarine. We will come to order.

Did you complete your stztement?

Mr. Rogers. Yes, Mr. Chairman.

I might, with your permission, make a few observations about the
last matter we were discussing. ‘

We would have no objection to appropriate language to make it
clear that wholly unrelated crimes like Mr, Willis suggested—boot-
legging or something—not be permitted. On the other hand, we do
recognize the real danger in trying to set forth the crimes because very
often an investigation turns out o develop proof of another crime—
arson, perjury, or something—which clearly involves the national
security or defense, but may not have becn named in the bill; and, for
that reason, we would hate to have that Jimitation in our bill.

Mr. Kearing. In other words, you wouldn’t want it limited to the
specific violations spelled out in the bill? - :

Mr. Rooers. That is right, Mr. Chairman; but we do think the viola-
tions should be related to national security and defense.

As I say, I can conceive of situations where an investigation would
clearly show that persons wera engaged in sabotage, but the proof
might not be quite such to proceed on the sabotage case, but you had
a good case on arson. Well, in that event, it would be unwise, it seems
to me, to tie the hands of the Department of Justice in prohibiting
the use of evidence obtained by wiretaps in the arson case; and there
are a lot of other examples you could think of.

Mr. KeaTing. You don’t have any specific language which you would
suggest to cover that limitation? ,

Mr. Roeers. Well, I think that probably the legislative history of
the act, if it is passed, would be important. You might have language
something like this—*“but only in cases involving national security or
defense,” or “only in cases arising out of such investigations” - some
such limiting language like that—to make it clear that it was not to
be used in unrelated offenses.

Mr. CruMpracker. Is the I BI the only Federal investigating agency
which deals with national sccurity ? c

Mr. Rocers. Noj but they are the only investigating agency which
is charged with the development of information for the proseccution
of offenses involving the national security.

Mr. Cromracker. 1f the intelligence divisions of one of the mili-
tary services uncovered some act of espionage, or something of that
sort, the prosecution would still be conducted by the Department of
Justice, would it not ?

Mr. Rogers. That is correct, but I think you will find, as a practical
matter, that as soon as any agency, ather than the Department of
Justice, has any facts brought to its attention by the crime you sug-

iz 4

Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0



ApprovegqFor Rele

WIRETAPPING FOR NATIONAL SECURITY

gest, they are immediately turned over to the FBI, and from that
point on the investigation is conducted by the FBI.

Mr. Crumpacker. Well, suppose, for an example, that the FBI was
never able to obtain any evidence sufficient to ()%)tain a conviction on
ity own after some other investigative agency had uncovered some
such evidence; what would you do then?

Mr. Rocers. Well, I'm not sure I understand your question.

Mr. Cromracker. Well, some of these other bills here propose to
make it possible for the FI3I, the Military Intelligencs Division of the
Department of the Army, the Director of Intelligence, United States
Air Force,and the Chief of the Office of Naval Intelligence of the Navy
Department to conduct Wiretar’)ping investigations,

Mr. Rogers. Well, if you don’t mind, I think I see a point, and that’s
just—if you don’t mind, for a nioment—consider it as a practical
matter.

Suppose that the Chief of the Office of Naval Intelligence of the
Navy Department wanted to operate under H. R. 477. As I under-
stand it, they would first have to get the approval of the Attorney
General,

I think that’s right, isn’t it——

Mr. CroMPACKER. Yes.

Mr. Rogers. As I understand the bill.

Now, right at that point, if they had information showing there
was a possible violation of national security or defense, they would
bring it to the Attorney General’s attention—the matter from that
point on would be investigated by the FBI, and the wiretap would
he rmade by the FBI, because, under the law, the Department of Justice
lias the responsibility for developing cases involving prosecutions
nder the national security and defense.

Mr. KeaTINGg. Suppose it involved—if you just let me ask a ques-
tion right along that line—the discipline of some member of their
own forces?

Mr. Rogers. Well, I don’t think that—-

Let’s see if T understand your question. Are you thinking of a case
where a member of the Armed I'orces is engaged in espionage or
sabotage ? 7

Well, it is my understanding that, in this case, the ¥BI would con-
duct the investigation probably in conjunction with the Army or the
-Navy, but certainly if there was evidence given to the Navy that some-
one i the Navy was engaged in espionage or sabotage, and under
this bill, 477, they came to the Department of J ustice and notified
the Attorney (eneral to that effect and wanted permission to tap the
wires, the Department of Justice would have to proceed from that
point on because we have the primary responsibility for enforcing
laws.

Mr. Kearing. Well, what if they were seeking to get evidence which
might form the basis of disciplinary action within the armed services ¢

‘That prosecution, punishment, might take place, might it not,
within the branch of the service itself rather than being turned over
to the Attorney General for prosecution? L )

Mr. Rocers. Well, I suppose there are disciplinary actions that
might be of that type; but I think if it reached the stature of espionage
or sabotage, anything that directly related to national defense, as
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distinguished from disciplinary action, the Department of Justice
would be under a statutory obligation to proceed.

Mr. Keating. Well, the crimes listed are rather broad—all of them,
however, involving the national security—and I am not sure where
the line is drawn there.

We are going to hear the representatives of the armed services. It
may be they would feel the FBI is the only agency that needs this
authority, but it strikes me, offhand, it might be needed by the intelli-
gence departments of the various branches of the armed services.

Mr. Rocers. Well, I might say, Mr, Chairman, we don’t have a
strong feeling on that point, and I don’t want to convey that impres-
sion to the committee.

- I do think it’s important for the future, whichever bill the commit-
tee sees fit to report out, that we limit this as much as possible be-
cause there may be considerable opposition to it; and the Depart-
ment’s position is that we’re most anxious to have the bill simple

. enough so that we can proceed in these matters of extreme importance
involving espionage and sabotage and would hate to have anything
included in the bill which was not of major importance, which might
weaken the possibilities of passage

Mr. Kearing, Well, the——

Mr. Roeers. But we don’t have any———

Mr. Kearing. Possibilities of passage would be probably consider-
ably weakened by giving this entire power to the Attorney General
rather than having an outside tribunal, like the court, pass on it.

Now, that may be necessary, but we have to measure the advantages
of a hill strong enough to do the job against a bill with the possi-
bilities of opposition.

Mr. Rocers. Yes.

Well, I appreciate thut; Mr. Chairman. )

Mr. KraTine. It doesn’t occur to me, offhand, it would increase the
opposition to a bill to give this power to the recognized intelligence
departments of the various armed services, any more than to give
the sole authority to the FBI,

I don’t have any preconceived

Mr. Rocrrs. Well, another thought in that connection, Mr. Chair-
man, that occurs to me is this: Where do you draw the line?

I notice the Atomic Energy Commission is not given the authority
or CIA is not given the authority.

< Mr. Kearing. I don’t know as the Atomic Energy Commission has
an intelligence unit. Maybe they do.

Mr. Rogers. I believe-— -

Mr. Kearing. Do they?

. Mr. Roaers. I believe so, Mr. Chairman. I am not sure.

Mr. Kraring. Well, we will have to look into that.

Excuse me, Mr. Crumpacker. I interrupted you for that question.

Mr. CruMpacKER. As a practical matter, does the FBI conduct in-
vestigations on military establishments or do the military services
conduct them, themselves, within their own intelligence agencies?

Mr. Roaers. Well, I am not sure of that, Mr. Crumpacker. I think
that probably generally the FBI does not conduct them on mijlitary
establishments ; but T would have to check on that.

I feel sure if it was a crime involving espionage or sabotage—one
of the important crimes—that the FBI would, in any event- -1 know,
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from my own experience in the matter, as a practical matter, on small
disciplinary matters the FBX would not. They would be handled by
the Army, the Navy, or the Air Force.

Mr. Rocers. But on these major things, I am not sure.

Mr. CrumpackER. It is my own recollection, from my own service in
the Army, that the Army Intelligence investigated everything on mili-
tary installations, including suspected espionage.

Now, there may have been further investigations by the FBI in
progress that I had no knowledge of.

Mr. Rocers. Well, I think that is probably correct.

But it was my thought that—suppose the investigation of espionage
is made by the Army or the Navy, and at some point along the line
they think it is developed—at that point they go to the Attorney .
General and ask for permission to have their matter presented to the
court. Now, I think at that point the Attorney General would be
under some obligation to proceed himself. :

Myr. CrRumpacker. Well, the point I was trying to make a while ago .
was: Suppose, for example, Army [ntelligence may tap a telephone
on some military installation and gain evidence of some act of espion-
age; then they notify the FBI but the FBI is never able to get any
concrete evidence on this particular individual. Would you not, then,
face the possibility of not being able to obtain any conv:ction because,
under your recommended bill, any evidence obtained by the Army
through wiretapping would not be admissible in the trial?

Mr. Roeers. Well, I don’t think, if T understand you correctly, that
the facts as you have outlined them would have occurred, because, as I
understand it, before the tapping takes place, they have to come to the
Attorney General and get his permission.

As I understand your question, you suppose the Army makes the
wiretap first, without any permission—and in that event it wouldn’t
be admissible in any of these bills.

Mr. Crumpacker, That is correct.

It wouldn’t be admissible under H. R, 5149. As I understand these
other bills, they would authorize the military-intelligence agencies to
conduct wiretapping on their own after following proper procedures.

Mr. Rogers. Yes; but not until the matter had been called to the
Department of Justice’s attention.

Mr. CruMpacKER. I am assuming what Mr. Celler, forr example, was
assuming here earlier today—that a lot of this wiretapping 1s going
on at the present time without any statutory authorization, and it
might possibly continue to go on, even after the enactment of some
legislation, particularly inasmuch as H. R. 5149, as I read it, does not
provide any penalty for any unauthorized—

Mr. Rocers. That is correct.

Mr. CroMrackEr. Wiretapping.

Mr. Rocers. That is correct.

Mr. Crumpacker. Don’t you think there might be some hazard
involved in restricting it as closely as the H. R. 5149 does?

Mr. Rocers. Well, unless further testimony develops that there are
cases where the Military Establishment would have exclusive author-
ity to investigate these cases involving national security, defense, then
our present position is that it should be limited to investigations con-
ducted by the Federal Bureau of Investigation because, as T say, 1t
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seems to me in any case where the Military Establishment calls to the
attention of the Department of Justice facts which would justify wire-
tapping—in that event, the Department of Justice would be under
obligation to then proceed itself, and anything less than that would
1ot be admissible, anyway, under any of these bills. )

In other words, if the Army made the wirettap first and obtained
evidence, and then came to the Department of Justice, to try to get
the Attorney General to go to court to get permission, it would be
too late. That evidence wouldn’t be admissible in court, anyway, as
I understand it.

Am I right in that, Mr. Chairman?

As I read the bill, it says—477 says:

’ Provided, That, prior to acquiring or intercepting the communications from
which the information is obtained, an autborized agent of any one of said
investigatorial agencies shall have been issued a permit—

and so forth.
- So, nothing they obtain prior to that time is admissible, anyway.

Mr. Crumracker. The position of the Department is definitely
opposed to extending to any of these other Fe eral intelligence agen-
cles: is that correct?

Mr. Roorrs. Well, as I said earlier, we are opposed to it because
we don’t think it’s necessary, and we think it is more advisable to have
the FBI do it.

We're not inflexible on it. If it develops on in further testimony
here that there is a substantial need for it, we certainly wouldn’t
oppose it.

But our present position is that it is not needed, and we think it is
better to have the FBI do it.

Mr. Crumpracker. That is all.

Mr. Kearive. The most important difference between the recom-
mendation of the Attorney General and H. R. 477 seems to be this
question of whether application should be made to court or whether
this power should rest only in the Attorney General.

There is, of course, also the very important difference that in the
recommendation to the Attorney General there is no provision about
penalties for illegal action in this field.

T want to ask you a few questions about those two differences
]}o;[atvIv{eenﬁhe approach of the Attorney General and the approach in

. R. 477.

You had some experience in the prosecutor’s office in New York,
and at that time was section 813 (a), the law which was amended by
the laws of 1942—1I don’t remember whether you

Mr. Roarrs. I think I was, Mr. Chairman. I was in that office both
before and after the war. I have forgotten the particular section, but
T know we did operate under a statute which permitted it, and I do
have some experience with it.

. éMr. Keating. Did you yourself have any specific experience under
it

The point T am leading up to is: I think it is important for us to
find out what the experience Eas been under it.

I have been firm about my approach, which is initially to feel it is
desirable to have this added safeguard in the application to the court.
However, I might be convinced otherwise were 1 sure there was no
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way off handling it without leading to abuses in the way of breach
of security.

What experience, if any, did you have in that regard when you were
in the prosecuting office in New York?

Mr. Roeers. Well, I had some experience with it, Mr. Chairman.
My experience was limited to hand ling several applications, ex parte,
and I have no recollection of how many, by which we obtained rI;er-
nussion to tap wires; and I also tried cases involving situations where
wiretaps had been obtained. In other words, I have tried cases where
we used the wiretaps pursuant to the court order.

My first reaction to it was the same as yours.

I think that anything we can do to provide safeguards in this field
is advisable,

In New York, of course, T think the committee should bear in mind
that the situation is not at all analogous to the one we're dealing with
here. In the first place, my recollection is that it covers all crimes—
both felonies and misdemeanors—so that you have a raft of crimes, .
bookmalking, prostitution, all sorts of things, which are covered by it;
and if you didn’t have some safeguard I suppose, because of the wide
nature of the crimes involved, you would have the possibility of serious
abuse.

The second and important difference is that in New York each county
has its own prosecutor, so that you have each county--if you left it
up to the district attorney in each county, you might have serious
abuses,

In this situation that we're dealirg with, we're dealing with crimes
involving the national security or de fense only.. Secondly, we’re deal-
ig with the chief law enforcement officer of the United States,

If any of these bills provided that each United States attorney had
the right to make that decision, I'd certainly be against, it; but some-
where along the line, when you're dealing with national security, you
have to trust somebody and it seems to me that the proper party to
trust is the Attorney General of the United States.

I want at this point to say that I disagree with: one thing Congress-
man Celler said.  He indicated that the Attorney Gieneral might dele-
gate this power.

As 1 read the law, or the proposed bills, this wou'd be a power
that he couldn’t delegate because it says express permission, as I recall
it.

Mr. Kuarine. Express approval. .

Mr. Rocers. Yes; and we certainly intend that that means that the
Attorney General, himself, has to pass on this in each instance.

Now, if I may proceed for just a moment along that line: Assume
that the Attorney General is required to go to court, to district court, 2
before he can get permission to do this. Certainly it couldn’t be ex-
pected that the Attorney (General would have to disclose to the court
the real facts of the case. In the first place, the court wouldn’t want
it; and certainly I don’t think it would be advisable in the interests of
the country.

Even within the Department of Justice when we have a matter
like this we only tell the people that need to know. We don’t tell
anybody else, because the more people that have this rype of infor-
muation, the greater danger there is ot a leak.
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So, as a practical matter, the court would probably take the recom-
mendation of the Attorney General, which would be in rather general
form. Probably it would be something to this effect: “The Attorney
General certifies that he has information which he feels indicates that
{he national security or defense may be violated and that he feels cer-
tain wires should be tapped.” )

T know that that’s the way it’s done in New York. The affidavits
aren’t very factual. They’re just general in nature, and I don’t recall
any difficulty in getting the permission of the court. My own experl-
ence is that it’s pretty easy. i

Mr. Kearine, What does the court do? Aren’t those applications
and the orders sealed up and placed in a safe, or are they public
property ? )

y Mr. Roamrs. I don’t recall, and I don’t believe there’s anythmg1 C{fou
could do, Mr. Chairman, that would guarantee that anything could be
sealed up and kept from anybody else’s eyes. I think with all the
judges we have throughout this country you couldn’t make any provi-

* sion that would guarantec absolute secrecy Judges have secretaries

whom they trust; they have court clerks whom they trust, and I think

the safeguard that you provide is illusory. I just don’t think it exists.

I think, as a practical matter, the courts would go along with the

Attorney General.

On the other hand, I think you would open up very serious possibili-
ties of a leak, and I think if you talked to people off the record in
New York State, if you talked to police officers or others who have had
experience in this field, you would find that is a serious problem in
New York State.

Mr. Kearine. Well, we hope to have some representatives from the
bar or the prosecuting agencies in New York appear before us.

Mr. Rogers. Well, as I say, I think the idea 1s a good one. I think
the safeguards are fine.

I think in this field of national security, when you require the At-
torney General to expressly do it by his own act, that that is suflicient
safeguard.

And I was interested to hear Congressman Celler say that’s been the
consistent view of the Department of Justice under both administra-
tions.

Mr. Kearine. Well, it is natural for any cabinet officer—that is why
we have the coordinative branches of the Government—to oftentimes
feel that it will expedite matters if he has the sole control of it, and
that isn’t a political matter. It is a matter inherent in the administra-
tion of the executive side of the Government, which you will always
encounter.

The problem for this committee is to weigh the protection which is
afforded against abuses, which, it strikes me, 1s somewhat greater if the
aﬁ)plication to the court is made as against the structure of the whole
thing we are seeking to accomplish.

If the information were going to be made public so that the person
under investigation was going to know about everything that was
going on, of course, there would be no point in any legislation at
all

Mr. Roaers. That is right.
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Mr. Keating. And the primary purpose of introducing legislation
was to meet a serious problem that cur country faces in these disloyal
characters’ operations.

You feel the application to the court would throw such a cumber-
some burden upon the Attorney Genaral that you would rather not see
any bill than a bill with such provision?

Mr. Eocers. Noj I do not, Mr. Chairman. I do not. I mean, if it
comes down to & question of whether we can have s bill passed, and we
have to get permission, certainly we would prefer that.

I think, though, that when you’rc dealing with the subject of na-
tional seccurity and defense, and you’re dealing with the chief law-
enforcement officer of the United States, there’s no reason to suspect he
will misuse that power.

Lf this applied to other crimes, all crimes, other purposes, then I'd .
certainly think that—well, put it another way : My attitude would cer-
tainly be changed ; but in this one field, where the possibility of a leak
can destroy the whole thing, the fewer people that know about, the
better; and, as I say, I don't believe it’s any added safeguard. ]

P’'m not sure how the bill would work. I’'m not sure if you have a
ring, an espionage ring, whether you would have to get permission
from each court where the tap was maide in that district.

Suppose there were 10 people throughout the country. Would you
have to go to each district court?

And, if you did, you would have 19 judges that knew it; you would
have probably their secretaries that knew 1t.

I don’t know of a judge—well, I shouldn’t say that—but I think, by
and large, the judges’ secretaries know what’s happening.

Mr. KraTineg. 1 don’t believe, to a1 swer your specific chjection, that
would be necessary under the wording of H. R. 477. It says any
judge—s judge of any United States court. I would think one judge
would sign an order relating to all the members of a ring. even though
the operations were not all in the realm of his district bacause this s,
of course, an ex parte application.

Mr. Rocers. Yes. Well, I wasn’t clear. Tt seemed that way to me,
Myr. Chairman.

Mr. Keating. Of course, I think, in most cases, the court would take
the view of the Attorney deneral; and if he were going to do so in all
cases, your argument is that really doesn’t add a safeguard.

We have to assume, I think, the independence of the judiciary, and
some judges that I have appearead before have asserted that inde-
pendence with considerable force, and

Mr. Roaers. I guess we've all had that experience, Mr. Chairman.

Mr. Keating. I think most of us have.

"I'he point is made: There would not be a uniformity in application,
and I think probably that is true; bus, rather than being an objection,
that perhaps is an argument, for the anplication to the court. It would
be of little value were it to become a stereotype proceeding,.

I think a good many judges would inquire into the merits of the
application rather fully before they granted the authority.

1 would like to return to this other point about the imposition of
penalities for unauthorized or illegal wiretapping.

Would you present your views on that and the reason for not includ-
ing that in the bill which you submitted ?
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Mr. Rocers. Well——

Mr. Kearine. Of course, your bill really is designed only to meet
the question of the use of the evidence.

Mr. RocErs. That’s right. )

Mr. Kearine. How do you feel about the imposition of penalties
for unauthorized interception of communications ?

Mr. Rogers. Well, let me just speak personally for a moment.

I am very much opposed to unlimited and unwarranted wiretap-
ping, and I think probably it’s been abused, although I don’t know
that of my own knowledge. Things T have heard indicate that, and
I think that some considerable study and care should be given to that
subject, and if appropriate legislation can be Workef out, which
would prohibit so the line of demarcation could be clearly drawn,

’ we’d be inclined to be for it. , .

The difficulty now is that the law is so nebulous that it’s very difficult
to obtain successful prosecutions under it, and we’d have no objection
to that at all. )

+ I do think, though, that if we can avoid tying it up here we’d pre-
fer it because-—I mean tying it up with this ball. I think the committee
would want to make a pretty careful study of that, because I can ima-
gine agencies like the Atomic Energy Corumission and CIA and others
might have views that they would wigh to express on it. T just don’t
know enough about that subject to know.

Certainly as to other wiretapping generally, I am very much op-
posed to it; and we would like—if we bad a clear-cut law, we certainly
would proceed against wiretappers. ;

r. Kearine. Tt would seem to me that, it would be appropriate to
deal with this problem in a single picce of legislation, because I do
want to stress what Congressman Celler said: That the purpose in
mind, I believe, of the authors of all these bills is definitely twofold :

(1) Tolay down the narrow class of cases in which this wiretapping
will be permitted and the very definite procedures which must be fol-
lowed to obtain permission; and ,

(2) On the other hand, to say, after those lines have been laid down,
anybody that steps outside those bounds is going to face stiff und severe
penalties. A

And I think it would facilitate the passage of the legislation to
have both of those problems at a single time, regardless of the language
of any particular bills before us. :

In any event, you do not oppose in principle dealing with that side
of the problem; it is only a question in your mind Wﬁether it should
be tied up in a single bill?

Mr. Rogers. That is correct, Mr. Chairman; we agree with it in
principle. We think it is a matter of legislative policy.

Frankly, I don’t know enough about the subject in the other depart-
gwnts and agencies of Government, to want to express an opinion on it,

ut——

Mr. Kearine. We are anxious

Mr. Rocers. I agree with the chairman in principle.

Mr. Keating. We are anxious to hear as many of them as we can.

Mr. Fine, did you have questions?

Mr. Fine. No questions.

Mr. Kuatine. T don’t know whether we obtained your views on the
subject, or question, whether this permission to intercept communica-
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tions and then introduce the evidence in court should be limited only
to offenses directly or indirectly invelving the security of the country
or whether it should be widened, as it is in Mr. Celler’s bill, to laws
involving the safety of human life.

Mr. Rocers. Well, Mr. Chairman, [ think the colloquy between you
and Congressman Celler pretty much expressed our views on it.

We think it is of primary importance that we get sorie legislation
in this field of national security, because it’s so important to every
one of us today.

1£ you start to make distinctions between other kinds of crimes, it’s
rather difficult. As you pointed out, kidnapping is a serious crime
and we all feel very strongly about it; but so is selling narcotics to
minors.

We certainly have no objection to the extension to include kidnap-
ping; but I think, though, maybe the first step ought to involve just
the national security and defense.

Mr. Kuatine. It strikes me that way, offhand, and if the Jaw then
is not abused, it might be desirable to consider extension to other spe-
cified. crimes. But I would feel that, in any event, if we were going
beyond those designated involving national security, the language
“those involving the safety of human life” is too broad and that we
should get beyond that and spell out the specific offenses which we
are going to have covered by the legislation.

M1 Rocers. Yes; I certainly agree with that.

Mr. Keatring. Mr. Foley, do you have questions?

My, Forey. Yes, sir.

Mr. Rogers, have you given any consideration to the practical trial
aspect that might arise under your bhill in laying the groundwork for
the admission of this evidence?

As 1 see it, you have two conditions:

%1) The express approval of the Attorney General ; and

2) The information was obtained during the course of investiga-
tion involving national security.

Mr. Rocers. That’s right.

Mr. Forey. And realizing that one of the most frustrating aspects
of pational-security prosecutions, it is just how much evidence you
want to reveal in open court.

But now, as I read your bill, you are going to have to lay a ground-
work and show some evidence.

Mr. Rocers. Yes. _ .

Mr. FoLey. You know, under trial practice, once you open the door,
how far the defense is able to go on cross examination——

Mr. Rocers. Yes.

Mr. Forey. And that practical problem, I think, is obviated under .
Mr. Keating’s bill, 477, because, from experience In the prosecutor’s
office, you merely put in the court order and that'would end it. There
would be no question about the evidence that sustained it, because it
was o discretionary act on the part of the judge.

Mr. Rogers. Well, I think that is a good point.

It was our thought on that that the decision would he made by the
court at the time, just the way it is in the first instance in New York.

In other words, rather than give the court that information and create
this possibility of disclosure, you do it with the same thing at trial—
have the court decide it. I don’t think under the statute the defense
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lawyer would be entitled to it. 'The judge could just look at the papers
and decide whether the statute was complied with by the Attorney
General and, if so, admit the evidence—admit the wire-tapping evi-
ence.

¢ Mr. Forey. Yes; but don’t you think he would have good grounds
to object to its admission on the basis that it wasn’t relevant under
the statute?

Mr. Roeers. That it was what? i

Mr. Foury. That it was not relevant; that the information was not
obtained during the course of an investigation involving national

security. - '
Mr. Roeers. Well, yes; if he thought that was the case. 'That is
. why I say

Mr. Forey. And you know the extremes they will go to in that case.
That is the thing that bothers me—the practical problem of the extent,
to which defense counsel will go.
. Mzr. Roeers. I would rather take that risk rather than the risk of
leak before time because one leak can destroy the whole investigation.
You can have months of work destroyed by telling one person, and
the FBI uses extreme care in these mafters to prevent that.

Mz, Forey. That is all, Mr. Keating.

Mr. KeaTing. Mr. Fine.

Mr. Fine. Mr. Rogers, I was interested—I assume that page 4 of
your statement referring to the use of wiretap evidence obtained in
the past was tied in with line 5 of the bill—that is, heretofore
received

Mr. Rogers. That is correct.

Mr. Fine. Or heretofore obtained

Mzr. Rocers. That is correct.

Mr. Fine. And T am a little concerned as to the fact, even though
you do say that the provision doesn’t suggest any particular prose-
cution at the moment——

Mr. Rogers. Yes.

Mr. Fixe. To say it would give you the opportunity to reexamine
a number of cases. Do you know those matters you have in mind, or
would you care to tell us?

Mr. Roarrs. I don’t know, and I don't think I would be at liberty
to discuss them if T did.

Mr. Fine. Well, T am concerned about going back in the past in
matters of this sort. T can see if we laid down a rule it might be all
right for the future, but why resurrect the past for purposes of

Mr. Rocers. Well, I want to respectfully disagree with you there.
I think it is most important, if we have evidence in our files which
* show that people now in this country have engaged in espionage,

sabotage, or some other crime, and we can’t—and the statute of limi-
tations hasn’t run, and we can’t prosecute those members just because
we have a rule of evidence which prohibits the introduction of this
in evidence—my personal feeling is that we’re being very unrealistic
as a nation not to prosecute them. That is one of the things that
malkes me about as mad as anything I know, Mr. Congressman.

Mr. Fine. You limit yourself by saying only if it 1s obtained witl
the express approval of the Attorney (teneral.

Mr. Rogers. That’s right.

Mr. Fine. Well, who 1s to prove that?

Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0




Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0

42 WIRETAPPING FOR NATIONAL SECURITY

Mr. Roeers. Well, that’s been dono.

Mr. Fine. How do we know?

I mean, you are asking the Congress now——

Mr. Rogers., Well, when T—

Mr. Fave. To sanction or approve the resurrection of litigation
without telling the Congress specifically what you have ir mind, No. 1,
and what-evidence—and whether or not the evidence has been obtained
with the express approval, and what evidence has been obtained.

Mr. Roeers. Well, I think in that connection that certainly we
couldn’t proceed unless we had—when we talk about express approval,
we mean the written approval of the Attorney General, and we could
only proceed in those cases.

Now, it’s no secret—in fact, it’s been testified to a number of times v
by our predecessors—that that practice has been in effe:t in the De-
{)artmem: of Justice and that’s a matter of common knowledge, both
sefore Congress and in the courts. : )

Mr. Fine. What I was emphasizing is that here we are sitting and ¢
we are asked to pass upon certain types of legislation to give you a
blank check. If that’s what you want, just say it.

Mr. Rocers. No; I don’t

Mpr. Fine. Isn’t that what you are asking that we give you?

Mr. RosErs. We don’t want any blank check at all.

Mr. Fine. If you don’t want a blank check, what do you want?

Mr. Rocrrs. What we are asking in that regard is: If the Depaxrt-
ment of Justice now has evidence in its possession, which was cb-
tained after express approval by the Attorney General, as a result
of wiretapping, and we can proceed in court, with all the judicial safe-
guards provided in this country, to prove that a person was engaged
n espionage, and the statute of limitations has net run, we feel that
just good commonsense dictates that we proceed.

We've got to comply with all the ccurt rules, and we’ve got to prove
our case beyond a reasonable doubt; and the defendant has all the
safeguards which we provide under our system of constitutional law.

So, we certainly don’t think it’s a blank check that we’re asking
for.

Mr., Fine. Well, certainly a blank check with respect to informa-
tion that we, ourselves, don’t know anything about, and we are asked
to give the power to use the evidence you now have in your files in
Iitigation which may be suspended at the moment.

Mr. Rocers. Only in a very limited fleld—national security and
defense.

Mr. Fine. Well, we don’t know—-

Mr. Rocers., Well, that

Mr. Frnve. As Mr. Willis points out, any criminal case.

Mr. Rosers. Well, I guess you were not in the room when we had
that discussion. We're perfectly willing to limit it to matters involv-
ing national security and defense. Before you came in we discussed
that, and I made it clear we had no objection to that limitation.

Mr. Keaming, Would that give you the authority under the word-
ing of your bill to introduce in court evidence obtained by wiretap-
ping in any case in which an indictinent has already been found, or
would it apply only in a new indictment ?

Mr. Rocers. I think it would probably apply to both,
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I might say, Mr. Chairman, we haven’t reviewed this with the idea
of proceeding in any particular case. I made that clear, I think, in
my statement, but I think it would apply to both. )

Mr. Kearine, Your feeling is that it would not be subject to ob-
jection as being ex post facto legislation because it would have to do
only with the rules of evidence ?

Mr. Rogers. That’s correct.

Mr. Kearivg. Tt wouldn’t have to do with defining the nature of
the original crime which was alleged to have been committed ¢

Mr. Rogers. That’s correct. ] )

In this case I cited there was a prosccution for murder. They tried
the case first and they didn’t get a conviction because the person had

. written out the prescription for strychnine in his own handwriting,
and in that day you couldn’t offer handwriting-expert testimony;
and after the trial, before the second trial, the law was changed to
permit the introduction of that handwriting testimony and, as a re-

. sult of that, obtained a conviction. The Supreme Court said that was
not ex post facto.

Mr. Kramine. Anything further? Thank you very much, Mr.
Rogers.

Mr. Rocers. 1 thank the committee very much.

Mr. Kraring. You have been very helpful. The committee will
recess at this time until 2 o’clock.

(Whereupon, at 12: 40 p. m., the hearing was recessed, to reconvene
at 2 p. m.)

AFTER RECESS

Mr. Kearing. The committee will come to order. It is unfortunate
that we have these interruptions.

The next witness is Mr. Rosel H. Hyde, Chairman of the Federal
Communications Commission,

Mr. Hyde, we are glad to have you here, and happy to hear you.

STATEMENT OF ROSEL H. HYDE, CHAIRMAN, FEDERAL
COMMUNICATIONS COMMISSION, WASHINGTON, D. C.

Commissioner Hype. Mr. Chairman, my name is Rosel H. Hyde,
and I am the Chairman of the Federal Communications Commission.
I sinecerely appreciate the opportunity to testify before you concerning

y these important bills dealing with the interception of communications.

'The bills which you are presently considering all relate to the
existing prohibitions in section 605 of the Communications Act against
the interception of private communications by wire or radic. Each

* of the bills would have the effect of modifying the existing prohibi-
tions in section 605 to authorize interception of private communica-
tions by representatives of specified agencies of the Federal Govern-
ment in the course of investigations involving possible violations of
law relating to the national security or national defense.

The Commission has prepared and submitted to your committee
comments on these bills consisting of a rather detailed analysis and
discussion of the provisions of the several proposals and the extent
to which their enactment would change the present Communiecations
Act. The basic policy questions raised by the proposals, however—
whether it is necessary in the interest of national security to authorize
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the specified agencies to intercept private communications and the
specific safeguards which should surround any such authorization—
are questions concerning which we have very little information, and
we are not in a position to make a recommendation. We, therefore,
are neither supporting nor objecting to the enactment of any of
the bills.

We do agree, however, with the apparent objective of section 6 of
I R. 408 in attempting to clarify the existing prohibitions on the
interception of messages by persons other than those who might be
expressly authorized to intercept such messages. As the Commission
has pointed out in its more detailed comments, the present language of
section 605 of the Communications Act is far from clear. And this
has led to a considerable amount of confusion as to. whether unauthor- .
1zed interception of a message is illegal per se, or whether it is only
illegal where the information secured thereby is publicly divulged or
used in a subsequent court proceeding. This is not an easy question
or ons which too readily lends itself to legislative draftsmanship. P
Thus, no one would suggest that it should be a violation of law for a
person going out of town to authorize his secretary to open any tele-
grams which might come for him and take any emergency action
that might be required. On the other hand, it scems equally clear
to us that it was not the intent of Congress in adopting the present
language of section 605 to permit outside parties to intercept private
radio or wire communications and use them for their own ends and
to the possible detriment of the parties to the communication.

We have pointed out in our detailed comments some of the questions
which are raised by the existing language of the Commurdcations Act
and some of the problems which might result were the specific lJanguage
of H. R. 408 to be enacted into law. And we have advanced for the
consideration of your committee a possible way of taking care of these
problems.

‘We do not wish to take the time of the committee on the details of the
various proposals. Wedo offer, however, the assistance o our lawyers,
our staff people, and the Commissioners themselves, for any assistance
that we might be able to give the committee.

Mr. Kearing, This document, headed “Comments of the Federal
Communiecations Commission on H. IR, 408, H. R. 477, and H. R. 3552,

Bills To Authorize Acquisition and Interception of Communications
in the Interest of National Security and Defense,” are the comments
to which you refer, are they ? .

Cormissioner Hype. Yes, Mr. Chairman,

Mr. Keatine, And you suggest that these be made o part of the
record at'this point?

loramissioner Hype. Yes. We believe that they may be helpful to .
the further study of the legislation. And if there are any questions
that arise from examination of that analysis material, or any other
services we could possibly offer in connection with your study of this
matter, we would be pleased to be called upon, of course.

Mr. Kearive. Was this prepared by you just recently ¢

Commissioner Hype. It was. But, Mr. Chairman, it does include a
substantial amount of material from comment that has been submitted
on previous occasions when there have been bills directed to this
subject matter.
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(The document referred to follows :)

COMMENTS OF THE FEDERAT, COMMUNICATIONS ComMissioN oN H. R. 408, 1. R. 477,
AND H. R. 3552, BirLs TO AUTHORIZE AcCQUISITION AND INTERCEPTION OF CoM-
MUNICATIONS IN TIIE INTEREST OF NATIONAL SECURITY AND DEFENSE

The provisions of H. R. 477 and H. R. 3552 are virtually identical. Kach of
these bills would authorize certain named officials of the United States Govern-
ment, under rules prescribed by the Attorney General, to require that telegraims,
cablegrams, radiograms, or other wire or radio communications be disclosed and
delivered to any authorized agent of one of the Government investigatorial
agencies named in the bill. Each also provides that, with the express written
approval of the Attorney CGeneral, information obtained by intercepting or record-
ing telegraph, telephone, cable, or radio communications, shall, without regard to
the limitations of section 605 of the Communications Act of 1934, be {lisclosed

r and delivered to such named officials. The authority which would be given to the
officials named would be used only in connection with investigations to prevent
any interfercnce with national security and defense by treason, sabotage,
espilonage, sedition, conspiracy, violations of neutrality laws, vieolations of the
act requiring the registration of agents of foreign principals, violations of the

» act requiring the registration of organizations carrying on certain activities
within the country, “or in any other manner.” ‘

The bills provide that information obtained in the manner authorized by this
statute shall be admissible in evidence in criminal or civil proceedings in which
the United States is a party provided that prior to acquiring or intercepting any
communication, a permit has been issued by a judge of any United States court
authorizing the acquisition or interception of the communications. A judge of
any United States court would be required to issue such a permit upon applica-
tion of an agent of one of the named investigatorial agencies if the judge is satis-
fied that there is reasonable cause to believe that the communications in question
may contain information that “might assist in the conduct of such investigation.”

There is also a provision in subsection (c¢) of these bills which would require
all persons to comply with the requests of persons duly authorized under the
statute, to disclose and surrender any radio or wire.communication in his pos-
session or control. Another provision, in subsection (d), would prohibit any
person from divulging or using the existence or contents of any information
obtained pursuant to the provisions of the proposed statute except for the pur-
poses provided in the statute. Finally, the bills contain a provision (subsee. (e))
specifying criminal penalties for their violation, a separability clause (subsec.
(f)), a definition of the word “person” (subsee. (£)) and a provision authorizing
the Attorney General to prescribe such rules and regulations as he may deem
necessary to carry out the provisions of the statute (subsec. (h)). )

. R. 408 is similar to FL. R. 477 and H. R. 3552 in that it contains the same
provision with respect to the conditions under which it would be required that
wire and radio communications be disclosed and delivered to any authorized
agent of any of the specified United States Government agencies. However, this
bill would also specificnlly permit the officials named, upon the express approval
of the Attorney General, to authorize their agents to obtain information by means
of intercepting or recording telephone, telegraph, cable, radio, or similar com-

* munieations, without regard to section 605 of the Communications Act and with-
out the necessity of first securing a permit from a judge of a Unifed States court.
Admissibility of evidence obtained pursuant to the provisions of this bill would
be limited to eriminal proceedings in United States courts arising out of the

. types of investigations enumerated in the bill.

This bill also provides that the existence or contents “of such application or
order” shall not be divulged except in a criminal prosecution in which informa-
tion obtained by intercepting communications “pursuant to such order” is sought
to be introduced. Since the previous provisions of the bill do not make reference to
any applications or orders, it is impossible to ascertain precisely to what the
term “of such application or order” refers, although there is a clause which would
require the express approval of the Attorney General before interceptions would
be permitted.

. k. 408 would, in addition, make admissible in evidence in the United States
courts in criminal prosecutions arising out of investigations of violatons enu-
merated in the bill information “heretofore obtained” upon the express approval
of the Attorney General, by means of intercepting or recording telephone, tele-
graph, cable, radio, or any other similar messages or communications. Another
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provision would prohibit any person, except those authorizec pursuant to this bill,
from intercepting, listening in on, or recording telephone, telegraph, cable, radio,
or similar messages or communications, unless they are transmitted for the use
of the general public or authorized by onc of the parties.to the inessage Or com-
munications, or his employment as part of the message or communications system
requires such action.

T'he problems inherent in the unauthorized interception of private communica-
tions have long been the subject of consideration by the courtz and Congress.

Although the Supreme Court in Olmstead v. United States (277 U. 8. 438), held
that the use of evidence of private telephone conversations, intercepted by means
of unautherized wiretapping, did not constitute a violation of the fourth and fifth
anmendments to the Federal Constitution, vigorous dissents to thig holding were
registered by Justices Holmes, Brandeis, Batler, and Stone. Morcover, the policy
underlyins these dissents was subsequently enacted into law by the adoption of
section 605 of the Communications Act, which for the first time extended the pro-
hibitions of the Radio Act of 1927 against, interception and divulgence of radio .
conimunications to prohibit unauthorized interception of wire communications, ’
and that policy has been continued in effect until the present secticn 605 provides:

“No person receiving or assisting in receiving, or transmitting, or assisting in
transmitting, any interstate or foreign communication by wire or radio shall
divulge or publish the existence, contents, substance, purport, effact, or meaning .
thereof, exeept through authorized channels of transmission or reception, to any ’
person other than the addressee, his agent, or attorney, or to a parson employed
or authorized to forward such communications to its destination, or to proper
accounting or distributing officers of the various communication centers over
which the communication may be passed, or to the master of a ship under whom
he is serving, or in response to a subpena issued by a court of competent juris-
diction, or on demand of other lawful authority ; and no person nct being author-
ized by the sender shall intercept any communication and divulge or publish the
existence, contents, substance, purport, efiect, or meaning of such intercepted
counnunication to any person; amd no person not being ontitled thereto shall
receive or assist in receiving any interstate or forelgn communication by wire or
radio nd use the same or any information therein contained for his own benefit
or for the benefit of another not entitled thereto; and no persen having received
sucli intercepted communication or having hecome acquainted with the contents,
substance, purport, effect, or meaning of the same or any pert thereof, knowing
that such information was so obtained, shall divulge or publish the existence,
contents, substance, purport, effect, or menning of the same or any part thereof,
or.use the same or any information therein contained for his owr. benefit or for
the benefit of another not entitled thereto: Provided, That this section shall not
apply to the receiving, divulging, publishing, or utilizing the contents of any radio
communication broadcast, or transmitted by amateurs or others for the use of the
general public, or relating to ships in distress.”

In Nardone v. United Statcs (302 U. 8. 379), the Supreme Court held ihat
Governmernt employees, including law-enforcement officials, were included among
the persons who were forbidden by section 603 to engage in the practice of wire-
tupping. On numerous occasions since enactment of section 605 and announce-
ment o1 the decision in the Nardone case in 1937, legislation has been proposed
under which Yimited wiretapping and interception of radio eommunication by
law-enforcement officers would have been zuthorized. None of these proposals
were enacted.

One interpretation of the second clause of section 605 which has been offercd
is that, under it, mere interception of wire communications is not prohibited so
long as there is no subsequent public divulgence of the contents o1 meaning of
the interception. This interpretation appears to be hased on the use of the
language “intercept * * * and divulge” in the present section 605. On the other
hand, another interpretation of the existing language is that intentional inter-
ception of private messages i, without consideration of the formal or public
divulgence thereof, a violation of the provisions of that section. This interpreta-
tion flows from the general purpose of the section which is to protect the privacy
of private communications. But, in addition, the fourth clause of section 605
presently makes it illegal for anyone who has received intercepted messages or
has any knowledge thereof to use “information therein contained for his own
benefit or for the benefit of another not entitled thereto.” Nothing in the lan-
guage of the section serves to limit the forbidden “uses” of intercepsted messages
to divulgence of the contents of the messuges or of information obtained by
means of the-messages in formal court proceedings. There has heen no (efinitive
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court interpretation of this question. Ilowever, while there may be some ques-
tion as to whether interception alone constitutes a violation of section 603, it is
clear that intercepted messages or information acquired as a result of intércept-
ing messages may not be intruduced in evidence in proceedings in Federal
courts.

This Commission has consistently taken the position that private communica-
tions should be afforded the maximum amount of privacy and, by enacting sec-
tiou 605 of the Communications Act, Congress has clearly indicated that it sub-
scribes to the same view. The Commission has recognized, however, that the
interests of national security 1nay require that, in certain instances, Federal law-
enforcement officers be given the authority to intercept private communications,
4and has expressed such views in comments upon proposals introduced in pre-
vious Congresses to authorize such activity., However, the Comnission has
consistently stated its beliefs that any relaxation of the prohibitions contained
in section 605 should be limited to cases directly affecting the nationul security

4, and should be cireumscribed by the most careful procedural safeguards.

Of the three bills to which these comments are directed, H. R. 408 provides
that the express approval of the Attorney General must be secured before rep-
resentatives of the named ugencies may obtain information by means of inter-
cepting, listening in or or recording any messages or commmunications, Il R. 477

* and H. R. 3552 provide that the express written approval of the Attorney Gen-
eral is necessary before any informatjon obtained by intercepting or recording a
communication may be discloged or delivered to a representative of one of the
specified agencies. And in addition, these lutter two bills provide that before
any message may be intercepted or acquired, a permit must be secuved from a
Federal judge authorizing the acquisition or interception of the communication.
Such permits would be issued by the judge where he was satisfied that regsonable
cause existed for believing that the communication might contain information
which would assist in the conduct of the investigation. The Commission does
not believe that it is in a position to comment as to whether, and the extent to
which, the additional protections to the individual, as set forth in the latter two
bills, are necessary or consistent with national security.

All three bills under consideration limit the authority to acquire and intercept
comuunications to cases invoiving specitied crimes and violations of specified
statutes which involve ithe national security. However, each of the bills adds
at the end of the specific lisiing of crlmes against the national security the
words “or in any other manner.” It ig believed that the addition of theke words
raises serious questions of definiteness which should receive the most careful
counsideration of Congress. As a result of the inclusion of these words, law-
enforcement officers would apparently be aunthorized to intercept private com-
munications not only in the course of investigations to ascertain, prevent, or
frustrate any attempts to interference with the national security through the
commission of the various crimes enumerated by the bills, but also to intercept
private communications where they may believe the national security or defense
ig being interfered with in any other manner.

It is recognized that the Congress from time to time may desire to make
activities prejudicial to the national security or defense, other than those
presently enumerated in the three bills, criminal offenses or otherwise subject

i to restraint. However, it is suggested that the possibility of such future enact-

: ments does not require the inclusion of thie words “by any other means” in the
present proposals. Instead, if and when such other activities are made criminal
by congressional enactments, Congress can, at that time, if it believes that the
national interest so requires, provide that such specified activitics shall also

» be included among those for which investigating officers may secure appropriate
warrants to enable them to cngage in interception of private communications
in 2id of the investigation, prosecution, or prevention of such activities,

As noted above, there is also a provision in H. R. 408 which would make
admissible in evidence in criminal proceedings in United States courts arising
out of any of the violations enumerated in the bill, any informsition obtained
prior to the enactment of this statule, upon the express approval of the Attorney
General, by means of intercepting, listening in on, or recording communications.
This provision involves a determination relating primarily to questions of
criminal law rather than of communications policy concerning which we do
not wish to comment. '

All of the bills under consideration contain provisions prohibiting any person
from divulging or using the existence or contents of any information obtained
pursuant to the provisions of these bills, otherwise thin foi the purposes
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cnumerated in the various bills. The Commission believes that this prohibition
is a salutary one, which will help to prevent any possible abuse of the authoerity
conferred by this type of legislation. It is especially important in view of the
fact that, in the course of such interception, other information, unrelated to
the security questions which led to securing of authority for the interception in
the first instance, may come to the atteation of the intercepting officers.

H. R. 408 contains an additional provision (sec. ), not included in the other
bills, which provides that no person except those authorized by the provisions
of that bill, shall intercept, listen in on, or record telephone, telegraph, cable,
radio, or similar communications, unless transmitted for the general public or
authorized by one of the parties to the message, or his employment as a part of
thie communication system requires him to do so.

The provision providing that persons may intercept, listen in on, or record,
conununications, if authorized by one of the parties to the cominunication would
apparently change existing law in a significant respect. Section 605 now provides
that “no person not being authorized by the sender shall intercept any comi-
munication and divalge or publish the existence, contents, subistance, purport,
effect, or receiving of such intercepted communication to any person.” Under
this new provisgion, it would appear that a telegraph message or telephone cou-
versation could be legally intercepted by persons other than the law-enforceraent
officers expressly authorized to do so by other sections of the bill, if the party .
receiving the message or listening to the telephone conversation consented oven
though the party actually uttering the intercepted language did not even know
such interception was taking place. This could clearly result in an unwarranted
invasion of the privacy of telephone conversations, and the Commission believes
that Congress should give serious consideration to the consequences of enacting
this provision.

The final clause of section 6 of H, 1. 408 would exempt from its prohibitions
persons whose employment as part of the communication system reguires them
t{o infercept, listen in on, or record comsnunications. While section 605 does
not presently contain any express exemption from its restrictions for employees
of comnmunications systems, it is our belief that an implied exemption for the
necessary actions of communications system employees has alwnys een recog-
nized just as such an exception wmust be implied with respect to the activities
of the Commission field personnel engaged in essential monitoring activities.
Insofar as H. R. 408 wonld spell out this exemption in statutory form, there
would appear to be no objection, hut if such an exception is written into the act
it might be appropriate also to exempt Commission monitoring activities.

Section 6 of H. R. 408 would prohibit all intercepting, listening in on, or
recording of communications except for the exemptions enmerated. As we have
noted above, the existing provision of section 605 have been interpreted by some
as prohibiting any ‘“unauthorized interception of private communications, while
others believe that there must be both interception and divulgence in order to
constitute a violation of the section.

In view of the divergent viewpoints as to the proper resolution ¢f this problem,
il is believed that some clarification of the present provision of section 605 which
reads “intercept * * * and divulge or publish” might be helpful, A flat prohi-
bition against interception per se would, however, raise serious questions as to
the validity of practices and devices presently accepted and regarded as desirable.
For example, the use of party-line telephones and shared frequencies in the
special services radio band would be open to attack. It is, therefore, suggested
that consideration be given to amending the statute to make it illegal to intercept
any communication and divuige, publish, or use it or to intercept any com-
munication with intent to divulge, publish, or use it. Thus wordad, the section
would protect those who might innocently intercept communications, since the
intent to divulge, publish, or use the message intercepted would not be present.
In the case of tapping wire communications, however, Congress might well wish
to provide that the zct of interception itself by anyone otheér than n Federal law
enforcement officer acting pursuant to the provisions of the proposed bill, would
constitute a prima facie case of a violation of the statute, since it ig difficult
to imagine any instance where wiretapping would be engaged in without the
intent to receive information for divulgence, publication, or use. It is believed
that this added protection for telephone communications is justified, due to
the nature of that medium, and would recognize a very basic difference in the
nature and use of wire as contrasted to radio communications. The user of
any forin of radio communications realizes that radio messages arc easily inter-
cepted and acts accordingly. In fact, when secrecy of radio messages is desired,

g
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as, for example, over international radiotelephone, the messages are “gerambled”
to make them unintelligible to anyone who might intercept them. Iu the case of
wire communications, however, secrecy is normally both intended and expected.

The Commission would also like to add a comment concerning the prohibition
in section 6 of H. It. 408 with respect to recording communications. The Com-
mission has found, after an extensive public proceeding, that a real need and
demand exists for legitimate Government and commercial purposes, for the use
of recording devices in connection with interstate and foreign telephone service.
We therefore concluded that the use of such devices should be permitted, on
condition, however, that such use be accompanied by adequate npotice to all
parties to the telephone conversation that it is being recorded. Accordingly,
in its report of March 24, 1947, In the Matter of Use of Recording Devices in
Connection with Telephone Service (Docket No. 6787), and its subsequent orders
of November 26, 1947, and May 20, 1948, the Commission spelied out the manner
in which they could be installed so as to insure the privacy of telephone com-
munications and inform all parties thereto that a {ranscription of the conversa-

+ tion was being made. A copy of the above report and orders of the Commission
is enclosed for your information. While the Commission’s rules presently require
that all parties to a recorded telephone conversation be put on notice, by means
of a periodic “beep” signal, H. R. 408 would appurently permit recording of
telephone conversations by one of the parties thereto without any notice what-

i soever to other parties to the conversation. We believe this would not be in
the public interest.

Mr. Keatine. We have had a communication from the Western
Union Telegraph Co. suggesting an amendment to H. R. 477, begin-
ning at line 18 on page 2, Just after the figure 1103, reading as follows:
and all carriers subject to this act are hercby authorized to permit such inter-
ception, receipt, disclosure, or utilization of the contents of any such communi-
cation by wire or radio.

Would you have any views on that; or, if not, would you give the
matter your considered opinion and let us have the views of the Com-
mission on the inclusion of a provision of that kind?

Commissioner Hype. Mr. Chairman, if that will meet the con-
venience of the committee, I would like to examine that with care.
This kind of business is technical, and if I can have an opportunity
to relate that language to the language proposed in the bill and discuss
it with my colleagues of the Commission, I will be in a better position
to give you a statement on it,

Mr. Kearina. Will you give us a letter? We may wish to make
that a part of the record.

Commissioner Hypr. Yes.

Mr. Kearina. Thank you very much.

(The information referred to appears at p. 90.)

- Mr. Kearive. We will ask you for a report also on H. R. 5149, which

' was just introduced May 12 since you considered the other bills.

Commissioner Hypi. Yes. And we will offer our comment on it as
soon as we have had an opportunity to examine the bill.

(The information referred to appears at p. 90.)

Mr. Keatine. Mr. Crumpacker ?

Mr. CrumpPACKER. Do you envision any substantial disruption or
interference with the normal activities of these public utilities by the
enactment of any of these acts?

Commissioner Hypz. I should say that if the opportunity to inter-
cept messages were carefully gnarded, limited as I understand is the
purpose of the legislation to do, so that it could be handled in a way
that would not interfere with the normal operation of the carriers,
T see no reason why the matter could not be arranged in such a way
as to not interfere with their ability to transact their business.
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I think that the extent to which access might be given to communi-
cations, the extent to which their privacy might be affected, could have
an effect on the volume of traffic, on the use that is made of the facil-
ities of the carriers. But I am sure that is a point that will be taken
into very careful consideration.

Mz, Crompacker. Do you mean by that that it might force potential
lIawbreakers to divert their business to other channels or something
of that sort? '

Commissioner Hype. My point really was that privacy of communi-
cations service is one of the features that makes it useful, attractive,
and vahy the public relies on its privacy and malkes very extensive
use of it. :

Mr. Crumeacker. But as long as the disclosure is limited to matters
affecting the national security, that should not restrict the business :
too much, should it ?

Commissioner Hype. Tt seems to me that it should be possible to
both safeguard the national interest and at the same time prevent the
opening up of private communications to irresponsible interception.

Mr. CrUMPACKER. That is all.

Mr. Keatine. That is a]l. Thank you very much, Mr. Hyde.

'The next witness is Mr. C. R. Wilson, representing the Department
of the Navy.

STATEMENT OF C. R. WILSON, APPEARING ON BEHALF OF THE
DEPARTMENT 0F THE NAVY

Mr. Wirson. Mr. Chairman, we have commented, you will remem-
ber, on the 4th of May, with reference to H. R. 477. T understand we
are being requested to comment on ¥, R. 5149, We have no position
at this moment, sir, on that latter bill.

Mr. Keatine. Did you wish to supplement the statement you made
last time on the other bills?

Mr. WiLsoxn. Only to the extent that we continue to support the
provisions of those bills as of this time, sir.

Mr. Keatine. In other words, you support the position that appli-
cation should be made to the court?

Mr. Wirson. We had commented requesting that the authority be
vested in the secretaries of the military services, plus the Attorney
General. That was considered to be probably the best legislation for
our purposes. But I am certain that the Defense Department has an
open mind on the subject and would be perfectly willing to go along,
should it develop that the other is move desirable.

Mr. Krarive. What about the question raised by the Attorney
General that the FBI is the only one that should have this authority?
How do you feel about the intelligence agencies of the military and
naval services?

Mr. Wirson. I would like to check and obtain a position, Mr. Chair-
man, on that. My personal feeling is that the agencies have responsi-
bilities in that field.

Mr. Kuatine. Well, Mr. Wilson, I realize the position you are in
but we want men before this committtee who can state the position of
the department involved.

Mr. Wirson. That is right, Mr. Chairman, but we were not told to
have a position on . R. 5149.
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Mr. Kearine. We want a witness here who is ready to meet these
questions as they arise, and who is in a position of sufficient authority
to advise this committee of the position of the service involved, and you
may report back to the Secrctary of the Navy that that is the kind of
a witness we want here. .

I appreciate the position you are in, and it is not said in any criticism
of you. But these hearings are of no value to us unless we have
someone here who is prepared to state the position of the service in-
volved, as Mr. Rogers did for the Attorney General.

Mr. Wuson. I agree with you, Mr. Chairman, and I am sorry that
we were not advised that we would appear on behalf of H. R. 5149,
as we were today, sir.

Mr. Kearine. It is not a question of appearing on behalf of any
specific bill. We want a witness here who can state the position of
the Government department involved on whatever question may arise
during the course of the interrogation.

One important question here 1s the one raised by the De][;uty Attor-

¢ ney General, in which he said that he thought on% the FBI should
have this authority. I want to know whether the Department of the
Navy goes along with that theory or not.

Mr. Wirson. No, sir. In line with our previous testimony, the
Department has gone on record as requesting authority for the Secre-
tary of the Army, Navy, and Air Force, and the Attorney General.

Mr. KzaTinc. Then we may assume, maybe, that that is the position
of the Department of the Navy, and that they are opposed to limiting
the authority to the FBI?

Mr, Wirson. Yes, sir.

Mr. Kratine. Mr, Crumpacker?

Mr. Crumracker. Can you enlighten the committee any on this
matter of who conducts investigations on military establishments?

Mr. Wirson. Yes, I believe I can, sir.  Assuming that you had an
allegation of espionage against a member of the military in uniform,
and that the Espionage Act concerned that member’s participation
only as distinguished from civilian groups’ participation with them.
I think it would be the responsibility of the military service concerne
to conduct the investigation.

There are certain activities occurring on (Government reservations
for which the FBI has statutory responsibility, crimes on a military
reservation. And certainly in those cases, the FBI would have juris-
diction in such matters. 1f there were civilians involved, it, undoubt-

A edly would be FBI jurisdiction. :
1t there were civilian and military involved, it would definitely be
a coordinated effort between the FBI'and the service agency concerned.
y Mr. Crumracker. In the case of a man in uniform, they would be

tried by court-martial or by the military service concerned, rather than
in the civilian court; would they not?

Mr. Winson. It is entirely possible; yes, sir. One consideration in
that regard might be that if a man in uniform were implicated in an
offense with a civilian, and it was decided that both should be subjected
to the same form of tribunal, the man in uniform might be made avail-
able for trial in civil court with the civilian.

Mr. Crumracker. I am wondering now about the question of rules
of evidence in courts-martial, whether any legislation would be neces-
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sary to make wiretap evidence admissible in g, court-martial pro-
ceeding,

Mr. Wirsow. I will be glad to present that problem, sir, and have
an opinion on it. I think the Uniform Code of Military Justice
under which we operate, of course, would probably be susceptible to
Federal rules and such laws as might affect it. But we will be glad
to take that question back and reply to the committee.

Mr. Cromracker. That is all T have.

Mr. Kreamina. That is all.  Thank you, Mr. Wilson.

Mr. Wirtson. Thank you, Mr. Chairman.

Mr. Kearine, Next is Mr. Franklin L, Welch, representing the De-
bartment of the Air Force.

STATEMENT OF FRANKLIN I. WELCH, APPEARING ON BEHALF
OF THE DEPARTMENT OF THE AIR FORCE

Mr. Wercis. I am here, Mr. Chairman, in the absence of Mr. Levi,
who is in the Counter-Intelligence Division of OSI, who is in charge of
1t.

The position of the Air Force is in accordance with what Mr. Wilson
just mentioned : namely, that the Air Force, together with the Navy
and the Army, would like to be included, instead of the presentation
there that it only grant authority to the FBI,

I agree with Mr. Wilson that in our work in the Air Force we do
havo cases and will have cases where they refer solely to military per-
sonnel on active duty. In that respect it is my understanding that
where there is no civilian angle developed, up until the stages where
civilian people are engaged in that particular case, it would be strictly
an Air Force investigation.

I believe that that would be true in the N avy or the Army. If, of
course, as Mr. Wilson mentioned, there is joint activity, I am sure
then that it would be a coordinated investigation. If the case in-
volved primarily civilian personnel, then I feel that the FBI would
assume primary responsibility or primary jurisdiction. But, never-
theless, in that case there would be a close coordination between the
agency and the FBI.

My, Kratine. Mr. Crumpacker, any questions?

Mr. Crumeackrr. No, sir.

Mr. Kearing, Thank you very much.

M. Wercn. Thank you.

: ¥
Mr. Krarine, Maj. D. R. Greenlief, appearing on behalf of the
Department of the Army. -
STATEMENT OF MAJ. D. R. GREENLIEF, APPEARING ON BEHALF .

OF THE DEPARTMENT OF THE ARMY

Major Greenvmr. Mr. Chairman, the Department of the Army
will support the position that has been outlined by Mr. Wilson and
the Department, of the Air Foree, in that we would like to see the
military intelligence agencies have the authority to intercept commu-
nications.and to require that the communications be disclosed under the
proper safeguards as they are outlined in the bills,

1 think that it is necessary, especially in overseas areas. I am sure
that the Army has complete jurisdiction in the investigation of cases in
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overseas areas, including both military and civilian; but the disposi-
tion of those cases, again—those cases would be turned over to the
Department of Justice for disposition.
Mr. Kearing. Thank you, Major.
Any questions?
Mr. Crumracker. No questions.
Mr. Kearine. Thank you very much. o
Mr. Irving Ferman, Washington director of the American Civil
Liberties Unilon, is listed as a witness, but T understand he has re-
quested permission to be heard at the next hearing.
There are one or two statements submitted; is that right?
Mr. Forey. Yes, sir, Mr. Chairman. One was submitted during the
y noon recess by the National Lawyers Guild, with a covering letter,
' wherein they ask that it be incorporated into the record at this time.
Mr. Kearrng. That will be received.
(The statement referred to follows:)

STATEMENT OF THE NATIONAL LAWYERS QuIiLp OprosiNg PENDING Biris To
LEGATIZE WIRETAPPING -

Several bills dealing with wiretapping have been introduced in the 83d Con-
gress. These include H. R. 408 (Celler bill), 477 (Keating bill), and 3552 (Walter
pill). All of these bills propose to legalize wiretapping and the interception of
other wire and radio communications under designated conditions, and to permit
the introduction of evidence so obtained. In addition, the Attorney General has
announced his intention to propose legislation to permit wiretapping by Govern-
ment agencies under certain circomstances.

H. R. 408 authorizes wiretapping by the FBI and specified military intelli-
gence agencies in the conduct of investigations “involving the safety of human
life or to ascertain, prevent, or frustrate any interference or any attempts or
plans for interference with the national security and defense by treason, sabo-
tage, espionage, sedition, seditious conspiracy,” by violations of neutrality laws,
the Foreign Agents Registration Act, or the Atomic Knergy Act, “or in any other
manner.”

H. R. 477 and H. R. 3552 are virtually identical bills which differ from B, R.
408 in only two major respects: (1) They eliminate from the above list investiga-
tions involving the safety of human life, sedition (but not seditious conspiracy),
and violations of the Atomic Energy Act. This change appears to be of little
consequence since the bills retain the catehall phrase, “or in any other manner.”
(2) They require, as a precondition to legal wiretapping, the issuance of a permit
by a judge of any United States court upon his being satisfied that “there is
reasonable cause to believe that the communications may contain information
which would assist in the conduct of such investigations.”

The bills are deceptively simple in appearing to restriet wiretapping to limited
fields. 'The basic standard is that the investigations relate to suspected “inter-

4 ference or any attempts or plans for interference with the national security and

' defense.” This is a vague generality which confers a roving commission. The
listing of specific crimes is not a significant limitation on this generully, since
these are followed by the catchall phrase “or in any other manner.” Furthermore,
the crimes listed include such legislation affecting speech and association as sedi-

- tious conspiracy, the Foreign Agents Registration Act, and the Voorhis Act.
Unquestionably, the chief effect of the bills, if enacted, would be to legalize sur-
veillance by wiretapping of members of radical, or allegedly radical, organiza-
tions, and this not because of any acts or threatened acts by them, but because of
their views and associations.

Leaving these considerations aside, the bills are defective in their basic
assumptions. .

The first of these assumptions is that wiretapping is a necessary and important
investigative method to detect or prevent serious crimes. It seems plain, how-
ever, that persons engaged in or contemplating enterprises involving criminal
acts are most unlikely to engage in telephone conversations which would supply
clues of their actions. What wiretapping really discovers is not criminal acts,
but associations. Mr. J. Eilgar Hoover, though a leading advocate of proposals
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to legitimate “limited wiretapping,” himself once adritted in an ungunarded
moment that wiretapping is an “archaic and ineficient” procedure which “has
proved a definite handieap or barrier in the development of ethical, scientifie,
and sound investigative technique” (letter of February 9, 1940, quoted in 52
Harvard Law Review, 863, 870).

The second basic assumption of the bills is that the obnoxious characteristies
of wiretapping can he eliminated by confining tapping to limited investigative
areas and by requiring a judge’s advunce clearance. This assumption ignores
the obvious fact that wiretapping is inherently a nonselective technique which
inevitably intrudes on relations of privacy. The situation iz well deseribed in
a Report on Certain Alleged Practices of the I'BI, made by a guild committee,
in its comment on the claim by the Department of Justice that it limits wire.
tapping to a very limited type of cases :

“Not only is the ‘limitation’ on wirelapping imposed by the Attorney General
largely ignored in practice, as shown by the Coplon reports, hut it is inherently
meaningless. As a recent editorial in the Washington Post (Janunary 11, 1950)
50 well said:

““The limitation proposed by the Attorney General ig, in any case, a2 meaning-
less one. Persons suspected of espionage or sabotage are presumed under the
lavs to be innocent until proved guilty. Anyone may be suspected. Anyone’s
telephone, therefore, may be tapped under this proposal if the Attorney General
suspects him. It may be that such indiscriminate wiretapping would help the
I'BI to eateh spies and saboteurs. So, for that matter, would rifling the mails
and reading private correspondence. 8o would unrestrained power to search the
home of any suspected individual. 8o would suspension of the writ of habeas
corpus which, as evervbody knows, is used by criminals to make the work of
the police more diffcult. No doubt a judicious use of the thimbserew and the
rack or other third-degree techniques—applied, of course, only to noncitizens or
to vitizens who engaged in espionage or sabotage—would help the cops to get
convictions,

“‘But every free and civilized society has forbidden its police to use such
methods. They are methods that distinguish and identify the police state.

“It should also be kept in mind that it is not only the relephione conversations
of the suspected person which are intercepted. The private conversations of
all other persons with them or with mombers of their family or other persons
using their phone are likewise intercopted and recorded. [Chus every hasic
confidential relationship may be violated —that between husband and wife, parent
«nd child, doctor and patient, lawyer and client, and ministerr and parishioner.
The entire concept of the right of privacy, and of the freedom of communications
is deeply undermined in this process” (X Lawyers Guild Review, 181, 192-193
t1950) 5,

Mr. Justice Holmes once deseribed wiretapping as a “dirty business” (Olm-
stead v, tUnited States, 277 U. 8. 438, 470 (dissenting)). To this may be added
the obsurvation that it is also a dangerous business because it tears the fabric
of freedom which is the strength of a democratie society. The enactment of any
bill legnlizing wiretapping, no matter how superficially hedged, would be de-
plorable as a long step toward a police siate.

We urge the Congress to reject these and all similar bills,

Mr. Kraring. Are there any further communications? >
Mr, Forey. Mr. Ferman asked that his statement be incorporated
now, but in view of the fact that he will be here later, we mi ght hold it.
Mr. Kearrna. We will hold it until he appears.
This committee will adjourn the hearings on various bills before us s
that we have been discussing here, until a later date. There will be
-one more day of hearings, at which the opportunity will be afforded
to any others who wish to be heard.
After a 20-minute recess, the committee will resume the hearings
on the fireworks bills. It is necessary for the mernbers to vote on an
important amendment. We will roturn here in about 20 minutes to
tuke some initial testimony with reference to these so-cnlled fireworks
bills.
The committee will stand in recess
(Whereupon, at 2: 35 p. m., the hearing was recessed, subject to the
cull of the Chair.)
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WEDNESDAY, JULY 8, 1953

House or REPRESENTATIVES,
SuscommiTTEE No. 3 OF THE |
“ COMMITTEE ON THE J UDICIARY,
Washington, D. C.

The subcommittee met, pursuant to notice, at 10:40 a. m.,, in room
846, Old House Office Building, the Honorable Kenneth B. Keating,

* chairman of the subcommittee, presiding. ]

Present : Representatives Keating (presiding), Crumpacker, Willis,
Donohue, and Fine. ’

Also present: Representative Celler and William R. Foley, com-
mittee counsel.

Mr. KeariNg, Mr. Irving Ferman of the American Civil Liberties
Union? Mr. Joseph I. Rauh of the Americans for Democratic
Action?

Mr. GuNturr. Mr. Chairman, I am John J. Gunther, legislative
representative of the Americans for Democratic Action. Mr. Rauh
is out of town on business and was unable to get back today. I there-
fore appear in his behalf.

Mr. Kuatine. Do you have a prepared statement ?

Mr. GunTiier. Yes, sir, the committee has copies of it. Mr, Rauh
was to appear here today on behalf of the ADA and is out of the
city on business and unfortunately is unable to get back in time for
these hearings. I therefore request that Mr, Rauh’s testimony, which
has been submitted to the committee in writing, be made a part of
the record on this question and be printed in the hearings. I can
either read the testimony into the record, Mr. Chairman, or just sub-
mit it; and if there are questions as to the content of the testimony,
I would be very happy to have those questions and ask M. Rauh to

, submit his answers in writing by the end of the week. He will be

' back in town tomorrow.

Mr. Krarrng. Would you be prepared to respond to questions in
regard to this matter ?

R Mr. Gu~ntier. I would prefer limiting my response to questions
with regard to the process through which the ADA authorized taking
the position, and questions about ADA, if that were necessary. But
as to the legal arguments, Mr. Rauh would be more capable of doing
that than L.

Mr. Keating, The statement of Mr. Ranb will be made a part of
the record of the proceeding. '

55
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(The staternent of Joseph L. Rauh, Jr., on behalf of Americans for
Democratic Action, is as follows:)

TESTIMONY OF JosEPH L. RAUH, JR.,, ON BEHALF OF AMERICANS FOR DEMOURATIC
AcTIoN WiTH REFERENCE TO LEGISLATION TO AUTHORIZE THE UBE of WIRE-
TAPPING

My name is Joseph L. Rauh, Jr. I am an attorney, engaged in the practice of
lJaw in Washington, D. C.

I appear here today to present the views of Americans for Democratic Action
‘ADA) on the question of authorization of wiretapping and the use of evidence
obtained thereby. I am a national vice chairman of ADA. The views I present
in this statement were approved by the ADA executive committee on June 22,

1953.
Wiretapping today is illegal in all respects. Not only is the evidence inadmis-
sible in court but the act of tapping is itself a violation of law. .

Wiretapping is an invasion of the right of privacy and a serious infringement
of civil liberties. That is why the Federal Communications Act prohibits all
forms of wiretapping and why the Supreme Court gave this prohibition such
wide scope in the second Nardone case. Before we legalize any wiretapping
or permit its use in court, we must be certain that the defense of our country 'S
against espionage and sabotage requires this infringement upon privacy and that
the grant of authority to tap is no broader than the necessities of the situation.

Weighing the dangers from espionage and sabotage against the dangers inherent
in limited wiretapping, ADA favors legislation for a definite period of time to
anthorize wiretanping by the Department of Justice and the use of evidence
so obtained in court, if :

1. The case involves espionage or sabotage;

2. A Supreme Court Justice or the chief judge of a circuit court of appeals
approves the tap in writing after assuring himself, upon a written representa-
tion of the Attorney General, that there ig substantial reason to believe that
espionage or sabotage has been or will be attempted ; and

3. Taps under all other circumstances are expressly prohibited and eriminal
penalties for vielation of this prohibition are made explicit.

On May 8, 1953, the Attorney General urged the enactment of the following:

“That, notwithstanding the provisions of section 605 of the Communications
Act of 1934 (48 Stat. 1103), information heretofore or hereafter obfained by the
Federal Bureau of Investigation through the interception of any communication
by wire or radio upon the express approval of the Aftorney General of the
United States and in the course of any investigation to detect or prevent any
interference with or endangering of, or any plans or attempts to interfere with
or endanger. the national security or defense, shall be admissible in evidence
in criminal proccedings in any court established by act of Congress.”

In his letter transmitting this proposil to Congress, the Altorney General
urged that:

“Phe attached proposal, which I commend to your consideration, is limited
in several respects. In the first place, its application would be restricted to
investigations relating to the national security or defense. Secondly, wiretap
evidence would be admissible only when obtained by the Federal Bureau of .
Investigation. Thirdly, wiretapping within the contemplation of the bill would
require the express approval of the Attorney General. Finally, wiretap evidence
would be admissible only in eriminal proccedings in Federal courts.”

We find three principal objections to the Attorney General’s proposal:

First, it would probably be deemed to amend the Communications Act of 1934 .
to give legislative approval to all wiretapping by Federal: agents. By expressly
permitting use of wiretap evidence in court in the case of certnin crimes, the
proposed bill would have the effect of legalizing the wiretap itself in all instances.

Secend, the proposal would permit the use of evidence cbtained by wiretap-
ping in crimes “endangering the mnational security or defense.” The specific
crimes should be listed and thus limited to espionage or sabotage. The term
“national security or defense” is vague and uncertain in meaning.

Third, the proposal is lacking in judicial safeguard, for the Attorney General
is charged with policing his own action. Wiretapping is a serious business, and
for the exccutive to engage in it prior specific approval from the judiciary should
be required. Wiretapping, like searching, is a governmental inquiry into the
privacy of an individual’s affars, and, as in searching, wiretapping needs super-
vision by the highest courts.
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Mr. Krarive. Mr. Rauh’s statement does not contain the method
by which ADA arrived at these conclusions? )

Mr. Guntirer. It says the executive committee authorized him to
appear here and take this position, which is the case. _

Mr. Kuatine. Did you want to elaborate on the method by which
that resulted?

STATEMENT OF JOHN J. GUNTHER, LEGISLATIVE REPRESENTA-
TIVE, AMERICANS FOR DEMOCRATIC ACTION

Mr. Gunrarr. The question was raised at the ADA national con-
vention; and a resolution on wiretapping was approved by the con-
vention’s domestic policy commission and was referred by the conven-
tion to the national board, which in turn referred it to the executive
committee. The exccutive committee, meeting on June 22, 1953,
voted to support this position.

Mr. Kearine. You ave familiar with the contents of the statement?

Mr. Gunrner. Yes; I am. :

Mr. Keating. I am very interested in the viewpoint presented by
the ADA. I would like to ask you a question or two about No. 2, the
second condition, wherein you advocate that a Supreme Court Justice
or the chief judge of one of the circuit courts of appeals approve
of the wiretapping. The bill, H. R. 477, does provide for court per-
mission. There are some who have appeared here who advocate that
the permission be granted without court permission. But H. R. 477
does provide for that, although not on as high a level as that to which
you refer. I am a little worried about, the practical side of that as to
whether it would be practical to have to go to one of those judges,
who might not be too available; and also that it might entail a degree
of work on their part which would scarcely be justified.

Mz, Gunrier. I believe the feeling of the executive committee is
that there will not be a large number of cases where wiretapping
should be authorized, and that the great majority of cases would prob-
ably be instances where the Attorney General would be here in the
District of Columbia, where the Supreme Court does sit and where
there is a circuit; and therefore it would be better to have a limited
number of judges handling this question, thereby keeping a more cen-
tralized control over it so that if the courts wanted to look into it or
the Congress wanted to see how this was working out there would be
v a limited number of offices it had to go to and a limited number of
i people it had to ask about this question, rather than every district

judge in the United States. ‘ ‘

Mr. Kzaring., There is something to your argument. Of course it
is desirable to have these applications concentrated, I would think,
as much as possible with certain judges for the additional reason it
would result in less chance of leakage of information. That is one
of the chief problems which has bothered me in connection with the
Attorney General’s presentation, in which he advocated that the bill
not provide for going to court. I think Congressman Celler in his
presentation also took the same position. It of conrse would destroy
much of the effectiveness of the bill if it were going to become public
property.

Mr. GuntaER. The law would be useless.
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That is right. But I am just a little concerned about

whether we should load up the Supreme Court or the chief judge of
the court of appeals with that type of work; and also, where applica-
tiors were being made in other parts of the country, I am not sure
that would be feasible. But we will take that suggestion under

consideration.

Mr. GuNtaer. Thank you, Mr. Chairman.

Mr. KeaTine,

There is one other thing I noticed, in Your statement.

You advocate that this apply only for a fixed period of time. In
other words, you are inclined to be opposed to permanent legislation

Mr. Gunruaer. We would be inclined to have it for a fixed period
o3 time so that we would be assured of legislative reviev at some time,

Three or five years from now the Congress would have to take up the
question: Has this worked out? Should it be continued? So the

question would be aired again before the Congress. That was our

thinking there.

So long as the problem exists ancl in the wisdom of

the Congress they feel 1t exists, then the law could be extended ; but
wo would advocate a fixed period so that it would bo mandatorily
reviewed here before you sometime in the future, rather than going
into the statutes for an indefinite period of time,

Mr. Kvarrxe,
was taking, but

I want to say I did not know what position ADA
I am not sure the committee would go along with

all its suggestions. However, I do think you should be commended

for recognizing

dangers from espionage and sabotage against t

the problem in saying that ﬁou1 are ‘We'ig}}lling tthe
e dangers inherent in

limited wiretapping.

"There are dangers on both sides. I think the committee recognizes
that. We must be very careful to weigh those; but in woighing them,
you have reached the conclusion that you favor legislation for a defi-
nite period of time to authorize wiretapping. The biil, H. R. 477,
of course, attempts to set up not only quite strict safeguards in con-
nection with wiretapping, but also to provide on the other side that
illegal wiretapping shall be seriously dealt with. There is nothing

now which provi

Mr. GuNTHER.
position which v
the use of wiret

des for that, as T understand it.

- Those are two of the principal points of the ADA
ve wanted to stress—that in egislating to authorize
aps and wiretap evidence, the committoe try to get

as tight language as possible to make certain that the legislation by

implication does

not legalize wiretapping which is now going on, or

wiretapping other than that authorized by the justice or fjudge in .

specific instances. We also recommend the tightening up o

the lan-

guage recommended by the Attorney General so that the law speaks
of the crimes espionage and sabota%;a. I think we should tie it right
the

down to the definable crimes in

national defense
We have seen

code, rather than talk about
and national security.
In some instances where statutes had heen enacted

by Congress which spoke of sensitive agencies, national security, and
national defense, which have been by Executive order extended to

every agency in

the Government—to every one. That has happened,

and we think we should not permit that to happen in the case of

wirctapping.
Mr. KraTing.
treason?
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Mr. GunrHER. Yes, I think that would be included in the espionage
or sabotage.

Mr. Kraring. Seditious conspiracy is spoken of in H. R. 477.

Mr, GuntHEr. 1 think that the code now spells out in detail the
acts and intent involved in the crimes of espionage and sabotage.

Mr, Kearing. Mr. Crumpacker, did you have any questions?

Mr. CrumrackER. Yes. At the bottom of page 2 and the top of
page 3 of your statement here I find this sentence:

By expressly permitting use of wiretap evidence in court in the case of certain
crimes, the proposed bill would have the effect of legalizing the wiretap itself
in all instances.

Mr. GuntuEr. Yes, sir. .

Mr. Cromracker. 1 have difliculty in following that statement, in-
asmuch as the bill expressly limits the occusions when the wiretapping
may be done to the express crimes and under express authorization by a
Federal district judge. I do not see how you arrive at this conclusion
that the bill would have the effect of legalizing the wiretap itself in all
instances,

Mr. Gunrrer. Congressman, we are somewhat concerned about the
language in the Attorney General’s proposal where he says, “Informa-
tion herctofore or hereafter obtained amends section 606 of the Com-
munications Act.” Therefore it would seem to us, if it applied to
evidence heretofore obtuained, it would be a retroactive approval of the
wiretap which he made illegally. We do not want to go into the ques-
tion of whether this evidence should be usable, but if it would seem to
imply that if you accept our premise that wiretapping under the
second Nardone case is illegal, if the Attorney Generalis now permit-
ting tapping wires, we would contend that 1s illegal and this would
legalize what he has done in the past.

We are afraid that it might be construed that way; therefore our
statement reads, “Probably be deemed to amend the Communications
Act to give legistative approval to all wiretapping.” If that is not the
case and if you would make that clear in your bill and in the report,
then that would meet our fears. ’

Mr. Crumracker. Then in this sentence where you refer to a pro-
posed bill, you are not referring to any of these bills that have been
introduced, but what you assume the Attorney General is proposing to
have introduced ?

Mr. Guntner. We quote here the proposal of the Attorney General
and that is what we are referring to. Maybe the Attorney (Jeneral’s
language does not do that. As we say, “Ifirst, it would probably be
deemed to amend the Communications Act of 1934, and so forth,” and
we put the probability in there because we are not certain exactly what
4 the courts might do with the language We want you people and the

committee to think and try to get language to make certain that this
legislation does not legalize all wiretapping. That is why we ask No.
3 as one of our requests, that taps under all circumstances be expressly
prohibited and criminal penalties for violation of this prohibition
made explieit.

Mr. Crumracker. Of course the Attorney General in his language
specifically limits it to “investigations to detect or prevent any inter-
ference with or endanger any plans or attempts to interfere with or
endanger the national security or defense.” In other words, the At-

-
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torney General does not propose 1o legalize wiretaping in all instances.

Mr. GuwNrier, If that is the purpose of the Attorney General, and
the taps were to have prior approval by the judges, then we would be
In agreement with him. The Attorney General proposed language
for a bill, and in his letter talked about the use of the evidence rather
than the use of the wiretaps. We would rather put the emphasis on the
use of the evidence, yes, when crimes of espionage and sabotage are
involved; but no legal wiretapping under other circumstances.

Mr. Kearing. Thank you, Mr. Gunther. M. Lrving Ferman of the
American Civil Liberties Union. We will be glad to hear you, Mr.
Ferman.

STATEMENT OF IRVING FERMAN, AMERICAN CIVIL LIBERTIES

UNION :
Mr. Frraman, Mgf name is Irving Ferman. I speak on behalf of the s
American Civil Liberties Union as director of its Washington, D. C., ¥

oflice. The union is a private, nonpartisan organization interosted in
promotion of the Bill of Rights. ccordingly, it has interested itself
over 80 years in the protection of civil liberties of our citizens.

Lt is vitally concerned with the subject matter of wiretap Ding as a
civil-liberty matter of the utmost importance.. The union asically
is in agreement with the dissenters in Z7 omestead v. United States and
their feeling that wiretapping should be barred: by the purview of the
tourth and fifth amendments of the Constitution, which afford the
citizen protection against an infringement of his privacy by Govern-
ment compulsion. However, we are keenly aware of the necessity for
an evaluation of this whole problem in view of the Present threat to
our internal security by subversive groups. If indeed legislation is
enacted to permit wiretapping, it is all the more essential that appro-
priate safeguards be enacted as well.

We therefore suggest that, shoulid Congress disagree with our con-
tention that all wiretapping should continue to be outlawed and ac-
tually legislate wiretapping, all of the following safeguards be adopted.

(1) All wiretapping should be prohibited except by Federal officials
in cases involving treason, sabota ge, espionage, and kidnaping, or
threats of kidnaping. In the latter type of cases parents’ wires should
be tapped only with their prior consent.

(2) The authority to grant periission for wiretapping should be
vested in one Federal judge assigned by Justices of the Supreme Court
for 10-year periods for each district.

(3) Only the Attorney General should be allowed to apply directly
to the court for permit to tap a wire. Requests for permission would
be channeled through him.

(4) A court would not authorize a wiretap except upon sworn state-
ment of fact demonstrating reasonable basis for belief of actual, as
opposed to potential, treason, sabotage, espionage, or kidnaping.

(5) An application would include the name of the suspect and the
subscriber and the number of people who use the line.

: (6) Complete records of all applications and approvals would be
Kept.

(7) Only recordings, sealed and preserved in a central place, could
be used in evidence. 1f they were so employed, all recordings made in
connection with an investigation would have to be made available to
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the defendant at Government expense. Irrelevant material that might
injure innocent outsiders could be excised upon agreement between
Government and defendant. Recordings could be destroyed only on
court order. ) _ _ )

(8) Taps would be authorized for a maximum of 90 days, with a
90-day renewal permitted by a judge if he found such action desirable.

(9) The press and public would be informed by monthly and annual
reports of the number of taps sought for each type of case; the number
granted ; and the number resulting in prosecution or conviction and
other pertinent data. )

(10) Strict penalties would be provided for any persons who tapped
a wire illegally, and each ycar a Federal grand jury would be convened
to determine whether the law had been violated.

- 11. The present provisions of the law should remain in effect so as
to prohibit any unauthorized ta%plng or disclosure of information
obtained by tapping, whether aut orized or unauthorized.

We believe in the suggested safeguards against wiretapping in a
statement made by J. Edgar Hoover in 1941, 1n which he said:

1 have always been and am now opposed to uncontrolled and unrestrained wire-
tapping by law-enforcement officers. Moreover, I have always been and am Now
opposed to the use of wiretapping as an investigative function except in connection
with investigations of crimes of the most serious character, such, for example, as
offenses endangering the safety of the Nation or the lives of human beings. I
also feel that world developinents of the past year or more and the changed con-
ditions resulting therefrom have increased the gravity from the standpoint of
national safety of such offenses as esplonage and sabotage.

In other words, my view is that wiretapping should not be permitted except
as to such crimes as I have described, and even then in such limited group of
cases only under strict supervision of higher authority exercised geparately in
respect to each specific instance. In the group of cases I have in mind such as
espionage, sabotage, kidnaping, and extortion, wiretapping as an investigative
function is of considerable importance. '

Applying these recommended safeguards, we would like to comment
on existing legislation being considered by this committee. 'The first
is . R. 477—and which, [ might say, the union, of all the legislation
which has been proposed in this field, feels the most kindly to—with
this one caveat—-—

Mr. Kearing. Thank you for those kind remarks.

Mr. FrrMan. We feel that the language in this bill dealing with
the authorization of wiretapping is somewhat vague. I would like
to quote from the language dealing with the specific crimes which
could be used as a basis for the granting of court order:

In the conduct of investigations to ascertain, prevent, or frustrate any inter-
ference or any attempts at plans for interference with national security and
defense by treason, sabotage, espionage, seditious conspiracy, violation of neu-
trality laws and violation of the act requiring the registration of agents of for-
* eign prinecipals, violations of the act requiring the registration of organizations

carrying on certain activities within the United States, is much too vague and
proad, and thus is liable to muke the practice abusive of our fundamental’rights,
We believe, I repeat, that permissive wiretapping should be confined
to sworn statements of fact demonstrating reasonable basis for belief
of actual, as opposed to potential, treason, sabotage, or kidnaping.
Mr. Knatine. I assume it would be inherent in the idea of getting a
court order that the court would have to be convinced by sworn state-
ments about the reasonable basis for belief that such a crime had been
committed. Do you think that applies to too many offenses?

39119—53——>5
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Mr. Ferman. Yes. I would not say that it applies to too many
offenses as much as I would say it applies to too many situations with
respect to the offenses. That is, situations in which there might be
reason for belief that a potential crime might be committed as opposed
to an actual crime with reference to these particular offenses.

Mr. Krarive. Of course you are in a position, when you are investi-
gating, where you may not know for sure whether a crime has been
committed or not.

Mr. Ferman. That is true, Mr. Chairman.

Mr. Krarmve. You may not have the goods on someone who is sus-
pected as a security risk. You may be seeking to get the information
upon which to pin a prosecution. I think before a court granted the
right to intercept communications, the court must have a sworn dern-
onstration to it of a reasonable basis for belief that there has actually
been treason or sabotage committed.

Mr. Frrmax. Noj that there is contemplated an actual commission
of crime. It is a question of degree, of course. But the situation in
which we would be opposed to the granting of a court order is mere
suspicion that a group of people are of such disposition politically
that they might be suspected of committing a crime involving espio-
nage. We would be opposed to granting an order in such a case.
However, we would approve within the framework of cur thinking the
granting of a court order in which there is reasonable basis for believ-
1ng that these suspects are actually contemplating a crime. 1t is a
question of degree.

Mr. Keating. You do extend it to kidnaping. That is not included
in . R. 477, and that is one of our problems, whether to extend it
beyond crimes involving national security. Do you feel it should be
extended ?

Myr. Fermax. Yes; that is the position that the union has taken.

Mr. Krating. I certainly think that is a despicable crime and one
of the most horrible that can be committed. The question is, however,
if you extend it to kidnaping, should you extend it to murder or other
offenses ?

Mr. Frraan. T hate to be put in a position to be less of a civil liber-
tarian than the chairman.,

M. Kuarixe. That is our problem. T think the committee is con-
scious of the fact that this is a sensitive area in which to proceed, and
there scems to be a quite general feeling among all groups that some-
thing should be done in the field of national security. It is just a
question of whether, while we are at it, we should go further and cover
other crimes. Yesterday I was approached on the quesition of includ-
ing naveotics violations. Of course, again, particularly the selling
ot narcotics to minors, arouses as much anger and resentment in ,
decent citizen’s mind as any other. But if we extend this to all crimes,
we are going to be in hot water as a practical matter in getting any
legislation.

r. ¥erman. The reason for our including kidnaping, I suppose,
is this, that other crimes—other than crimes dealing with our national
security—lend themselves more to the normal investigative process
which precludes the use of wiretapping. But the commission of a
crime involving kidnaping, the swiftness with which action has to be
taken, does not permit the orderly process of the investigative function
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as much as other crimes do. Therefore we feel that wiretapping

should be permissive.

Mr. Kearine. Proceed.

Mr. Frerman. I would like to comment on H. R. 5419. We ara
opposed to the proposal that the Attorney General be jud%e of whether
wiretapping should be permitted in a given situation. In support of
this position we would very much like to quote from Representative
Franeis Walter, who said in 1941:

Now it seems to me that if legislation of this sort must be enacted, that we

hayve a very well-established method of inguiring into the privacy of an .ind.ividual’s
affairs, namely, through a search wartant ; and it seems to me that this bill—

which at that time was H. R. 2966—

- can be amended so as to compel whatever investigative officer feels that acts
of sabotage are being committed or about t6 be committed to appear before an
agent other than the onc to whom he is answerable. If you please, it certainly
seems to me that this is another step toward the abandonment of our fundamental

) theory of a separation of the powers in our Government, If an agent is required

) to appear before a United States judge or a United States commissioner, there
will be two advantages. Wirst and foremost is the preservation of our funda-
mental theory of separation of powers; and, secondly, it is not probable that
every case of sabotage or suspected sabotage is going to be commiited in the
District of Columbia.

If the act complained of is being committed in any one of the Siates, it is
going to be difficult for the investigator to come back to Washington and secure
this permit and then go back and tap the wire. However, if the authority is
given fo the Federal courts, then the agent will have to appear before the
authority, the cominissioner or the judge, and then in my judgment ke ought to
be compelled to do this. He ought to be compelled to make out a case of probable
cause, because certainly the tapping of a telephone wire is just as much an
invasion of the privacy of a citizen as is a search of a home of a citizen, and it
would seem to me that if the agent is required to make out a case of probable
cause and then secure a permit, which would be in the nature of a search warrant,
then there could be an inquiry made aut the time of the trial if evidence were
secured in that manner as to the sufficiency of the evidence introduced at the
time the permit and the nuture of the search warrant were secured.

We would like to urge your committee to make a complete and full
investigation into all facts relating to wiretapping, which you are
doing.  However, this investigation, we submit, should encompass a
study of the mechanical methods of wireta, Oping, its operation in rela-
tion to decided cases, and in terms of the a ready existing uses of wire-
tapping by the various governmental agencies. We respectfully
submit to this committee that an investigation should include more
than testing of personal opinions and the pros and cons on the true
! wisdom of wiretapping. I hope 1 am not being too presumptious in
making that suggestion.
Mr. Kearrng. We are glad to have your views, Mr. Ferman, in that
i regard. A congressional committee is always confronted with a
‘ problem of where they are going to stop from continning invest igations
on most any subject at great length. - We.do have a time Lmit involved.
Mr. Crumpacker?
Mr. Cromrackrr. No questions.
Mr. Kearine. Mr. Fine?
. Mr. Frne. I just want to make sure of one thing. Your position
18 you are against wiretapping. But you, are willing, so far as
obtaining a permit, to include espionage, forgetting kidnaping for
the moment.  Is that correct? o o
Mr. Frrvan. Yes.
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Mr. Fixe. But then, you see, that is where I do not understand
your position. 1In the case of espionage, it 1s a qtl[lestion of degree as to
just when wiretapping should be permitted. In the cases where it
‘was a rensonable certainty that a crime is to be committed and not mere

“suspicion. Is that your position ?

Mr. Frrumawn. Yes.

Mr. Fixe. Are you really making it difficult, then, for the
Attorney General? = Is it not almost impossible to get a wiretapping
order?

Mr. Frrman. I do not think so, because I think one has to assume,
andl one could assume, that other investigative methods are open to
the police officers.

Mr. Fine. They would to be all divulged.

Mr. Frrman. No, not necessarily. .

Mr. Fine. They would have to be divulged in order to get the order
from the court.

Mr. Frrman. The contents of the order will never have to be
divulged.

Mr. Frxe. The Attorney General would have to tell the court
in a sworn statement that these are the facts; we have discovered
these facts through other sources.

Mr. F'ermax. That, as L understand it——

Mr. Fine, Unless the Attorney General had those facts, he could
not get the order.

‘Vir. F'eraan. The order is made ex parte in privaie chambers and
kept under lock and key.

Mr. Fine. That is one of the problems,

Mr. Frruman. I think the experience in New York State, where we
do have such a procedure, has worked to the extent the committee
could take notice of the procedure. I do not know what the figures
are, but last year extraordinarily large numbers of orders were granted
in New York State and privacy was maintained, and secrecy.

Mr. Fixe. As I see it now, if you are going to extend it to espionage
cases, I do not think you ought to tie the hands nf the Attorney
Greneral to the point where he has to prove his case up to a certain
point in order to get the order.

Mr. Frrmax. We feel the interest in maintaining privacy of
American citizens——

Mr. Fine. That is different, now. You are either against it or
you are for it. If you are against it, you are against it for all pur-
poses. If you are for it in a limited purpose, you have to leave the
door open sufficiently for the Attorney General to walk in.

Mr. Fervax., I think that a court order based upon a reasonable
belief that an actual crime is going to be committed will leave suffi-
cient latitude with the police ogicers or investigative officers to be able
to cope with the situation, keeping in mind that wiretapping is not
the only investigative device available; that a good police officer could
get the facts very, very often without wiretapping, which is the prob-
Jem that we always have in our feelings with respect to wiretapping,
not to make our investigative officers lax because of the ease with
which wiretapping could be committed.

Mpr. Krarrng. Thank you, Mr. Ferman., We lave with us our
former collengue, Mr. Biemiller of Wisconsin. Mr. Biemiller is repre-
senting the American Federation of Labor. We will be glad to
hear you.
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STATEMENT OF ANDREW J. BIEMILLER, MEMBER, NATIONAL
LEGISLATIVE COMMITTEE, AMERICAN FEDERATION OF LABOR

Mr. Bemiorer. Thank you, Mr. Chairman. Mr. Chairman and
members of the committee : My name is Andrew J. Biemiller. Tam a
member of the national legislative committee of the American Federa-
tion of Labor. We appreciate the opportunity to present our views
on the wiretapping bills now pending before this committee.

T request permission to include in the record with my testimony a
brief prepared by our attornieys analyzing the various bills before the
committee. This brief makes certain suggestions which we trust will
be helpful to the committee in its deliberations.

Mr. Kearina. Do you have that with you ¢

Mr. Bremrurer. Yes, I have it with me.

Mr. Keatine. It will be made a part of the record. It is not too
long, is it?

v r. Biemrirer. About four pages.

Mr. Keatine. We will be happy to make that a part of the record.

Mr. Biemrirer. This statement makes certain suggestions which we
trust will be helpful to the committee.

(The statement is as follows:)

ANALYSIS oOF HOUSE BILLS 0N WIRETAPPING
(H. R. 477, 3552, 408 AND 5149)

1. H. R. 477, introduced by Representative Keating on January 3, 1953, permits
wiretapping and use of information thus obtained in certain criminal and civil
proceedings. Specifically, it authorizes the FBI and the Chiefs of Inteligence
of the Army, Navy, and Air Force, under rules and regulations to be prescribed
by the Attorney General, to wiretap or intercept or acquire telegrams, rudiograms
or other communications without regard to the limitations contained in section
805 of the Communications Act of 1934. Wiretapping or the acquiring of such
information is permitted only in attempts to prevent interference with the na-
tional security and defense by treason, sabotage, espionage, seditious conspiracy,
violations of neutrality laws, or violations of foreign agent or organization regis-
tration laws, “or in any other manner.” Any information thus obtained is
admissible in eriminal or eivil proceedings involving vielations of any of the
foregoing laws in which the United States Government is a party. It is necessary,
however, for such agencies to obtain a permit from a Federal district court
judge to acquire or intercept such information upon a showing that there is
reasonable cause to believe that the communications to be intercepted may con-
tain information which would assist in the conduct of investigations of violations
of such laws. It is specifically provided that no person shall divulge, publish
or use any information {hus intercepted for purposes other than assisting in
investigation of alleged violations of such laws or in connection with trials for
violations of such laws., It is further required that no person shall fail to
disclose or surrender any such information in his possession or under his control
except to an authorized Government agent. Violation of these requirements is
punishable as a felony.

IT, H. R. 3552, introduced by Representative Walter on February 26, 1853, is,
+or all practical purposes, identical with H. R. 477.

IIT. H.R. 408, introduced by Representative Celler on January 3, 1953, is simflar
in substance to the foregoing two bills, with the following important exceptions:

1. The information can be intercepted in investigations involving the “safety
of human life,” as well as in investigations involving the national security or
defense, and there is also included investigations of violations of the Atomic
Energy Act of 1946.

2. Any information so obtained is admissible only in criminal proceedings and
not also in civil proceedings as under the above two bills, .

3. There is no necessity for the FBI or the Chiefs of Military Intelligence to
obtain a court order prior to the intercepting of any such information ; all that is
required is the approval of the Attorney General, :
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4. This bill contains an additional section which specifically probibits any
person other than those authorized under the act from intercepting any such
information.

IV. H. R. 5149, introduced by Represcntative Reed on May 12, 1953, provides
simply that information obtained by the FBI, upon express approval of the
Attorney General, in the course of any investigation involving the national secu-
rity or defense, shall be admissible in evidence in criminal procecdings in Federal
courts,

CONCLUSBION

While important protections against self-incrimination and important rights
of privacy may be abridged by the bills in question, nevertheless it would seem
that considerations of national security should override ohjections on these
scores as long as wiretapping and interception of communications are strictly
limited to national security and defense and other adequate sa’eguards concern-
ing the acquiring or use of information by such methods are provided for. H. R.
477, and 3552 would appear generally to so limit the power of wiretapping and
interception. However, there are several infirinities in the bill which require
correction before it could be considered acceptable. In the first place, while the
bill seemingly limits permissive wiretapping and interception of communications
to investigations of interference with the national security or defense by reason
of treason, sabotage, and other specfically named crimes, there is added a catch-
all phrase “or in any other manner.” Presumably, a strike or labor dispute in
a defense industry or in an industry affecting national defense might be ineluded
within this catchall, as well as many other activities, so that there would really
be no limit to fields in which wiretapping might be permitted, provided only that
they be somehow related to national defense. It would be far preferable to omit
the phrase “or in any other nmianner” as a means of safeguarding the legitimate
activities of labor organizations.

Arnother weakness in the bill as presently phrased is that it requires any per-
son who has obtained any information, by wiretapping or otherwise, concerning
any possible national defense violation to turn over such information to au-
thorized Government agents on request. This would seem to encourage private
snooping and wiretapping by private individuals. The bill should be amended
te make . it clear that the only persons who can lawfully wiretap are duly au-
thorized Government agents.

Finally, in this respect the bill should contain a provision similar to section 6
oi' H. R. 408 which would specifically prohibit, under criminal penalty, any per-
son other than those authorized under the act from intercepting any information
by wiretapping or otherwise.

H. 1i. 408 is objectionable in two respects. First, it parmits interception of
coemmunications in investigations involving the “safety of human life,” as well
as in investigations involving the national security and defrnse. The term
“safety of human life” is a very broad and general one and does not sufficiently
restrict the area in which wiretapping can be indulged in. Second, the bill does
nat require a court order to institute the wiretapping or other methods of com-
munication interception authorized under the act.

H. R. 3149 is objeetionable because it does not contain the safeguards that are
present in the other bills.

Mr. Bigminner. The labor movement has long resisted any abridg-
ment of the constitutional guaranties against self-incrimination.
However, we recognize compelling reasons of national security, in the
present world conflict with communism, which makes it desirable to
permit wiretapping by authorized Government agents in cases in-
volving esgionage and permit the utilization of such evidence in court
actions. Such wiretapping should be properly safeguarded by re-
quiring a court order in each instance. . . .

However, we further believe that, if the committee is going to take
up wiretapping legislation at this time, thorough and proper consid-
eration should be given to incorporating provisions in any bill that is
reported which will provide stiff penalties for wiretapping by private
individuals, It is desirable that this obnoxious practice which has
become very widespread in recent years be eliminated. We condemn
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private wiretapping as violative of our most cherished American rights
and traditions and believe every possible effort should be made to sup-
press it completely. We are confident this committee will concur in
our views.

As I stated, Mr. Chairman, there is this statement by our attorneys
that I think is at your disposal. I do not believe there is any point
in belaboring the point at this stage of the procedings.

Mr. Kgarine. That has been made a part of the record. Your
conclusion seems to be, appearing on page 3, you object to H. R. 408
and 5149; and while you have suggestions for certain modifications,
H. R. 477 and 3552 come closest to meeting your position.

Mr. Bremrurxr. That is correct.

Mr. Kuatine. Mr. Willis, do you have any questions?

Mr. Wiriis. No.

Mr. Keatine. Mr. Crumpacker?

My. Crumracker. No.

Mr. KeaTrne. Thank you very much. We will take these sugges-
tions under consideration and we will carefully go over the legal sug-
gestions made by your attorneys. We will now here from Mr. David

Whatley.
STATEMENT OF DAVID WHATLEY, BETHESDA, MD.

Mr. WraTiey. Thank you, Mr. Chairman. I am grateful for the
opportunity of securing a few minutes of the committee’s attention,
particularly since I represent no organization and am a rather ob-
scure attorney. DBut this is a subject that is extremely interesting to
me. I have been interested in giving more attention to investigative
activities in the country and protection against so-called sabotage.
Bacteriological warfare has been my major concern for a number of

ears.

T should therefore like to appeal to the committee to seek language
which would strengthen the hands of the Attorney General in this
whole field. T should hope that it will not be confined to espionage
and sabotage matters, but would cover all Federal laws, law enforce-
ment of whatever nature. 1 think the protection of the life of the
President, inciting to rioting, selling narcotics to minors, and many
other Federal crimes are as serions as kidnapping. I suggest to you
that the proper investigation of the possible violation of many of these
crimes might very well lead to evidence which would uncover sub-
versive plots. I think that there has been too little attention paid
to the connection between possible subversive plots and the general
criminal element within the country. In the case of any substantial
\ danger to the country, I believe that criminals would be employed on a

large scale.

I think all of the bills are deficient, particularly by oversight, of
the possibility that evidence hereafter secured by State and local law-
enforcement officials is not permitted to be used in evidence. 1 sug-
gest that many instances might be uncovered by State and local law-
enforcement agencies investigating their own State crimes which un-
expectedly might lead to evidence of the commission of Federal crimes
or of the more serious matters of espionage and sabotage; that the
bill should be amended to permit the use of that evidence without
the necessity of thereafter going to the Attorney General or to the
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courts and securing permission for an additional wiretap, since it
would be very improbable, I would think, that the evidence could be
secured at a latter time. i

'The criminal might very well have ascertained that. his wire would
thereafter be tapped once he had been under investigation by the
State and local law-enforcement officials.

I think there should be a central control by the Department of
Justice over the military investigative agencies, but T do not believe
that there should be required individual permission for each indi-
vidual wiretap. I think it has been adequately testified already that
the requirements in one of the bills for the securing of permission
from an individual Federal judge might lead to a disclosure of the
{act that the wire is being tapped. I believelthat our present At-
torney General, or even the distinguished Director of the FBI, could
be entrusted to make adequate regulations and exercise adequate
supervision over the whole system without requiring individual ap-
plications for individual wiretapping. I believe the Congress through
its Internal Security and Un-American Activities Committees, if not
also this subcommittee, could make a continuing study of the observ-
ance and administration of the bills so that there would be no abuses.
I thinlk that it is not the intention of any Federal investigative agency
to go in for indiscriminate, all-out wiretapping of everyone’s tele-
phone,

I, however, feel that there should be more iraportance attached to
the entry of this evidence into a court proceeding rather than into
the prohibiticn of wiretapping itself. 1 would propose, in other
words, that the Attorney General or the Director of the FBI and
the other Federal investigative agencies be given almost carte blanche,
with adequate supervision by the congressional committees, as to in-
vestigation of any kind of crime by wiretapping or other listening
devices. I think that those words should be included in the bills.
Bur that the recordings should be very closely controlled, be kept
in & central location under lock and key and be divulged in only that
part which would be pertinent and germane to the criminal prosecu-
tion at the time that it is sought to be introduced into svidence before
the court.

I think the same safeguards should apply ta grand-jury proceed-
ings. That has not been mentioned, but I think thuf the suspects
should have an opportunity to refute any implications or evidence
that may have been gathered, even in the grand-jury proceedings as
well as in Federal criminal court. '

Mr. Wriris. At what point would the refutation come? T do not
know that I follow you there.

Mr. WraTLEY. I would propose that he have notice that the record-
ings were to be offered to the grand jury or to the court, and that
he have an opportunity to hear the recordings or his attorney have
an opportunity to refute it before it is offered as evidence.

Mr. Wiris. That is very interesting. You are engaged in the
practice of law, I take it? :

Mr. Wuartrey. Yes, sir.

Mr. Wirurs. Here in Washington ?

Mr. Wnartrey. Yes, sir.

Mr. Wirrrs. This bill would make admissible in avidence the record-
ings of the wiretapping, and, of course, there must be some point in
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the chain of events or during the trial that would present, very, very
difficult situations. I imagine you would have to retire the jury 1n
most cases.

Mr. Wrarrey. 1 would hope so. ]

Mr. Wirris. Suppose that recording contains a confession, contains
incriminating evidence. Could this bill override the Coustitution
in that regard?

Mr. Wirarrey. T think it would not under a strict interpretation
of the constitutional langnage.

Mr. Wirris. Would not the mechanics of it be that somehow the
jury would be retired and the record played in order to give the de-
Tense counsel an opportunity to object? Iecause it is just like forcing
him to take the stand if there were certain incriminating statements
by him that would otherwise be inadmissible in evidence. Ilow would
that work?

Mr. WiatLey. I would hope that the bill would set out the pro-
cedure so thut any prosecutor who sought to introduce these record-
ings in evidence, either before any grand jury or in open court, it
should be done in the presence of the counsel of the defendant and
in clogsed session, without the jury present or any of the public present.
A record could be kept for the court in case of appeal ; but that record,
1 think, should not be made public.

Mr. Wirrs. That would not be the usual thing. You have that
situation in many criminal trials where a confession is sought to be
introduced in evidence. The jury is retired and the public is right
there.

Mr. Wiramrey. I think the public should not be there.

Mr. Wirrts. They usually say, “I did not beat him; I did not coerce
him, or I did not promise him.” TUsually the judge hears the whole
story outside the presence of the jury and he rules whether to let that
go to the jury or not, or it is barred because it is not a voluntary
confession.

Mr. Wiratrey. I understand that is the usual practice, for the jury
to be retired but not the public. I think in the case of wiretapping
containing confidential matters of competence that may or may not
be admissible in evidence, the jury and the public should be barred
before the matter is introduced as evidence. Then in the judge’s dis-
cretion, I think the public should be barred even when it 1s introduced
in evidence before the jury in some cases, but that would not neces-
sarily have to be written into the bill.

Mr. Wirrts. In that respect you would be more cautious than in the
normal run of cases involving voluntary or involuntary confessions?

Mr. Waarrey. Yes, sir. And in the remotest possibility that the
\ recording did contain an actual confession, I do not believe it would

violate the strict interpretation of the constitutional prohibition
against self-incrimination.

Mr. Wirris. If what?

Mr. Wiatrry. If the recording should by chance contain an actual
confession of the commission of the crime. I think it could be intro-
duced in evidence over the objection of the defendant and it would be
constitutional under the provision—

Mrl. 2WILLIS. That was my next. point. Would that be constitu-
tional ?
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Mr. Keating. It would be in the nature of an admission against
interests, I suppose. I believe the constitutional prohibition as to
self-incrimination was to the effect that a witness could not be com- -
pelled to give evidence in a formal proceeding against himself, but
if he had made a statement to Mr. X openly that “I committed mur-
der,” that could be shown in evidence.

Mr. Wiuts, Yes, under normal rules. I suppose those rules of
evidence would govern here.

Mr. Waarrey. I should hope, Mr. Chairman, also rhat the bill
reported by the committee would place strict control and prohibition
against wiretapping by private citizens.

Mr. Wiress. At this point may I usk another question. We were
discussing what usually happens in a criminal case, distinguishing
between forcing a man to take the stand before the jury and com-
pelling him to testify, as against the admissible evicdence of a volun-
tary admission against interest off the stand, which is admissible.
Now, a constitutional question in this case is this: Would the tapping
of the wire constitute compelling him involuntarily to testify against
himself? Are there any decided court opinions on that subject ?

Mr. Wizareey. I am sorry to admit I have not studied the consti-
tutional aspects in detail on that, but I simply believe that a reading
of the phrase of the Constitution covering that, it is quite evident
it applies to acual testimony in courts and not other evidence. In
controlling and prohibiting wiretapping of private citizens, I hope
the committee might find some manner such as the regulation and
sale of the wiretapping equipment by requiring a Federal license for
the purchase of such equipment and prohibiting any purchaser from
transferring it to any other person or even letting it out of his control
without the prior consent of the Federal Government.

Mr. Krarive. We do not want to set up some new Fecleral agency
here to—-

Mr. Wieatrey. I think the FBI could very well do that with very
little additional personnel.

Mr. Kuarine. The FBI does not want to——

Mr. Wuariey. I daresay they do not want to, but I hope you
would require them to by the bill. It is beyond the scope of the bills,
of course.

Mr. Krarine. I think that will probably be a matter for the Inter-
state and FForeign Commerce Committee.

Mr. WaarLey. May I just add again one other word, that T agree ’
with the Attorney General’s position that this should be made retroac- :
tive and I agree with the statement of the Assistant Attorney General
when he says that making possible prosecution in certain cases where
an indictment has been undertaken because evidence was obtained by :
wiretapping heretofore. He states that this does not offend the
prohibition against ex post facto laws for the test as tc whether a
statute 1s ex post facto is not whether it changes thei rules of evidence,
but whether it authorizes a conviction upon TJess proof in amount or
degree than was required when the crime was committed.

I cannot, understand any objection to that. I would hove also that
an additional amendment could be added which may not. be strictly -
germane, but would repeal outright the statute of limitations against
crimes involving national security generally.
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Mr. Krearing. Thank you. :

Mr. WaarLsy. Iam very gratefnl for your time, sir.

Mr. Kearrne. Mr. Miles F. McDonald. We are happy to have
you here and we appreciate your assistance in this proceeding. Mr.
Celler said he wanted to be here and introduce you to this committee,
but T am sure that is not necessary. We are all familiar with your
activities and we know you are an officer of the National Association
of Prosecuting Attorneys. ‘

Mr. McDoxarp. I am the present president.

Mr. Keating. We are very happy to have you here to give us what
help you can with regard to these bills. Do you have a prepared
statement ?

STATEMENT OF MILES F. McDONALD, DISTRICT ATTORNEY OF
KINGS COUNTY, BROOKLYN, N. Y.

Mr. McDonarp. No; I have no prepared statement. 1 am quite
pre]lo( red to talk on any part of it that you would like me to talk about.

Mr. Keating. If you will proceed, we are particularly interested,
and I have no doubt you will cover the way in which the New York
statute has worked in the State of New York. ‘

Mr. McDoxarp. The New York statute is contained in section
813-A of the Code of Criminal Procedure. It provides that a judge
of the supreme court or of the county courts, or of the court ot gen-
eral sessions in the city of New York—which is the county court for
the county of New York, but it retains its old early American name—
may issue an order ex parte for the interception of telephone or tele-
graph communications upon an application by either the district
attorney—which includes his assistants; the attorney gencral of the
State—which includes his assistants; or a police officer above the rank
of sergeant.

The affidavit of the applicant must recite that a crime has been com-
mitted and that there 1s reasonable grounds to believe that evidence
concerning the perpetrators of the crime or of the commission thereof
will be obtained by intercepting these particular teleplhone com-
munications.

Mr. Winus. It speaks only of the past? Has been committed or
about to be?

Mr. McDowawp. Has been committed. I think for your pur-
poses—and that is one of the things I was going to discuss—it should
contain, particularly for anything as important as sabotage and
treason, a statement to the effect that a crime is about to be committed.
We proceed this way. First the affidavit usually contains some evi-
dentiary fact to give the judge a basis for granting it. You cannot
just say that a crime has been committed. ou must specify what the
crime 1s. Then you must say what the relationship of the person to
the crime is, why you suspect him and why you believe that you can
obtain evidence over that wire,

I brought here a typical affidavit and order, - I left it in blank as
far as the names and the telephone communications are concerned. 1t
was one that has been used by me in connection with the myrder of
Arnold Schuster, and this describes why we think we can obtain evi-
dence concerning the Schuster case by intercepting certain telephone
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communications. It tells in very brief form the evidence to date that
would1 lead us to believe that those communications should be inter-
cepted.

Mr, I{earinc. T think it would be well to make that a part of the
record. This is an affidavit and order which you have actually used
with the names left blank ¢

Mr. McDoxarp. That is correct.

(The order is as follows:)

SvpreMe Court: KiNgs CoUNTY

In the Matter of Intercepting Telephone Communications Being Transmitted
Over Telephone 0-0000

Jolin J. Meenakan, an acting captain of the Police Department of the city of
New York, being now present before me, and it appearing from his affidavit sworn
to the 6th day of November, 1952, that there are reasonable grounds to believe
that evidence of crime may be obtained and the apprehension and arrest of John
Mazzioita effected, by intercepting telephone communications being transmitted
over telephone instrument bearing numnber ( ) and that the ends of
Justice will be best served by the interception of messages, it is

OrneReDd that the police commissioner of the city of New York or his duly
authorized agents be and they are hereby authorized and empowered to intercept,
listen to, overhear and make copies of any and all telephone comrisunications
made to and from or heing transmitted over the telephone instrument bearing

numhber { ) located at premises ( }, Brooklyn,
N. Y., and listed in the records of the New York Telephone Co., under the name
of ( ) Tavern, for the purpose of obtaining information leading to

the arrest and apprehension of John Mazziotta, and it is further

OrpERED that the police commissioner of the city of New York or his duly
autherized agents be and they are hereby authorized to cut, break, tap, and make
connections with any and all wires leading to and from telephone instrument
bearing number ( ), and to do all things necessary to permit the
communications being transmitted over the said telephone instrument to be
intercepted, and it is further

ORrDERED that this order shall be effective until the 1st day of May 1953.

Dared : Brooklyn, N. Y., November 6, 1952.

Purrre M. KILEINFELD,
Justice of the Supreme Court.

SuprEME CoURT : XI1NG8 COUNTY

In the Matter of Intercepting Telephone Communications Being Transmitted
Over Telephone 0-0000

STaTE OF NEW YOEK,
County of Kings, 88:

John J. Meenahan, being duly sworn, deposes and says: ¥

That he is an acting captain of the Police Department of the City of New York
and commanding officer in charge of the Brooklyn west homicide squad.

That on March 9, 1952, at 9:10 p. m. one Arnold Schuster was shot and killed
in front of 907 45th Street, in the Borough of Brooklyn, city of New York. That
deponent’s detective squad together with others have since been conducting an
intensive Investigation to apprehend the person or persons guilty of the said
homicide.

That on February 8, 1952, the Danish ship Olef Maserk was docked at pier 22,
Brooklyn, N. Y., taking on cargo. Dart of the cargo placed in a locker located
in the No. 8 hatch of the said vessel consisted of .38 ealiber Smith-Wesson chief’s
special revolvers. During the loading of the revolvers 18 were stolen. Fach
revolver was marked with a serial number. It has now been established that
the murder weapon is 1 of the 13 revolvers stolen. Examination of the long-
shoremen engaged in the loading of the locker of hatch No. 8 of rhe vessel led to
the thieves of the said revolvers and investigation shows same or all of the revol-
vers were: sold to John Mazziotta by the ithieves. The said John Mazziotta has
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been missing from his home at 1524 West Fifth Street, Brooklyn, N. Y., since the
early part of April 1952, ) :

It is deponent’s belief that the apprehension of the said John Mazziotta is of
prime importance in the breaking of the aforesaid case. During the course of
deponent’s investigation in this matter, deponent has received information from a

confidential source that John Mazziotta visits the ( ) tavern which is
located at ( ) in the Borough of Brooklyn. The said cafe is
owned by one ( ).

That the telephone instrument bearing No. ( ) is maintained at the

) tavern at the aforesaid address. It is your deponent’s belief that
the said telephone instrument is being used by John Mazziotta in conversations
with ( ) through whom he maintains contact with the underworld and
by reason thereof there are reasonable grounds to believe that evidence of crime
may be thus obtained and the apprehension of John Mazziotta may be effected if
the police commissioner or his duly authorized agents be permitted to intercept
messages being transmitted over the said telephone instruments.

WHEREFORE deponent prays for an order permitting the police commissioner
of the city of New York, or his duly authorized agents of the Police Department
of the City of New York, to intercept any communications transmitted over the

telephone instrument bearing the No. ( }, which instrument is located
! at ( ), Brouklyn, N. Y., and listed in the records of the New York
Telephone Co. under the name of { ) tavern, and permitting the police

commissioner of the city of New York, or his duly authorized representatives to
cut, break, tap, and make connections with any and all wires leading to und from
said telephone instrument,

Your deponent further requests that the said order be effective up to the 1st
day of May 1953.

No previous application has been made for the relief sought herein.

JoHN J. MEENAILAN,

Sworn to before me this 6th day of November 1952,

Frank D1 LaLis,
Notary Public, State of New York.

Mr. Kearine. We now have with us Congressman Celler, who re-
quested the opportunity to introduce you to the committee. 1 would
like to recognize him for that purpose at this time, although we are
already under way.

Mr. Cerrer. T am sorry I was delayed. I had some long-distance
calls. I just want to say to the committee 1 am more than pleased to
see my dear friend and the distinguished district attorney of Kings
County, from whence 1 come, coming here to give enlightenment on
this very vexatious subject, and concerning which there are several
bills, one of my own and one of yours, Mr. Chairman. I would like to
say that Miles—he is familiarly known as Miles, as we call him—is a
fighting, fearless, and most efficient district attorney and one I am sure
who will receive most respectful attention at the hands of this

d committee.

I am sure he will be among those who is very expert on the subject
of running down crooks, malefactors, and those who commit espionage
and sabotage. He knows the story. Iam sorry I did not hear the fore
Fart of his statement. I will remain to hear the rest. We are very
happy to have you here, Miles.

Mr. McDo~arp. I am delighted to be here, Congressman, and I am
particularly delighted to appear before a committee of which you are
a member. We have known cach other for a good many years, and we
are immediate neighbors, living only a block apart.

The way we proceed, then, is we prepare an order in 5 copies. We
go to a judge of the supreme court or to the county court. Usually,
unless the matter is before a grand jury in which we are investigating,
we go to a justice of the supreme court. The senior judge of the su-
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preme court in our county usually designates one judge to handle all
those matters. Usually 1t is a judge who hLas been in the field of law
erforcement so he is most famifiar with the type of work.

We present the affidavit and order to him. I have an office rule that
no order for interception of telephone communications may be sub-
mitted by any assistant, nor may any be prepared for a member of the
thce department and submitted for the police department, unless I

ave personally examined it and approved it. The judge will naturally
look to see if my initials are at the place for his signature, because
I feel I have a responsibility to the court as well as to myself to make
certain the court is not asked to sign an order that is not proper.

Mr. Kearive. And you do sometimes overrule an overzealous subor-
dinqge (vivzho wants to tap wires in a case where you do not think it is
Justitied :

Mr. McDoxarp. That is correct.

Mr. Crruer. Is that the practice also in New York County ?

Mr. McDonarp. I do not think that the district attorney does it. It ;
is either the chief assistant or the head of a particular department that
would approve it, But an ordinary assistant is not permitted in any of
the offices that I know of to just apply for an order at his own whim.

He must get approval for it.

Mr. Cerrrr. Do you apply for these orders addressed to a supreme
court judge in bulk? Do you get a number of them at one time?

Mr. McDowarp. We never have a number. We may apply once for
a number of wires at a particular time in one investigation. Let us
assume that we are investigating a bookmaking shop. It isin a cigar
store. 'There may be 4 or 5 pay phones in there. W& may apply for
all of them at once. But there are not a great deal of wiretap orders
used. - I think it was found that last year, or year before last, at the
height of the investigations in my office and Frank Hogan’s office, both
offices combined in a whole year only applied for less than 100 wiretap
orders between the 2 largest prosecuting officers in the East, and in the
time when we were in the middle of investigations. Wiretapping is
expensive ; wiretapping is cumbersome, and it takes a lot of manpower.

You only use it where you really have to get evidence in that manner.
In the ordinary case wiretapping is not used.

You usually use it at a time when there is a continuing erime, where
there is a conspiracy, where there is underworld machinery in opera-
tion. For the ordinary murder case or something like that, you do
not use wiretapping unless it is to help apprehend the defendant. ¢
That is, sometimes you put a wire in his home to see if he is calling his
wife or his family or communicating with them or something like that.

But in the average case, wiretapping isnot used. It is only used where
there is a continuing conspiracy, and that is the only time it is really
successful.

Mr. CerLer. Do any of the judges sign these orders for wiretapping
in blank?

Mr. McDoxarp. Never.

Mr. CeLrer. Do you know whether thiey do outside of Kings County ?

Mr. McDowarp. T do not think anyone ever signs an order in blank.

[t would be a direct violation because the judge must satisfy himself
from the affidavit that there is reasonable groungs to believe that the
crime has been committeed and that evidence will be obtained. The
evil, T think, in wiretapping never comes in the legal wiretapping
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where there is an order. The evil in wiretapping comes where there is
no order and no one certainly should condone that. That is why one of
the recommendations I had made to the State legislature was that
they remove from there the right of a police officer of any rank to
apply for a wiretap order. The prosecutor must apply forit. Ithink
that would greatly limit the abuses to which it can be put, hecause a
policeman can very well get an order for a legitimate tap and tap some
other wire; then when he is caught, he made a mistake, he has tapped
the wrong wire. I think an adequate protection would be to require
the district attorney of the county to apply for the tap.

Mr. Wirrzs. Does the order designate the wire to be tapped?

Mr. McDoxawp. Yes. I will tell you the story, if you want. We go
with the 4 orders, and we have 4 signed originals. The judge keeps
one and he does not file that as a record of the court. He does not go
to the county clerk or the court clerk. He keeps that in his own
private papers, so that he has that forever. He gives back to the
district attorney three duplicate originals. We then go to the tele-
phone company and present one copy to them, and then we ask them
to give us the pairs. The pairs mean the point where the telephone
wire that we want to tap comes out into a box where you can get at
the terminals, and we have to know what two wires to attach one to
the other in order to intercept a particular telephone, because there
are thousands of wires. ,

Mr. Krarine., Does the telephone company get a copy of the affidavit
or just the order?

Mr. McDowarp., They just get the order.

Mr. Keating. They have a method of security there, do they?

Mr. McDownarp. In our investigation in the Gross case it did not
prove too helpful because one of the stenographers who handled that
in the telephone company had a boy friend who was a policeman who
was selling the information to Gross, who was in turn peddling it to
other bookmakers at $50 apiece. So you have difficulties with it even
in that stage.

Mr. Kearing. Other than in that instance——

Mr. McDonaro. I have never had any evidence of a leak other than
that. That has been removed now because the telephone company has
designated a particular man who is well familiar with our office. We
do all our dealings with him and no one has to know why he has applied
for the pairs, because we cannot operate unless we know the pairs
from the telephone company. Then after they give us the pairs we
must go into the neighborhood where the box is and find u suitable
place in which to sit. :

That is something I wonld like to come to a little later. We have
. to then make arrangements with some nearby tenant, owner, store-

keeper, to permit our men to sit in his place of business and lead in
the wires from the interception and then we sit there usually with a
recording machine, with a machine that also indicates what number
has been dialed, because you must know the phone number, and you
take the waves from the dialing of the phone which records on a tap
which can be translated into an actual number.

Mr. Kzarine. Do you tell him what you are up to?

Mr. McDonarn. We have to tell him we are there for a particular
purpose, what we want to do. That is the weakness in our present
system. That weakness is largely caused at the present time by the
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present Federal Communications Act, 605, that you expect to amend.
During our investigations of the Gross case we made a different
arrangement. Whenever we tapped a wire we leased g wire from the
point of interception back to our own office, where we had a central
interception bureau with a switchboard, recording tables, stenogra-
phers. That obviated the necessity for having people in the area. It
might be remembered that, during the Gross case as well T tapped a
wire in Nassau County, and within 15 minutes after my men were on
the wire my police officers were arrested; but they could not find the
bookmakers, although they had been operating for 6 months. But they
did arrest my men 15 minutes affer they were out there for sitting
on the tap,

Mr. Kratine. Arrested them for what?

Mr. McDoxarp. Wiretapping. They let them 2o as soon as I ulti-
mately produced the order. But if we could lease a wire back to our
‘own office, you would obviate the necessity for sitting a tap. It would
save a great deal of manpower. Tt would give you a central agency .
where you hear one call coming in from one part of the city to another '
part. One man will call up and sy, “What time is it to be?” And
the other fellow on one line will say, “8 o'clock.” At some other
phone a man will say, “Where is it going to be?” and they will say,

“At Joe’s place.” Tf you can gather it into a central office, you get all
the information at once. But when you are in the field, you do not.

Yet the telephone company after the Gross case refused to give us
any further service of that type, saying it would be a violation for
thern of the Federal Communications Act; that they are not authorized
by the act to assist us in any way.  While we may tap, they may not
assist us and that the Federal legislation has preempted the field. So
onr hands are now tied in that respect.

When you go into a waterfront aren to ta P a wire, you are not there
half an hour before every character in the neighborhond knows that
you are there. You cannot buy secrecy. The only way you can buy
1t is by that. That is one of the things T would recommend that this
comimitfee study—an amendment (o section 605 to the effect that
wherever a sovereion State has granted permission to its law-
enforcement agents to intercept telephone communications, the com-
munications companies be permitted to cooperate with them.

- M. Kwarine, Technically, Mr. MeDonald, we do not have before
us an amendment to the Federal Communications Act. This com-
mittee would not have jurisdiction over that. It would fall within
the jurisdiction of the Interstate and Foreign Commerce Committee.

Mr. McDoxazp. Your report might show something on it.

Mr. Kxating, That is right, our report would deal with it,

Mr. McDoxarp. T have here a resolution from the National Asso-
clation of Prosecutors, adopted 2 years ago, to that effect which I
would like to leave with you. It also deals with the general proposi-
tion, I think, of intercepting telephone communications for your
purposes and urging very strongly that the I ederal Bureau of In-
vestiggation and the various Army intelligence services be granted
that power because we think it is an essential weapon in the fight
against the underworld and in the fight against treason and sabotears,
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Mr. Kraring. We will be glad to make that a part of our record at
this point. S
‘Whereas the National Association of County and Prosecuting Attorneys is
acutely aware of the illegal practices by which the enemies of our country, both
internal and external, have employed the means of telegraphic and telephonic
communication; and
Wherveas the existing Federal laws have in many instances made these means
of communication weapons which are continuously being used by our enemijes
with impunity and immunity and, at the same time, impose stringent limitations
on the Federal Bureau of Investigation and other governmental law enforcement
agencies ; and
Whereas we firmly believe that the security of our country and the safety
of its citizens demand that the Federal Bureau of Investigation, the directors
of military intelligence of the respective armed services be granied the power
{(under proper supervision of the Attorney General of the United States) to
intercept such communications in cases involving treason, espionage, sabotage,
and other erimes against the inteynal security of our Nation : Therefore he it
Resolved, That the National Association of County and Prosecuting Attorneys,
in convention duly assembled at Iighland P’ark, Ill., on the 11th day of August
¥ 1951, earnestly advise and strenuously urge the Congress of the United States to
enact the legislation now before it granting such authority to the end that eur
American heritage of personal liberty may be secured from foreign ideologies
sought to be imposed upon us; aud be it further
Resolved, That the Congress of the United States make an appropriate amend-
ment to the Federal Communications Act to provide that nothing therein con-
tained shall be decmed to be a limitation upon the powers of the law-enforcement
agencies of the sovereign States to intercept telephonic and telegraphic com-
munications or to employ the services of these respective public utilities in
furtherance of the performance of their official duties, in accordance with the
laws of the said several States.

Mr. Wirris, Does the New York statute permit wiretapping for all
g types of crimes? i
Mr. McDonarp. As long as a crime has been committed ; it must
have been committed. It does not include an offense, but it does
include misdemeanors such as gambling, prostitution, and it goes as
high as murder.
Mr. Wirnrs. Will you now go through the admission of that record
in evidence before a jnry? Describe that.
Mr. McDowarn. You call a police officer on the stand or perhaps an
assistant district attorney, and he will produce the original’ order.
You will say, “Are you an assistant district attorney of the county of
Kings#” “I am.” “Have you an order duly made and entered by
the Honorable Judge Kleinfeld, of the supreme court?’ “Yes.” I
ask you to produce it. I offer it in evidence.” That order is the
’ original order signed by the judge. ‘“Pursuant to that order did you
‘ at such-an-such a day go to the New York Telephone Co. and
did you give them a copy of the order?” “I did.” “Did they advise
\ you the gairmgs of the telephone listed in that order?” “They did.”
! “Then what did you do?” “I went out to a box located at the rear of
346 South Fourth Street. I located path No. 67 and path No. 42. I
connected the two together with a wire and connecteg the telephone
_ instrument to it. I then connected that wire not only to iy instru-
ment but to a recording set, and I and my partner sat at that phone
from 8 o’clock until such-and-such time. I made a recording of all the
communications and conversations that came over it. Then at 8
o’clock I left and I turned it over to someone else.”
39110—53——8
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Then you call the other man so you prove the continuity.

Mr. WirLis, Is that a plain record or stenographic notes?

Mr. McDowarp. We can do it both ways. Sometimes we use steno-
graphic notes and sometimes we use a recording device. It is better
to use a combination of both, and if you have the recording device, so
much the better. Recording devices are few and far between, and
you have to apply them where you can.

Mr. Wirnis. Going a little bit further, how is it admitted to the
jury?

! Mr. McDoxawn. You ask the policeman, “Did you make a telephone
transcript of the conversations?” “I did.” “At about 4:20 p. m. on
such-and-such a day did you have a telephone call?” “Yes, I did.”
“What was it?” “Well, there was a dial call going out and the fol-
lowing number was dialed. I received that from ti.is tape,” and he
produces the tape showing the nuinber that was dialed. “I listened to
1t. It was a female out voice and a female in voice. The female in
voice 1 have subsequently been able to identify by speaking with the ¢
defendant A. T talked to her in the district attorney’s office. I had '
known her previously, and I now say that the voice I heard at that
particular telephone conversation was the voice of this defendant.”

Mr. Wirrts. Is the jury in all this time?

Mr. McDoxarp. The jury hears all this; yes, sir.

Mr. WiLtis. Are not the lawyers jumping up with all kinds of
objections in the meantime?

Mr. McDowarp. No.

Mr. Wirris. Go on.

Mr. McDonawp. Then they start the questions and answers. “Did
vou hear this? Will you recite it?” Then the judge frequently says,
“Have you a record of it?” “Yes” “Show it to counsel for the
defendant.” He examines it to see whether there is any matter which
i I\)rejudicia,l, which is improper.

Mr. Wirrs. That is the point I want to reach,

Mr. McDonarn. Then if there is, the jury is excused. Counsel con-
fer at the bench; the judge makes his rulings for the record. The
assistant district attorney is instructed as to what questions he can
read and what answers he can read and what ones he cannot.

Mr. Wiars. What questions are excludable and under law and
jurisprudence. Let me ask you the direct question: Have all phases
of this subject been approved by the courts? By that I mean this.
You know that confessions to be admissible must be voluntary; and ¥
whether voluntary or not, it is tested outside the jury. Has the ques-
tion been passed on by the courts as to whether or not a conversation
listened to by a third party would violate the rules as to whether it
is voluntary, and the rules of hearsay? After all, there is no oppor-
tunity to cross-examine there. This is a new field for me.

Mr. McDownarp. T will take it this way, first,on hearsay. If the
identification is made that the voice is the voice of the defendant, the
question of hearsay is eliminated. It is the defendant’s own declara-
tion; it is not a confession. It would be an admission. The same
rules of law would apply as if anyone else testified as to an admission
made by the defendant in any course of a proceeding.

Mr. Wnas. The normal rules of evidence

Mr. McDonawp. The normal rules of evidence apply in all cases.
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Mr. Wrris. Has this specific point been passed on, that it is volun-
tary? In other words, a conversation between the criminal and his
friend or whoever might be on the other end of the line may be volun-
tary as between those two; but does this snooping in here by a third
party—and I am wusing this word in the legal sense—make it
involuntary ?

Mr. MchNAw. It does not make it involuntary.

Mr. Wirras. That has been passed on by the courts, including the
Federal courts?

Mr. McDowawp. I am not quite as familiar with the Federal, but I
would say this, that the question of voluntary comes under the defini-
tion of the word. Did he do it freely? He was not being coerced?

. Tt is not a question as to whether or not you intercepted without him
knowing it. If, when he said it, he said it as a voluntary thing, then
it is admissible as being voluntary. But if a man stood behind his
head with a gun at the time he was having the conversation, it would

K no longer be voluntary. The same rules apply.

Mr. WiLwis. The same rules we are familiar with?

Mr. McDoxarp. Yes. :

Mr. Wintis. And it has been passed on by the New York courts
anyway that this interception of a third-party device—-

Mr. McDonarp. Does not violate any constitutional right of the
defendant.

Mr. Keating. Mr. Foley, at this point, because this constitutional
question is important, have you run on to Federal cases holding the
same way ?

Mr. Forey. That is right, sir; as recent as about 3 months ago.

Mr. McDowatwp. I would say that Federal courts, in reviewing de-
cisions of State cases, have held that it was proper.

Mr. Wnuris. T mean areview of a State court by the Supreme Court.

Mr. McDox~acrp. That has been held to be perfectly legal, perfectly
voluntary.

Mr. Fixe. Did you make that clear, that the intercepting officer must
recognize the voice and identify the speaker?

Mr. McDoxarwp. That is exactly correct. He must.

Mr. Fixg. He must do that?

Mr, McDowarp. That is right.

Mr. Wirets. That is laying the foundation.

Mr. McDoxarp. That is right.

v Mr. Kearine. Having done that, there is no question in your mind
about the constitutionality of the procedure?

Mr. McDowanp. No. Our own cases have been passed upon.

Mr. KraTine. Have your own cases gone to thegupreme Court?

Mr. McDo~awp. The Supreme Court of the United States; yes.

There was one very recently, about 3 months ago.

Mr., Forey. There was 1 in Texas about 8 months ago where the
same question arose.

Mr. Fixe. You say under the Constitution; do you mean even the
fifth amendment?

Mr. McDon~srp. That is correct. The only thing that prevents it
now in the Federal jurisdiction is the Federal Communications Aect.

Mr. Wirnis. In what way, directly or indirectly?
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Mr. McDonaip. It directly prohibits the disclosure of any evidence
obtained by wiretapping. It does not stop the tapping. It stops the
disclosure. i

Mr. FoLey. That is the Weiss and Nardone cases.

Mr. McDoxarp. It is the Coplon case as well.

Mr. Wrrris. Have the courts passed upon the necessary safeguards
of the legislation itself? For instance, the bill by my colleague here
from New York requires a court order. Has that heen passed on as a
necessary safeguard to make it constitutional, or would it be constitu-
tional without it? '

Mr. McDonarp. That has not been passed on.. The court cannot
pass on a bill that it does not have. 1t held that this one was constitu-
tional. I might say in my own opinion that is a mecessary part of
proper interception, that it should not be left to the prosecuting at-
torney alone to determine when he hasa right to tap a wire.

Mr. Wirris. That is very interesting and very important. That is
what your experience with that law tells you is important ?

Mr. McDoNarp, Yes.

Mr. Wirus. Will you tell us why? We have two versions here.
Two bills make the court order necessary ; the others do not. Why do
you think the court order is necessary ¢ '

Mr. McDonawp. 1 think prosecutors, myself incluided, can be over-
zealous; and 1 think you sometimes get to a point where you have
pretty good suspicion, but no evidence, and you want to rush in and
get a wiretap. You think you will solve everything with a wiretap
and you are inclined to do 1t; it is 2 shortcut. It is not an infringe-
ment on any right, but it is an invasion to a certairn extent of a person’s
privacy. :

[ think someone who was disinterested in the success of the prosecu-
tion ought to be a safeguard that will go in and say, “You have not
got enough.”  One of my earliest experiences with that was in a case
where we had a murder case and we had a missing witness. The wit-
ness had been spirited away; I was convinced of that. I went in to
old Judge Smith, who was a former assistant district attorney and
a very learned lawyer, and asked him to permit me to tap a wire
where I -thought I could locate this witness. He said, “No, sir; you
are 110t going to get evidence of the crime. All you are going to get
is evidence where this witness is, and that is not. provided for in the .
statute.” He would not let me tap the wire. ‘

Subsequently we did find evidence that would warrant. us in making ¥
that application, and we made it. Luckily, we got. the witness in 24
hours. But the judge is a safeguard. He is a check and a balance
that, prevents you from being too rash.

Mz, WirLis. Is a court order pretty close to a warrant?

Mr., McDonatp. It is practically nothing else.

Mr. Wiis, The Constitution, before you enter a home, requires
just such a device, except that part was in the Constitution. In those
days we did not have telephones and we could not talk about that,
but we did have experience in searching and entering a man’s home.
The Constitution makes it necessary to get a court order, to get a
search warrant., Is this not almost entering a man’s home? Do you
not think this device might make the differen¢e between constitu-

tionality and unconstitutionality ¢
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Mr. McDo~arwp. I do not think it makes it constitutional or uncon-
stitutional, but 1 do think that it is an appropriate safeguard; and
I think that the order that we obtain is nothing more nor less than
another form of a warrant for search and seizure. But I do think
it is necessary.

Mr. Keatine. I want to say I emphatically agree with you on that.
It seems to me it does give an added safeguard of a disinterested
person, which, while perhaps not necessary to the constitutionality
of the legislation, is highly desirable.

Mr. Forey. In your experience, Mr. McDonald, have you ever had
occasion in laying a foundation for the admission of this evidence
for anybody to try to question the validity of the court order?

Mr. McDowarp. No.

4 Mr. Forry. Therefore, under the system in New York, you merely
put the order in and that satisfies the court as to the reasonable
grounds; there is no collateral attack on it ¢

Mr. McDoxarp. No. The only attack is usually on the identifica-
tion of the voices.

Mr. Forey. You, being a former Federal district attorney, know
that in these security cases there is the big question of how far you
can go in showing your hand in a courtroom. Under the bill that the
Attorney General proposed, 5149, there is no court order. I have
raised the question with the Assistant Attorney General whether or
not, under the provisions of his bill, he would have to show in court,
first, that it was done under the express approval of the Attorney
General, and, secondly, that it was connected with a security investi-
gation. And once he puts that evidence in, then it is subject to cross-
examination. That is exactly what happened in the Coplon case.
Is that not so?

Mr. McDonarp, Yes.

Mr. Wirwis. I did not follow the point you were driving at.

Mr. Forey. The point is that under a court order you merely take
your copy of the original order and put it in. That satisfies the court.
That limits it. It does not go behind the order. However, as you
well know, under 5149, there is no court order. So, to meet the pro-
visions to be admissible, he has to show, 1, the approval of the Aftor-
ney General; and 2, that it was connected with a security investigation.

The danger in this thing is that there are a lot of things they do
not want to reveal in court in this type of case. That was the prob-
lem in the Coplon case because they did get the records of wiretapping
and spread the whole thing before the public. There are certain cases
where they are afraid because of that reason.

Mr. Keating. In other words, your point is that the court order,
\ rather than being a dangerous thing as giving more information, is
' a safeguard in that the court order is final and they do not have to

go beyond it. Whereas, under the Attorney General’s suggestion,
without the court order, he would have-to go into matters which he
would not want to go into in order to get his evidence ?

Mr. Forey. That is correct.

Mr. McDowxarp. He would have to show he had a prima facie case

in which to issue the order in the first place.

Mr. Kearive. In order to get his evidence admissible?

Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0



Approved For Release 2000/09/11 : CIA-RDP59-00224A000100130001-0

82 ‘WIRETAPPING FOR NATIONAL SECURITY

Mr. McDoxarp. To get his evidence in, he would have to show com-
pliance with the statute. 5 .

Mr. Krarina. I think possibly that was not in his mind when he
was here before us. That. particular question was not brought to the
attention of the Attorney General. His fear, when he appeared be-
fore us—and I appreciate your views on this—was that if a court
order were required, as in H. R. 477, it might result in leakages. You
had a leakage in the Gross case through the telephone company.

Mr. McDonarp. They are going to have that, too, because they are
not going to be able to maintain an entire plan of the telephone com-
pavy wiring system; and if they are going to tap a wire, they are going
to have to go to get the pairs from the phone company the same as I do.

Mr. Kearing. That is right.  You canvot avoid that.

Mr. McDonarp. That cannot be avoided unless you have a complete -
map up to date every minute of the day of every wire in the telephone
company.

Mr. Krating. But so far as leakages in the court are concerned, have
vou ever had any bad experience? '

Mr. McDonaLp. Never.

Mr. Kearina. What does the j
Daes he lock it up?

Mr. McDowarp. He puts it in his own safe in his own chambers.

Mr. Keatrne. One judge is chosen for that? That is not in the
Jaw, but it is a matter of practice in the various judicial districts?

Mr. McDonarp. A matter of practice.

Mr. Krarive. He locks up that order in his safe. That is the
oflicial record in his safe?

Mr. McDoxaLp. That is right, and he gives us three originals which
Tie has also signed, with his own signature.

Mr. Forey. Mr. McDonald, on that point, do somo of the judges
not. follow this practice? They actually put it in an envelope, seal
the envelope, and sign it across the back?

Mr. MoDoxaLp. Sign it across the flap.

Mr. Kearing, Of those three orders that come back to you signed——

Mr. McDoxawp. I keep onej the telephone company gets one; and
the police officer who is in charge of the detgil sitt'ng the tap has
{he other one so he may show it if another police officer comes around
and says, “What are you doing here?” “I have got an order per-
mitting me to do it.” :

Mr. Forey. But the order is just the authority——- .

Mr. MoDoxarp. That is right. We take the affidavits off.

Mr. Wirtas. On the question of establishing the foundation to pro-
ceed with the admission of the record of conversations in evidence,
yon say that the mere introduction of a court order is a first step?

Mr. McDoxarp. That is correct. ‘

Mr. Witris. In the rough and tumble criminal case—and those are
the ones that challenge a lawyer—there are no holds barred. Suppose
{ say, “Here is a court order. But I want to see the affidavit sub-
mitted to the judge. I want to cross-examine the guy who initiated
this thing. et us see whether there was a erime or whether it was
a fishing expedition. Let us see what they swore to at that time as
against what they are swearing to today.” Certainly a lawyer would
take a stand and try to probe into that.

udge do after he signs this order?
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Mr. McDoxarn. No, for this reason, Congressman. If we tap a
wire for any reason, as Jong as the tap is lawful when we make 1t
and we find evidence of other crimes other than the one we are look-
ing for, we are entitled to use the evidence. 1If T gomma bookmaking
case to tap a wire and find evidence of a murder, it is entirely discon-
nected and the only person who can pass upon it originally is the
judge. Tt is within his discretion as to whether or not the evidence
is Teasonable. So you have no attack behind the order. The order
ig granted; that is all. They are entitled to it. You can call the
judge, if they challenged his signature to the order and said it was
a forged order, and he would say, “That is my signature.” That
would be the end of it.

Mr. Wirris. The reason I asked that question, in the light of what
Mr. Foley said, it seemed your bill on reflection might accomplish
the very things that the opposite view feared.

Mr. Kearrne, That is right. I did not follow that myself a while
2go.

SMr. Wirtts. 1f the court order is the starting point and you cannot
go behind it

Mr. Krating. In other words, the court order is conclusive. Are
there cases in New York which have held that, where attorneys have
tried to go behind the court order, they may not doso?

Mr. McDoxaro. Idonotknow. Ihavenever heard of it being chal-
lenged, not in my time.

Mr. Keating. In other words, the defense lawyers

Mr. McDonarp. Never challenged it; never attempted to do that.

Mr. Forey. On the contrary, is it not a fact that most of the time
they concede your grounds? t

Mr. McDonarp. Ig rill say this. It may have happened in the carly
days. Butafter a practice grows up and they find that it has been over-
ruled once and overruled twice, and ultimately passed upon, it does not
go any further. :

Mr. Doxomur. When you go before a judge seeking such an order,
do you request that order based upon oral evidence ?

Mr. McDoxawp. You can take a look at the one in the record, and
that will answer your question.

Mr. Doxorur. Not having time to go through all of it, I am wonder-
ing if you could briefly answer my question.

Mr. McDowarp. In that one we said that a certain ship, the Olaf
Maserk, docked at a certain dock in Brooklyn, had a shipment of Rem-
ington arms; that 8 revolvers were stolen from 1 acking case and 5
were stolen from another packing case, and the numgers; that 1 of these
guns was the weapon that was used to kill Arnold Schuster; that we
} have the man who stole the guns; that the man who stole the guns told

us he gave the guns to X, and we wanted to intercept a telephone com-
munication on X’s home.

Mr. Donomrue. Is the evidence you give submitted to the judge orally
or in writing?

Mr. McDoxarp. In affidavit form. It is in the affidavit attached to
the order and is made a permanent record.

Mr. Dovonrue. Do I understand from your answers to Mr. Willis™
questions the facts set forth in the affidavit cannot be attacked ?

Mr. McDoxawp. That is correct. :
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Mr. DonNontue. In other words, assume a case where certain facts
alleged in the affidavit turned out not to be a fact, and that fact would
be important enough to prevail upon or convince the judge that the
order should not be issue({, do you not think an injustice would be done
an alleged defendant ?

Mr. McDonarp. No, because the telephone communication would
only have been disclosed if

Mr. Doxonve. Pardon me, Mr. McDonald. The affidavit is sub-
mitted before any wiretapping?

Mr. McDoxarp. That is correct. But I say do not see how the de-
fendant would be hurt because it would only be if you actually obtained
evidence. You would actually have had to have evidence that you
wanted to introduce,

Mr. Dovorrus. But you would not get the order which would au-
thorize you to tap the wires and gef. that conversation.

AMr. McDowarp. That is correct.

; Mr. Dowvorue. If a certain fact alleged in the affidavit was not a
act——

Mr. McDowarp. The only safeguard you have in that particular case
is the same safeguard you have in every other case where an affidavit
1s submitted for any ex parte order—the integrity of the person who
signs the affidavit. That is one of the reasons I suggested that the
golice should be excluded and it should be pinned clown to an assistant

istrict attorney or, in your case, to an Assistant. Attorney General of
the United States or a United States attorney. I do not believe in
giving it to the law-enforcement agents themselves. 1 do not believe
even the FBI ought to have it. They ought to make an application
through a member of the bar to a court of record.

Mr. ¥ine. When you say the order is conclusive you do not mean
it is conclusive in a legal sense. It could be attacked, I suppose, by
an _energetic and enterprising lawyer?

Mr. McDowarp. I do not believe so, Congressman. I think once
the order is granted, the only question then is whether the evidence is
admissible.

Mr. Kearing, It could be attacked directly by a motion to vacate.

Mr. McDo~arp. A motion to vacate the order.

Mr. Kearina. But not collaterally in the prosecution ?

Mr. McDonarp. As a motion to preclude where evidence has been
obtained without a lawful search.

Mr. Five. Except as a matter of practicality,. you could not know
that there was an order until after the wiretapping was accomplished
and the trial was had and the order was offered in evidence. Would
you have to go back to the motion part of the county court and make
a motion, or does the supreme court make a motion to vacate?

Mr. McDowarp, I think you would. You would know, because in
the preliminary hearing where the evidence is essential, it is disclosed
usually in the preliminary hearing, so they would know in the magis-
trate’s court before it even got to the grand jury that a wire had
been tapped. Then you can make it before your trisl.

Mr. Fixe. Before the trial. We are back at the motion part of the
county court or the supreme courf, and a motion has been made.
Certainly the defendant’s counsel has the right then or the oppor-
tunity af that time to attack the facts, us Mr. Donohue was trying to
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point out—to attack the facts which were contained in the original
affidavit as not being true.

Mr. McDoxaip. The same as you would under a writ of search and
seizure, but not at the trial. 1 think it would have to be a motion to
vacate the original order, or a motion to suppress or preclude evidence.

Mr. Fixe. On the ground that no crime had been committed pur-
suant to the facts stated in that affidavit?

Mr. McDoxarp. That is right. Or there was not reasonable

grounds at that time to believe that evidence could be obtained.

Mr. WitLis. And the same rules that are applicable to going behind
a search warrant would apply to this situation ?

Mr. McDonatp. That would be my belief ; yes, sir.

Mr. Fine. How would you know what was contained in the affi-
¥ davits if you did not get a copy of it! Do you get a copy in the

magistrate’s court?
Mr. McDowawp. No.
i Mr. Fine, Ilow do you know ?

Mr. McDoxawp, We would have to make an application to the
court, I believe, to see it.

Mr, Krarine. The same way you make application to see the
minutes of the grand jury?

Mzr. McDownarp. That is right.

Mr. Fine. And those are usually denied ?

Mr. McDoxarp. Noj they are not. They are all too frequently
granted, except in Federal courts. Federal courts never grant them.
In the State courts they are granted quite frequently.

Mr. Keatine. In other words, if you showed facts to the court
which tended to negative the propriety of issuing this order, the court
would take the affidavit based upon the order and your facts and
would determine whether the other side should be permitted to see
the affidavit?

Mr. Fixe. The difficulty, Mr. Chairman, that I envisage is: How
would you know what facts they produce and what facts to put in
an affidavit until you have seen the affidavit containing the facts?

Mr. McDoxarp. The same way you do in a grand jury room. “My
client has told me such-and-such, that this erime never had been com-
mitted, that he had no part in it, there was no grounds to believe that
he was connected with it, and that he never used his telephone for that
tyi([a of purpose.”

r. Fixe. Would that be enough?

Mr. McDonarD. It is enough in the ordinary application to inspect
grand jury minutes. “My client tells me such-and-such. I have
talked to the people who testified.”

! Mr. Fixg. That is different. There you have an opportunity to

know who testified before the grand jury.

Mr. McDonarLp. You do not have the opportunity unless you find
out because the witnesses are no longer listed on the back of the in-
dictment. That was amended about 1938.

Mr. Fing. I can see the difficulty of ascertaining those facts and
I was just wondering whether or not they should be——

Mr. McDoxaLp. There are difficulties.

Mr, FinE. I was just wondering whether or not there should be a
safeguard.
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Mr. McDonarp. T have never seen any case where an innocent per-
son was harmed by a wiretap order, and I have been at the business
for 14 years. 1f you do not give the people the right to tap a wire,
you are just giving the enemies of our country the right to a secret
dispatch case that you cannot possibly find out about.” And if they
want to plan they will not sit'in one room. They will go in three
rooms and telephone each other, and you are just there with your
hands tied. You are giving to the enemy every bit of technological
progress. They can take a DC-6 and go from New York to California
in 13 hours, and we have to follow them in a covered wagon,

There have been too many limitations placed upon law enforcement.

District attorneys are not evil people who are going around and

anxious to snoop on people’s telephone conversations.  God knows if ;
they ever tapped mine they would find out conversations like, “What 1
is the homework for tomorrow night, and how do you do the third
example?”’ They could listen all day to that if they wanted to. We
do nor do it. We do not use it unless it is important, and we do not
do it just for the purpose of snooping.

We only do it when we want to find out is this particular defend-
ant, guilty of this crime? It takes six men to work a wiretap. It
takes one-third, almost, of my detcctive force to operate one tap.

Mr. Fine. Just to bring it to a conclusion, what you are really say-
ing to us is this: That as far as any safeguard is concerned, the safe-
guard should be the application 1o a judge who will sign an order
and not the safeguard of preventing or protecting a defendant against
the issuance of that order. _

Mr. McDowarn. It has got to be the integrity of the man who holds
the office and of the judge who passes on the order. You cannot legis-
late human elements out.

Mr. Wirrzs, Does the New York statute say that wiretapping out-
side of the provisions of this act shull be unlawful ?

Mr. McDownarwp. The statute doos not, but the malicious mischief
statute does; and that makes it unlawful to cut or intercept a wire.
I think that statute itself should be strengthened. T would even rake
it unlawful for any person unauthorized by an order to have posses-
sior: of wiretapping instruments. We found in the course of our in-
vestigation in the Gross case—again we come back to that because we
had a tremendous experience with wiretapping there, both good and
bad—that police officers without any instructions were buying their
own wiretapping equipment. They would sit in on a telephone such
as a coln booth near a baseball park or near a race track, and when !
they heard pecple call up to make a bet they would forward that to
another plainclothes detective, who would then go and shake that
bookmaker down. But that was all unauthorized wiretapping. With f
the authorized wiretapping you do not have any trouble. But until
you authorize it, you are going to have trouble with unauthorized
wiretapping. )

Mr. Wirrts. The reason 1 asked this question is, under the general
law of New York, the malicious mischief statute, the wiretapping out-
side of the provisions of this act is made unlawful. Now we are go-
ing into the Federal field. Is there a Federal statute comparable to
the malicious mischief provisions. If not, would you recommend. on
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.considered judgment that this bill should say, “This and this only is
a field of legitimate wiretapping in Federal

Mr. MoDo~narp. There is no Federal law, and T suggest there should
be one.

Mr. Kearine. To penalize illegal wiretapping?

Mr. McDoxarp. To penalize illegal wiretapping and even to make
the possession of wiretapping instruments for an unlawful purpose
a crime as well.

Mr. Keating. You would go that far?

Mr. McDoxarp. Yes, sir.

Mr. Krarine. That is not in any of these bills, but we certainly will
take that under consideration.

; Mr. Doxonve. Tell me this, Mr. McDonald: In New York is evi-
¢ -dence illegally obtained admissible?
~ Mr. McDonarp. Yes. A motion to preclude can be granted. It
is admissible unless it has been suppressed prior to the trial. You
) can get an order to suppress, but it has to be done. A direct attack
must be made on it prior to trial.

Mr. Doxorruz. Then do you feel that in any Federal legislation that
-would be enacted the same conditions should prevail, notwithstanding
the information or evidence is illegally obtained? The court should
be permitted to accept it as admissible ?

Mr. McDoxarp. L do not think you can do it under the Federal
rule. Under the Constitution I do not think you can elect to that
‘effect. I think evidence illegally obtained is going to be inadmissible
‘evidence under the Federal rules if it violates the Federal Constitu-
tion. We do not have that problem in the State prosecution.

Mr. KzaTine. That is a difference now between New York State law
.and Federal law?

Mr. McDoxarn. That s right.

Mr. Wirts. You have this very wide open back door, though;
whereas the evidence thus obtained may not be used in evidence, the
leads involved are alwuys admissible in evidence and that is the im-
portant consideration as to whether we should go one step further and
say not only is it not admissible in evidence, but whoever does it has
committed a crime. I am not saying it should be.

Mr. McDonap. I think that the leads which are followed up should
be admissible in evidence. I think you are stretching out to a terrific
point to protect people who have committed an unlawful act. After

i all, the paramount importance comes up sometimes as to which is
© greater, the right of privacy of an individual—which is not a constitu-
tional right and no one can point out to ;e that it is—and the welfare
of the country or the Stafe as a whole. . As Justice Jackson said some-
1 time ago—speaking of the Supreme Court—“Unless the Court starts
to temper its doctrine with logic and a little bit of commonsense, you
are going to turn the Bill of Rights into a suicide pact.” [ think that
is being done both by legislation and by court decision.

Mr. Wirnis. In other words, Mr. McDonald, you say that evidence,
no matter how it is obtained, if it turns out to be true, should be per-
mitted to be used against theni?

Mr. McDowxarp. I say you cannot do that under the Federal Con-
stitution. In the State you can, but you cannot federally.
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My. Wirris. How do you differentiate between the State and the
Nation?

Mr. McDonawp. Because the fifth amendment prevents it in the
Federal cases, and the fifth amendment does not, apply to prosecutions
in State cases.

Mr. Doxomue. You do not have a similar provision in New York?

Mr. McDonarn. In New York State, no. And the Governor has
vetoed bills, as the Congressman knows, year after year that have
been introduced to make it similar in Now York: He has held each
time that the paramount importance of the State is concerned. If
you get evidence that shows a crime has been committed, then the
protection of the statute does not apply.

Mr. DoNonus. As a principle o% logie, do you not. think if evidence ;
illegally obtained can be used against a defendant in a Sitate, a sover-
eign power, it should be the same situation insofar as the Federal
Government is concerned? Tn other words, steps shoul:d be taken to
amend our fifth amendment?

Mr. McDowxarp. T make a distinction in different typ:s of Federal )

cases. I think when the Bill of Rights was drawn, our country was
young and they were still afraid of the redcoats rattling their sabers
and banging on the doors and coming in with their armed might.
For what? To collect taxes. The proprietary interest of the Crown.
And where the tax interest of the United States is involved, I do not
think you should have a right even to tap wires. I think where a
proprietary interest only is involved, you should not have the right.
I think the right should be limited to the cases where the national ge.
curity is involved. I would say let them use the evidence even though
it is illegally obtained, but not for the tax case.

Mr. Kearing. Mr. McDonald, may I ask you this, because we will
have to adjonrn shortly. Have you gone over any of the proposed
specific legislation before us? *

Mr. McDo~awn, Yes, I have.

Mr. Keative. Do you have views on the relative merits of the
various bills?

Mr. MoDoxaro. On bill 477, T think it might be divided into two
parts. One is civilian and one is military. I wondered if the right
of the military to intercept telephone communications should not be
limited in 1 or 2 ways, either to an smergency period, which would
have to be created by a Presidential proclamation; cr even if the mili-
tary wanted to intercept a telephone communication, they had to make L
their application through the Attorney General.

Mr. Keatine. I think that is what tge Attorney General would like.
But the defense services feel they should do it directly.

Mr. McDowarp. T do not think in ordinary peacetime the military
should have a right to go around tapping telephone communications.

Mr. Keatine. It would be, of course, only in cases involving treason,
sabotage, and so on, where our armed services personnel are involved.

Mr. McDowarp. Suppose that is only an excuse, that the wires are
tapped for that purpose. You cateh a man tapping a wira; that is the
only ostensible purpose, whereas in truth and n fact it is not. )

Mr. Kearine. I appreciate your bringing that to our attention. I
think there is something there for us to consider.
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Mr. McDox~arp. The other one is, in no circumstances do I think
the results should be permitted to be divulged in civil proceedings or
in proceedings involving a proprietary interest of the Government
alone. It should be a more serious matfor than that.

Mr. Xnarineg. I agree with you. You feel that in H. R. 477 there is
some wording which might permit it?

Mr. McDonNawp. In the section it says “or in civil proceedings.” T
think the application to a court is an essential to guarantee fairness
and to limit the use of interceptions, and that the Pprosecuting official
or the investigating official should not be the sole judge of tapping a
wire. I think it is necessary in Federal cases that a crime either be
committed or be about to be committed. Under this 477 you can tap a
wire just for the purpose of an i nvestigation, even though no crime has

b been committed, and you do not say that a crime is about to be com-
mitted. It is too broad. It would just give you a general right to go
in in any investigation and tap a wire.

Mr. Kearing, In other words, we should spell out in the bill

¥ Mr. McDonarp, At line 10 on page 3,1 woulg ; that “there is reason-
able cause to believe a crime has becn committed or is about to be
committed,” and not that the communications contain information,
but that evidence may be obtained concerning the commission thereof;
3552 is very similar, and there is not, enough difference to discuss that.
In 5149 T do not think that there are enough safeguards in the bill.
It does not require any approval by the court, and it would seem to me
that it is also necessary to indicate in that case that a crime had been
committed or about to be committed.

With respect to 408, it is limited to criminal matters and T believe
that is better. But I think again an application should be required
to a court. I do think either this committee should recommend or
should help assist in some way in having an interpretation of section
605, that the present act does not prohibit lawful wiretapping in the
sovereign States. It has been inter reted that way by various com-
munications companies, and it could e a declaration,

: Mr. ?KEA’I‘ING. ou think we should try to cover that in this legig-
ation?

Mr. McDoxarLp. Yes; I think you can in this legislation.

Mr. Forey. Did you consult with the FCC at all, Mr., McDonald,
when you ran into that problem in the Gross case?

Mr. McDoxarp. Yes; I did, and was unable to get any assistance
from them. ’

’ ' Mr. FiNe. You did not mention anything about H. R. 408?

Mr. McDoxarp. I said with respect to this bill, the limitation in

criminal matters is a reasonable limitation. T think the bill should
. require an application to the court, and the person applying for it
' should be at least an assistant U nited States attorney general.

Mr. KeaTing. 408 does not require application to a court ?

Mr. McDo~arp. N 0; it does not.

Mr. Keating, At this point in the record without objection we will
insert a letter from the Federal Communications Commission dated
May 28, 1953, to the chairman of this subcommittee; and a copy of a
letter of June 8, 1953, from the Federa] Communications Commission
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90 WIRETAPPING FOR NATIONAL SECURITY

to Mr. Reed of the Judiciary Committee, with an attachment indicat--
ine the Commission’s views concerning H. R. 5149.
The decuments are as follows:)

I'EDERAT. COMMUNICATIONS COMMISSION,
Washington, D. C., June §, 1953.
Hon. CEAUNCEY W, REED,
Chairman, House Commitice on the Judiciary,
House of Representatives, Washington, D. C.

Deanr CongrEssMAN Reen: This is with respect to your committee’s request for-
the Commigsion’s comments concerning H. R. 5149, a bill to authorize the use
of ¢riminal proceedings in any court established by act of Congress of informa-
tion intercepted in national security investigations.

Enclosed are copies of the Commigsion’s comments concerning this legislation.
In view of the fact that your committee hus already held hearings conecerning
this bill and other bills dealing with similuar matters, we are submitting these

comments to you before receiving clearance from the Bureau of the Budget. N
The Commission will be happy to furnish any further comments or information
concerning this legislation which your committee may desire.
Sincerely yours,
Rosen H. Hyor, Chairman. ]

COMMENTS OF THI FEDERAL CoMMUNICATIONS COMMISSION ON . L. 5149, A Brun
To AUTHORIZE USE IN CRIMINAL ProcEEDpINGS IN ANY CoTRT HSTABLISHED BY’
AcT oF CONGRESS OF INFORMATION INTERCEPTED IN  NATIONAL SECURITY
INVESTIGATIONS

1. . 5149 would permit the introduction in evidence in criminnl proceedings:
in any court established by act of Congress of information heretofore or here-
after obtained by the TFederal Bureau of Investigation by means of intercepting
comnunications by wire or radio so long as such interceptions were made upon
the express approval of the Attorney General and in the course of an investiga-
tion to detect or prevent any interference with or endangering of or any plans
or attempts to interfere with or endanger The national security or defense.

The Cowmmission has already submitted ¢xtensive comments co werning H. R.

408, H. R. 477, and H. R. 3052, bills to authorize the acquidition and interception
of communications in the interest of national security and defensc. Those com-
ments indicated many of the problems which the Commission feels should be
considered by Congress in enacting any legislation which would authorize the
jnterception of ecommunications, and those comments are, to & large extent,
equally applicable to H. . 5149. Moreover, as we previously indicated, the-
Commuission has no special information concerning, nor do we wigh to comment
upon whether or not Congress should require prior authorization by a Federal
judge before communications can be intercepted or whether such interception
should be authorized merely upon the express approval of the Attorney General.
As we also indieated previously, we have no comments to offer concerning the
question of whether communiciations intercepted upon thie express approval of
the Attorney General prior to the passage of any legislation should be adinissible-
in evidence.

I 15 5149 concerns itself only with the admissibility in evidence in certain 3
ecourt proceedings of information obtained as a result of intercenting communi- ‘
cations by the Federal Bureau of Investigation. It does not, as in the case of
H. R. 408, H. R. 477, and I1T. 1. 3552, specifically authorize the Federal Bureau of
[nvesiigation to intercept or acquire the communications or messages in ques-
tion. As we indicated in our previous comments, we believe that there is some
doubt as to whether, under the existing provisions of gection 605 of the Commu-
nications Act, interception per se is a violation of law or whether there must be
interception coupled with divulgence or use before the law is violated. If Con-
gress deterinines, therefore, that such information secured by the Federal Bureau.
of Investigation should be admissible in evidence, it may wish to congider
whether it might not be advisable to add a provision to H. R. 5149 which would
specifically authorize the Federal Bureau of Investigation to intercept or acquire
the eommunications or messages which the bill would permit to be introduced
into evidence. Unless such a provision is included in this legislation, it might
be construed as authorizing the introduction in Federal court proceedings of
evidence illegally obtained. In this respeet it is noted that the TFederal rule of
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evidence has been that illegally obtained evidence is not admissible in Federal
court proceedings. On the other hand, many State courts have ruled that
illegally obtained evidence, including evidence secured by illegal wiretapping in
violation of the provisions of section 605 of the act, is admissible. In view of
these facts, Congress may wish to obviate any claim that the FRBI, in securing
the evidence here made admissible, violated the law, by expressly authorizing
the interception of communications as well as the introduction into evidence of
information obtained by intercepting communications.
(Adopted June 3, 1953.)

FEDERAL COMMUNICATIONS COMMISSION,
Washington, D. C., May 28, 1953.
Hon, KENNETIZ B. KEATING,
Committee on the Judiciary,
House of Representatives, Washington, D. O,
> DEAR CONGRESSMAN KeaTing: During the course of my testimony before your
subcommittee on May 20, 1953, concerning H. R. 408, H. R. 477, and 1L R. 3552,
bills to authorize the acquisition and interception of communications in the
interests of national security and defense, you requested my opinion concerning
an amendment to H. R. 477 proposed by the Western Union Telegraph Co.
T Waestern Union proposed that the following language be added to IL. R. 477 on
page 2, line 18, after the figure “1103”: “and all carriers subject to this Act
of 1984 are hereby authorized fo permit such interception, receipt, disclosure,
or utilization of the contents of any such communications by wire or radio,”

It would appear that this amendment was proposed in order to insure that
Wostern Union and other carriers subject to the Communicationg Act of 1934
would not be in violation of gection 605 of the Communications Act if they
permitted the interception or utilization of the contents of any comnmunications
by any of the officers who would be authorized by H. R. 477 to intercept or acquire
such communications. It is my belief that the carriers in question would probably
be fully protected without the addition of the proposed language, but I can see
no objection to including the amendment if it is desired to spell out the authority
of the carriers in the statute.

Sincerely yours,
RosEerL H. HyYDE, Chairman.

Mr. KeaTine. I want to express on behalf of the committee to you,
Mr. McDonald, our gratitude for helping us with this problem. It
is not simple, and I know your suggestions will be very valuable to us.

Mr. McDowarp. It is a problem that confronts all law-enforcement
agents, and it is a problem that today is becoming paramount.

Mr. Kearine. The committee will stand adjourned.

(Thereupon, at 12: 40 p. m., the subcommittee adjourned.)

X
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